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ISO (the International Organization for Standardization) is a worldwide federation of national standards
bodies (ISO member bodies). The work of preparing International Standards is normally carried out
through ISO technical committees. Each member body interested in a subject for which a technical
committee has been established has the right to be represented on that committee. International
organizations, governmental and non-governmental, in liaison with ISO, also take part in the work.
ISO collaborates closely with the International Electrotechnical Commission (IEC) on all matters of
electrotechnical standardization.
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Introduction

This document is part of a family of International Standards for communications in Intelligent Transport
Systems (ITS) based on the ITS station and communication architecture specified in ISO 21217.

This document is Part 1 of a multipart standard which determines the "Intelligent Transport Systems"

(ITS) locali

zed communications.

The FAST Networking & Transport layer Protocol (FNTP) is a protocol for localized communications.
FNTP comprises

— abasic
— netwo

— nuy

— N

king related protocol features for

1l-networking (single-hop communications),

hop forwarding,

port mapper protocol, used for localized communications between ITS station units (ITSz§Us),

— ITp station-internal forwarding of packets between ITS station communication units (|TS-

SQ
extend
— transp
— in
— se
— LB
extend

The first

Us) with ITS-S host role and ITS-S router role,
ible with further features;
ort related protocol features for

ormation dissemination with ITS-AID as destinationtaddress,

P,

ible with further features.

5sion support with ITS port numbers (ITS-PN) asisource address and destination address$,

ersion (2010) of FNTP was validated in the CVIS project of the European Commission.

Feedback firom CVIS and other activities, resulted in the second version (2013). This third versioh of

FNTP is th{
the commg

n message format specifiédyin ISO TS 16460.

Vi

e result of harmonization with.the IEEE WAVE Short Message Protocol (WSMP); it is basedl on
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Scope

5 document specifies the "Fast Networking & Transport Protocol” (FNTP) of the ITS-S ne

'P is in support of efficient localized communications distinguishing networking relatg
transport related features. FNTP is extendible in the future without breaking binary
patibility.

5 document specifies

further requirements for operation of FNTP in the coutext of an ITS station specified in

Normative references

following documents are referred to in“the text in such a way that some or all of th
Stitutes requirements of this document? For dated references, only the edition cited 4
ated references, the latest edition of the referenced document (including any amendmen

IEC 8825-2, Information technolegy — ASN.1 encoding rules: Specification of Packed Enc
R) — Part 2

TS 16460, Intelligent €ransport systems — Communications access for land mobiles
munication protocol mmessages for global usage

17419, Intelligent-Transport Systems — Cooperative systems — Classification and manage
lications in a global context

21217, Intelligent transport systems — Communications access for land mobiles (CALM) — A

21218, Jdntelligent transport systems — Hybrid communications — Access technology suppd

message formats and related basic protocol proceduresdy reference to ISO TS 16460, and

working &

bd features
backward

SO 21217.

Pir content
pplies. For
[s) applies.

bding Rules
(CALM) —

ment of ITS

rchitecture

rt

ISO

24202-31), Intelligent transport systems — ITS station management — Part 3: Service acce

s points

ISO 24102-42), Intelligent transport systems — ITS station management — Part 4: Station-internal
management communications

[SO 24102-6, Intelligent transport systems — ITS station management — Part 6: Path and flow management

3

Terms and definitions

For the purposes of this document, the terms and definitions given in ISO 21217 and the following apply.

iy
2)

©IS

2nd edition to be published. Stage at time of publication: ISO/DIS 24102-3.
2nd edition to be published. Stage at time of publication: ISO/DIS 24102-4.
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ISO and IEC maintain terminological databases for use in standardization at the following addresses:

— IEC Electropedia: available at https://www.electropedia.org/

— ISO Online browsing platform: available at https://www.iso.org/obp

31
ITS-S facility layer service
process residing in the ITS-S facilities layer acting as source or destination of FNTP NPDUs

4 Abbreviated-terms

FNTP Fast networking & transport protocol
ITS-PN ITS port number

ITS-S ITS station

ITS-SCU ITS station communication unit
ITS-SFS ITS-S facility layer services

ITS-SU ITS station unit

LM Localized message

TPID-FS Transport Protocol Identifier - Featuré Selector
TPID Transport Protocol Identifier

NPDU Network Protocol Data Unijt

UPER Unaligned Packed Enceding Rules

5 General requirements

All normatjve requirements related to the specification of the "Localized Message" (LM) in ISO TS 16460
shall be nofmative requirements‘in this document.

The Fast Networking & Transport layer Protocol (FNTP) specified in this document is a communicatjons
protocol fdr the LM specified in ISO TS 16460. FNTP and the related LM format shall be identifief in
FNTP network protocel‘data units (NPDUs) by the version number three.

The term [JM NPDBuin [SO TS 16460 is synonym with the term FNTP NPDU specified in this documgnt.

The FNTP {sidentified at the ITS-S access layer by the Ethertype value 35,152 = 0x8950 published on{[9].

An implementation supporting path and flow management shall be in accordance with ISO 24102-6.

An implementation for a distributed ITS-SU, i.e. an ITS-SU consisting of several ITS-SCUs interconnected
with an ITS station-internal network, shall be in accordance with ISO 24102-4.

The operational mode of subtype zero combined with TPID-FS zero, see 6.1, constitutes the
interoperability mode of an ITS station unit (ITS-SU) with an IEEE WAVE device compliant with
IEEE 1609.3[17]. In case of ITS-SUs that are declared to be interoperable with IEEE WAVE devices, this
mode shall be used for single-hop broadcast communications with no expected reply if the respective
value of ITS-AID as a destination address is registered at [11]. ITS-SUs that are not declared to be
interoperable with IEEE WAVE devices may also use TPID-FS one for such broadcast communication.

2 © ISO 2018 - All rights reserved
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The binary presentation of the LM is given by the ASN.1 specification presented in A.2 applying

unaligned packet encoding rules (UPER).
As
— identical LM formats are used in FNTP and in WSMP specified in IEEE 1609.3[17], and

— the features specifications in IEEE 1609.3[17] is a sub-set of the specification of FNTP,

an implementation of FNTP optionally may support the WAVE short messages from IEEE WAVE devices

by considering the following requirements for the interoperability mode:

1) [The only supported access technology is [EEE 802.11 OCB mode specified in [18], which

SO 21215[3] with US frequency allocation and WAVE-specific details.

2) | The applicable EtherType value of the WSMP is 35,036 = 0x88DC of WSMP published on

3) |The only mandatory operational mode in WAVE-conformant devices is WSMP with sul
combined with TPID-FS zero.

NOTE Conformance tests for WSMP support are out of scope of this document.

6 |Architectures

6.1 General context and purpose of FNTP

The FNTP specified in this document is designed as@ protocol of the ITS-S networking &
laygr of the ITS station (ITS-S) architecture recognizing the concept of the bounded, sg
managed ITS-S specified in ISO 21217, and supporting the concept of ITS station com
unifs (ITS-SCU) and various implementation_features; see ISO 24102-1[5] (local station ma
1S0|24102-2[€] (remote station management), ISO 24102-3 (management and security ser
poil
ma

agement).

FNTP is designed to enable localized communication between peer "ITS-S facility laye
(IT$-SFSs) in ITS station unitssITS-SUs) with minimum protocol overhead. ITS-SES are s
destinations of FNTP NPDUs.

FNTP uses the LM format specified in ISO TS 16460, ISO TS 16460 specifies network
profocol features and\transport-related protocol features. Networking-related protocol fe
identified by means\of a "Subtype" value. Transport-related protocol features are identified h

a "Transport Prétecol Identifier - Feature Selector” (TPID-FS).

Networking=related features supported by FNTP are:

Subtype 0: Null-networking;

is given by

[9].

btype zero

transport
cured and
munication
hagement),
yice access

1ts), SO 24102-4 (station-internal management communications), and 1SO 24102-6 (path and flow

- services"
burces and

ing-related
atures are
y means of

Subtype 1. 115 station-internal rorwarding;

— Subtype 2: N-hop forwarding.

Optional functionality is supported by means of N-Extensions. N-Extensions are type-length-value

encoded data elements that contain networking-related information.

Transport-related features supported by FNTP are:

— TPID-FS 0: Information dissemination mode using ITS-AID as a destination port number;

— TPID-FS 1: General session mode using a destination ITS-PN and a source ITS-PN;

TPID-FS 2: LPP mode.

© ISO 2018 - All rights reserved
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Optional functionality is supported by means of T-Extensions. T-Extensions are type-length-value
encoded data elements that contain transport-related information.

For a given transmission to a peer ITS-SU exactly one networking-related feature (Subtype zero or
two) and one transport-related feature (TPID-FS zero, one, or two) is selected. For ITS station-internal
forwarding the Subtype one FNTP N-Header precedes a complete FNTP-NPDU.

NOTE DSRC application layer legacy systems support specified in [8] makes use of FNTP.

FNTP supports hybrid communications by supporting any kind of ad-hoc access technology, e.g. ITS-M5I[3],
RI2], 6OGHz[ 1. FNTP connects source and destination "endpoints” at the ITS-S facilities layers in peer

FNTP basigally is a port mapper protocol. FNTP may also be used for information dlssemlnatlon where

an "ITS Application Identifier" (ITS-AID) takes the role of a destination port number.
6.2 FNTP reference architecture
Figure 1 illustrates the location of FNTP in the ITS station (ITS-S) specified<in"ISO 21217, and|the
station-intgrnal relations with other protocol entities.
API
Communicgtions
ITS Management Entity ITS-S Facilities Layer
s 2 %
o WS &2
= N\ &
D
( n~rsar )
ITS-S Networking & Transpdrtylayer N
z
=
& a g
g 3
3 FNTP 3] ;
2
s T
Z
Y
( insar )
§ ITS-S Access Layer N
<=
a
<L
o oy
s &

Figure 1 — FNTP reference architecture

"Port management" of FNTP is specified in 8.1.

Management of FNTP is supported in general with a "CI Selection Management" initially introduced in
SO 24102-1[5], with technical details of "Path and Flow Management" specified in ISO 24102-6(81.
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Other management approaches are also possible, e.g. within a different station architecture, as long as
interoperability based on the LM and on the functional protocol behaviour specified in this document
is ensured.

6.3 Communication principles

6.3.1 Transmission

Transmission requests may be presented by the ITS-S facilities layer via the NF-SAP. Sources of
messages in the ITS-S facilities layer are identified by ITS-PNs. Destinations of messages in the ITS-S
facilities layer are identified by [TS-PNs or by well-known registered I'TS-AIDs, dependent dn TPID-FS.
ITStPNs may either be well-known registered numbers or dynamically assigned number's, The registry
of ITS-PNs is at [11].

Well-known registered ITS-AIDs are mapped to locally assigned ITS-PNs (i.e. dynamically asfigned ITS-
PN - PORT_DYN, specified in ISO 17419) enabling a harmonized service access point towards the ITS-S
facilities layer that uses only ITS-PNs but no ITS-AIDs.

Valid transmission requests to a groupcast MAC address are given-by a "well-known" glestination
ess (ITS-PN or ITS-AID) in combination with an existing groupcast VCI. The value of |the source
ess (ITS-PN), if used, is irrelevant with respect of validity of\a transmission request|in case no
reply is expected. Replies to groupcast messages are expected €.g. in case of the service advertisement
megsage specified in ISO 24102-5[Z].

Valid transmission requests to a unicast MAC address, axe' given by any valid destination|address in
conjbination with an existing unicast VCI. The value ofthe source address, if present, is irrelevant with
respect of validity of a transmission request in casefio reply is expected.

Trapsmission requests are presented by the FNTP'to the ITS-S access layer using services of fhe IN-SAP.

In implementations in accordance with 1S0)24102-6, validity of a transmission request is|given by a
valid ITS-S-FlowID.

6.312 Reception
Reception notifications are présented by the ITS-S access layer to the FNTP using services of fhe IN-SAP.

Sources and destinationsef messages are identified by ITS-PNs contained in the FNTP NPDU. ITS-AIDs
usefl as destination addrgsSs in FNTP NPDUs (TPID-FS = 0) are mapped to dynamically assignjed ITS-PNs
enapling a harmoniZed'service access point NF-SAP towards the ITS-S facilities layer.

Valid notified packets addressed to an ITS-PN are given by a known destination port address (ITS-PN).
Valid notifiedpackets addressed to an ITS-AID are given by a known ITS-AID that is mapped to an ITS-
PN.|Which:€l'was used for reception of the packet, and which is the source port address of the packet,
arenorelevant for the validity of the packet, but are relevant for a potential reply.

valid.

Notifications of received packets are presented by the FNTP to the ITS-S facilities layer using services
of the NF-SAP.

6.3.3 FNTPITS-PNs

ITS port numbers (ITS PNs) are two octet unsigned Integer numbers of ASN.1 type PortNumber
specified in ISO 17419. ISO 17419 distinguishes well-known registered ITS-PNs (PORT_REG) and
dynamically assigned ITS-PNs (PORT_DYN), and presents initial number allocations for PORT_REGs.

NOTE Static well-known ITS-PN numbers and ITS-AIDs are assigned to ITS applications by a registration
authority; see ISO 17419. There are no dynamically assigned ITS-AIDs.

© IS0 2018 - All rights reserved 5
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Dynamically assigned ITS-PNs (PORT_DYN) are unique only in the ITS-SCU that performed the
assignment. In distributed implementations specified in ISO 21217, i.e. ITS-SUs consisting of several ITS-
SCUs interconnected via an ITS station-internal network, always a pair of ITS-PNs are to be allocated,
i.e. one value assigned in an ITS-SCU with host role, and a corresponding value assigned in an ITS-SCU
with router role. This leads to the service look-up table specified in 7.4.2.

Allocation and deletion of dynamic and static well-known "ITS Port Numbers" (ITS-PNs) and ITS-AIDs
in an ITS station is specified 8.1.

6.4 Implementation architectures

FNTP supports the implementation architectures introduced in ISO 21217.

7 Protqgcol elements

7.1 SerVice access points
NOTE §APs are functional descriptions which in many cases are not implemented as observable interfdces.
Thus in gengral SAPs are not testable. The requirements set up in this document with respect of SAPs thus|just
mean the finctional behaviour rather than a specific implementation. As far astrelated ASN.1 definitiond are

given, thesqd become mandatory as soon as the defined elements become observable, e.g. within a PDU for] ITS
station-intefnal management communications specified in 1SO 24102-4[Z].

7.1.1 IN{SAP

The FNTP |nteracts with the ITS-S access layer specified in\lSO 21217 using service functionality offthe
IN-SAP spdcified in ISO 21218.

The FNTP $upports the IN-UNITDATA service functiopality of the IN-SAP specified in ISO 21218.

The FNTP jmay support the IN-UNITDATA-STATUS and IN-UNITDATAACK service functionality of|the
IN-SAP spdcified in ISO 21218.

NOTE Usage of the information given hy the IN-UNITDATA-STATUS service is not specified in this docunjent.

7.1.2 NFSAP

The FNTP fnteracts with the ITS-S facilities layer specified in ISO 21217 offering service functiondlity
of the NF-SAP specified in GlauSe 11 and in A.2.

The FNTH provides the”NF-FNTP-PORT service functionality and the NF-FNTP-COMM seryice
functionality of the NE-SAP specified in this document.

7.1.3 MN-SAP

The FNTP swithrthre
of the MN-SAP specified in ISO 241
ASN.1 type definitions.

a1rd e et VSPec€ wiowyy O OSTESeTrv g llty
02-3. This functionality is specified in A.3 by means of appropriate

7.1.4 SN-SAP

The FNTP may interact with the ITS-S management entity specified in ISO 21217 using service
functionality of the SN-SAP specified in ISO 24102-3. This functionality is specified in A.3 by means of
appropriate ASN.1 type definitions.
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FNTP NPDU

1 General

The format of FNTP NPDUs is identical to the format of LM NPDUs specified in ISO TS 16460:2016, 5.3.

7.2.

2 Subtype zero

Support of subtype zero specified in ISO TS 16460 (Null-Networking) is mandatory. This is the default
networking mode.

7.2

3 Subtype one

Support of subtype one specified in ISO TS 16460 is mandatory only in case an implementatia

an
stat
pro

The
ISO

Thd
of L

TS station-internal network interconnecting several ITS-SCUs. Subtype one is only u
ion-internal forwarding of FNTP NPDUs. Usage of this subtype in links/between peer
hibited.

field "ITS-SCU-ID ITS-S host" contains the ITS-SCU-ID of the ITS-S host. ITS-SCU-ID is 1
24102-4, with its ASN.1 type ITS-sculd specified in ISO 17419.

field "Link-ID VCI in ITS-S router" contains the Link-ID of tlie VCI in these ITS-S router.
ink-1D is specified in ISO 21218.

Usajge of subtype one in the "Original N-Header" field is prohibited.

7.2

res
to b

4  Subtype two

Su[iport of subtype two specified in ISO TS 16460 is optional. Subtype two may be used
I

ience or minimum communication distance specified in ISO 17423[1l. Subtype two ig
roadcast or multicast dissemination ofiinformation disregard whether a reply is expec

Subtype two may be requested either itithe NF-FNTP-COMM.request service primitive by

aH
req

7.2

pp Count larger than zero, or by the ITS station management. The ITS station manag
1ire an upper limit of Hop Count smaller than or equal to the possible maximum value of

5 N-Extensions

Table 1 presents currently/identified N-Extensions.

Table 1 — N-Extensions

n supports
ed for ITS
ITS-SUs is

pecified in

[he format

to achieve
restricted
ted or not.
indicating
bment may
three.

Name Element ID Comment

Transmit Power Used 4 Applicable for the access technology specified in I

Details specified in IEEE 1609.3[17].

021215(3l.

807

.1 Channel Number used 15 Applicable for the access technology specified in I

021215(3l.

Details specified in [EEE 1609.311Z].

802.11 Data Rate used 16 Applicable for the access technology specified in SO 21215[3].

Details specified in IEEE 1609.3[17].

a

CIPs are constructed from [-Parameters specified in [SO 21218 and may depend on the ITS-S access technology selected
for communications. Further details of CIPs are outside the scope of this document.
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Table 1 (continued)

Name Element ID Comment

parameters (RX-CIP) Used for Subtype one to notify communication interf:

parameters in the ITS-SCU with router role related to
received FNTP NPDU.

Communication Interface receive 80 Generally applicable. Specified in ISO 21218 and in this document.a

ace
the

parameters (TX-CIP)

interface parameters in the ITS-SCU with router role.

Communication Interface transmit 81 Generally applicable. Specified in ISO 21218 and in this document.a

Used for Subtype one to request settings of communication

Channel Bysy Ratio 82 Generally applicable, e.g. for channel congestion algorith

Usage is not specified in this document.

ns.

a  CIPsargconstructed from I-Parameters specified in ISO 21218 and may depend on the ITS-S access technelogy sele
for communj|cations. Further details of CIPs are outside the scope of this document.

ted

7.2.6 THID-FS field

Details of the FNTP T-Header are selected by the value contained in the TPID-FS field of the FI
N-Header.

7.2.7 THID-FS zero - information dissemination mode

Support of [TPID-FS zero is mandatory for ITS-SUs that are declared to be interoperable with IEEE W,
devices. This "Information Dissemination Mode" is a transport mode of operation for transmissio
FNTP NPDUs to multiple receivers (broadcast mode or;multicast mode) if no reply is expected, ar
the ITS-SF$ identified by an ITS-AID uses only a single' transport layer port.

NOTE ITS-SUs that are not declared to be interoperable with IEEE WAVE devices can use TPID-FS ong
disseminatipn of information (broadcasting of information).

7.2.8 TPID-FS one - general sessionimode

NTP

\VE
h of
d if

for

Support of| TPID-FS one is mandatory. This "General Session Mode" is the default transport modg of

operation flor transmission of FNTP'NPDUs to a single receiver (unicast mode) and to multiple receiy
if a reply i expected. It is alsaused for transmission of FNTP NPDUs to multiple receivers if no rep
expected, and the related ITS-SFS has several receive ports.

7.2.9 TRID-FS two +LPP support mode

Support of [TPID-FS*two is optional.

rers
y is

7.2.10 T-Extensions

Table 2 presents currently identified T-Extensions.
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Table 2 — T-Extensions

Name Element ID Comment

Packet Identifier 83 The "Packet Identifier" element is optionally included in the LM T-Header to
identify uniquely a specific packet in a sequence of packets from a specific

transmitter.

A related procedure is not specified so far.

NOTE

Support for resilience by FNTP (acknowledgement of messages) is being developed for a next version of

this document. This support for resilience will likely require FNTP management PDUs with source / destination

ITSIEMMMM&MMWMMMMW service for

ackmowledged MAC frames.

7.2

Thd
the

the[T-Header.

7.3

11 FNTP body

FNTP body field contains the "User Data" part of an ITS-FPDU specified in $80-21217. TH
"User Data" field expressed in multiples of octets is contained in the "Leghgth of User D4

Secure communications

e length of
ta" field of

FNTP NPDUs basically are not secured, as security means typically are assumed to be applied at the

higher layers, e.g. ITS-S facilities layer or ITS-S applications.

Sechired modes of operation may be identified in the future-with either new subtypes or new

7.4

7.4

In d
zer

(PORT_REG), the FNTP maintains respective look-up information. Assignments shall be don

ITS

7.4
The

Protocol management elements

1 ITS-AID look-up table

rder to map well-known ITS-AID numbers used as destination address in T-Headers
to dynamically assigned ITS-PNs{(PORT_DYN), or if available to well-known register

SCUs with host role.

2 Service look-up table

 TPID-FSs.

of TPID-FS
bd ITS-PNs
e locally in

FNTP maintains l6ek-up information as illustrated in Figure 2.
ITS-S router ITS-S host
Service
Link Port
PortNumber Service Port

ITS-SCU-ID Service Priority

FortNumbper

Figure 2 — Service look-up table

"Link Port" contains the ITS port number (ITS-PN) used in the FNTP T-Header in the link to a peer
station, pointing indirectly to the ITS-SFS in the ITS-S host. "Service Port" contains the ITS-PN which
points directly to the ITS-SFS in the ITS-S host. In case of dynamically assigned ITS-PNs, the allocation

©IS
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of the Service Port ITS-PN is done in the ITS-SCU with host role, and the allocation of the Link Port ITS-
PN is done in the ITS-SCU with router role that connects to the peer ITS-SCU.

NOTE The value in "Service Port" thus is not necessarily disclosed to the peer entity. In case ITS-S host and
ITS-S router functionality is implemented in the same ITS-SCU, "Link Port" and "Service Port" can have the same
value, and the look-up information becomes obsolete.

"ITS-SCU-ID" identifies the ITS-SCU of the ITS-S host where the ITS-SFS resides. "Service Priority"
contains the maximum allowed user priority of the service.

This look-up information is part of the information contained in forwarding tables specified in 7.4.3.

7.4.3 Forwarding table

The FNTP maintains information as illustrated in Figure 3 needed to perform the protocol proceduyres
specified i this document.

REMOTE LOCAL
Information how to reach a remote port .
ITS FlowlPp (either in peer ITS-S or peer ITS-SCU) ITS-S router ITS-S-host Timeout
Link Port . Link Port y .
PortNumber Link-ID CI Status PortNumber Service User Priority

Service Port

PoriNiriBer ITS-SCU-ID Service Priority

Figure 3 — Forwarding table

"ITS-S-FloywID" specified in ISO 24102-6 is a reference number for the settings given in the subsequent
columns. If path and flow management specified in ISO 24102-6 is not supported, then the numb4r in
"ITS-S-FlowID" is just a unique’sequential reference number without a specified usage.

The elements below "REMOTE" allow accessing an ITS-SFS in a peer ITS station or in a peer ITS-SC| of
the same ITS-S.

— "Link Fort" carriés the port numbers as used in the communication link. A "Link Port" is unique ¢nly
in compination with the corresponding "Link-ID".

Hy via

the communication link.
— "CI Status" carries the CI status specified in ISO 21218.
The elements below "LOCAL" allow accessing an ITS-SFS in the local entity.

— "Link Port" carries the port number as used in the link identifying the local ITS-SFS to be used for a
potential reply by the peer station. A "Link Port" is unique only at the local ITS-SCU containing the
ITS-S router functionality.

NOTE The two elements "Link Port" thus are the ITS-PNs contained in the Source Address and Destination

Address fields of the T-Header for TPID-FS one and two as used in the link between peer entities (ITS-Ss or ITS-
SCUs). For TPID-FS zero the Destination Address ITS-AID is mapped to a dynamically assigned ITS-PN, see 7.4.1.
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— "Service" is as specified in 7.3.

— "Priority" carries the user priority as specified in ISO 21218 to be used for communications. The
value of "Priority" for an unknown priority is zero. The maximum value of "Priority" is given in
"Service Priority" of the service look-up table.

The elements in column "Timeout" contain time information on the validity of this entry. The value of
"Timeout" is given by implementation.

8 General protocol procedures

8.1] Port management
A "Rort management" illustrated in Figure 1 is in charge of
— |uniquely assigning dynamic port numbers (PORT_DYN) to local ports;

— |uniquely assigning dynamic port numbers (PORT_DYN) to locally known ITS-AIDs (ITStAIDs used
as destination address in FNTP NPDUs for TPID-FS zero);

— |deleting previously assigned PORT_DYNs that are are no longerneeded;
— |[mapping local ports to remote ports, see 7.4.

Further details on port management are specified in 8.2, 814, and 8.5.

8.2 Maintenance of entries in forwarding tables

The procedures to set, update, or delete ancentry in an FNTP forwarding table depgnd on the
impglementation and on the role of the ITS-SCU:

Maintenance of a forwarding table may be performed partly

— |by the FNTP itself, or

— | by the ITS station management, either

— locally (same ITS-SCU) or

— locally and remotely (different ITS-SCUs in the same ITS-SU).

Remote maintendnc¢e of FNTP forwarding tables (between ITS-SCUs of the same ITS-SJ) may be
performed with{TS station-internal management communications, e.g. as specified in 1SO|24102-4, if
applicable.

8.3| Netification of changes in forwarding tables

Creation of an entry in a forwarding table by the FNTP shall be notified to the ITS-S management.
An appropriate service primitive is MN-REQUEST {FWTnotify(SetNotFNTP)} specified in A.3,
1SO 24102-1[5], and ISO 24102-3.

Update of an entry in a forwarding table by the FNTP shall be notified to the ITS-S management. AN
appropriate service primitive is MN-REQUEST {FWTnotify(UpdateNotFNTP)} specified in A.3,
ISO 24102-1[5], and ISO 24102-3.

Deletion of an entry in a forwarding table by the FNTP shall be notified to the ITS-S management. AN
appropriate service primitive is MN-REQUEST {FW Tnotify(DeleteNot FNTP)} of the MN-SAP specified
in A.3, 1SO 24102-1[5], and ISO 24102-3.

© ISO 2018 - All rights reserved 11
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8.4 Initial settings of forwarding tables in ITS-S hosts

84.1 All

ocation and deletion of a port

Upon registration of a port by means of the NF-FNTP-PORT service specified in 11.3, entries in the
forwarding tables of the FNTP as presented in Figure 4 are created by the port management.

REMOTE LOCAL
ITS-S ITS-S Host Servi Timeout
Link Port Link-ID Clstatus |'ToSrouter|  ITS-SHost Sevice Priority
LITTIN T UTU \I UL TToro U UL, T IIUIILy}

PORT_UNK don't know PORT_UNK (of ITS-SFS) of ITS-SFS never (0
Figure 4 — Forwarding table host - allocation of a port number by means of NF:FNTP-PORT
Upon deregistration of the port by means of the NF-FNTP-PORT service, all entries in the forwarding

table related to this service are deleted.
8.4.2 Aspignment of communication interfaces
The ITS station management creates entries in forwarding tables to indicate the status of communication
interfaces.[An appropriate service primitive is MN-COMMAND {EWTcommand(SetFNTP)} specified in
Annex A, if 1SO 24102-1[3], and in ISO 24102-3.
REMOTE LOCAL
ITS-S rout ITS-S Host Servi e
: . -S router -S Host Service .
Link Port Link-1D Cl Status Link Port (Port, ITS-SCU-ID, Priority) Priority
PORT_UNK | of CI/VCI | given status | PORT.-UNK don't know never (0
Figure 5 — Forwarding table host

8.5 Initial settings of forwarding tables in ITS-S routers
The ITS station management creates, updates, and deletes entries in forwarding tables to indicate|the
status of communication interfaces. Appropriate service primitives are
— MN-COMMAND.{FWTcommand(SetFNTP)},
—  MN-COMMAND {FWTcommand(UpdateFNTP)},

MN-COMMAND {FWTcommand(DeleteFNTP)}

specified in A.3, ISO 24102-1[3], and ISO 24102-3.

The result

12

of an initial creation of an entry is illustrated in Figure 6.
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REMOTE LOCAL
ITS-S rout ITS-S Host Servi Timeout
. . -S router -S Host Service .
Link Port Link-1D Cl Status Link Port (Port, ITS-SCU-ID, Priority) Priority
PORT_UNK [ of CI/VCI | given status | PORT_UNK don't know never (0)
Figure 6 — Forwarding table router
8.6/ CIP management

8.6{1 Purpose of CIPs and basic procedures

"Communication Interface Parameters" (CIPs) are defined for transmit parameters (TX-CIPs) and
rec¢ive parameters (RX-CIPs). RX-CIPs and TX-CIPs may be contained in N-Exténsions of FNTP-NPDUs,

see|Table 1.

TX-CIPs are used to request setting of transmit (TX) parameters,of the VCI that connectp to a peer

ITS
be

SU prior to transmission of a packet, when CI or VCI parameters specified in ISO 212[18 need to
hanged on a packet-by-packet basis. TX-CIPs are reported%o the VCI selected for trangmission in

parpmeter "access_parameters” of the selected IN-SAP service primitive (IN-UNITDATA.redquest or IN-
UNITDATAACK.request) specified in [SO 21218.

In grder to forward TX-CIPs to a peer ITS-SU, these ase included as TX-CIP N-Extensions i the FNTP

N-Header.

In receive mode notification of RX-CIPs related;to receive (RX) parameter settings of the (I receiving

FNTP NPDUs from peer ITS-SUs, if supported;are presented in parameter "access_parame

IN-UNITDATA.indication service primitivesspecified in [SO 21218.

NOTE

When setting of TX-CIPs or evaluation of RX-CIPs and TX-CIPs has to be done in ITS-S

Itis expected that CIP managefient is only done in ITS-S routers.

foryvarding of CIP information-between ITS-S hosts and ITS-S routers is required.

ers" of the

hosts, then

TX-LCIPs contained in an ENTFP NPDU of subtype two, see 7.2.4, shall be removed after every|single hop.
New TX-CIPs may be added for a subsequent hop.

8.6)2 Forwarding of TX-CIPs from ITS-S host to ITS-S router

Thip procedure applies when an ITS-SCU with host role (source of an FNTP NPDU) wants se

ting of TX-

CIP§ in thedTS-SCU with router role that is selected for sending the FNTP NPDU to a peer IT$-SU.

The

1ITC CIT oo &

FNTP at the ITS-SCU with host role shall present TX-CIPs in the N-Extensions field of the FNTP

Lo TV CIDo 4

N-I

4 I ~Z AL £, s £
cdulr, ostU'1 Asux C /. VvVIiICIT IULI vvdl uuls Ul LIIT

£l Lad 1o
I'A"GUIT S5 LU UIIT PCCI I'T9 U 15 LU UL UUILIC, UIT

TX-CIPs to

be forwarded shall be presented similarly in the Original N-Header, i.e. the N-Header of the FNTP-NPDU
to be transmitted by the ITS-SCU with router role to the peer ITS-SU.

N-Header
4 bits 1 bit 3 bits 1 octet 2 octets 16 octets 1 octet Variable variable
Subtype | N-Extensions Version | Direction ITS-SCU-ID Link-1D VCI in S N-Extensions | Original N-
=1 flag =1 ITS-S host ITS-S router (TX-CIPs) Header
Figure 7 — Forwarding of TX-CIPs from ITS-S host to ITS-S router
© ISO 2018 - All rights reserved 13
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The receiving ITS-SCU with router role in the same ITS station shall inspect the FNTP N-Header for TX-
CIPs, and shall request transmission of the FNTP-NPDU to the peer ITS-SU applying TX-CIPs; see 9.4.2.

8.6.3 Forwarding of CIPs from ITS-S router to ITS-S host

Upon reception of an FNTP NPDU from a CI, the FNTP inspects parameter "access_parameters" of the
IN-UNITDATA.indication service primitive for RX-CIPs, and makes these parameters available to the
proper destination in the ITS-SCU with router role. Definition of such a destination is outside the scope
of this document.

In case RX-

add these

At the ITS-
and shall 1
service pri

Usage of th

9 Trans

9.1 Gen
The FNTP

9.4, and 9.9.

X parameters as RX-CIP N-Extensions in the FNTP N-Header, sée Figure 7.

SCU with host role, the FNTP removes the RX-CIP and TX-CIP N-Extensions from(the NH
hake these CIPs available to the ITS-PN of the packet using the NF-FNTP-COMM:.indica
mitive.

is CIP information is outside the scope of this document.

smitting packets procedures

eral

'TX procedure" for transmitting packets is illustratediin Figure 8 and specified in 9.2,

hall

DU,
Fion

9.3,

14
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NF-FNTP-
Subtype %_» COMM
support?ed 0,2) ']L confim
’ (failure)
yes
yes yes yes
TPID-FS zero TX TPID-FS one TX TPID-FS two TX
procedure procedure procedure
T-Extensions
TX procedures
1
Subtype = 0?
yes yes
Subtype zero, TX Subtype two TX
procedure procedure
! »OE |
N-Extensions
TX procedures
Station-
internal
forwarding?
Subtype one
forwarding from
host to router TX no
procedure
.~ FNTP NPDU\_NO
size ok?
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End

Figure 8 — FNTP TX procedure
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9.2 NF-SAP transmission request

Upon a transmission request received via the NF-SAP by means of the service primitive NF-FNTP-
COMM.request specified in 11.4.1, the FNTP may first check whether the forwarding table contains an
entry in support of the transmission request.

— If no such entry exists, the transmission request may be discarded. If the transmission request is
discarded, the FNTP shall notify failure of transmission by means of the service primitive NF-FNTP-
COMM.confirm.

A valid entry in a forwarding table in support of a transmission request is given by a valid ITS-S-
FlowlID, or|by:

— REMOTE ITS-S entries:
id Link Port,
— CI|Status allowing for transmission of a packet specified in ISO 21218, if know .
— LOCAL ITS-S entries:
id Link Port identifying the local ITS-PN for potential replies by.the"peer station.

id Service Port and valid ITS-SCU-ID identifying together uiquely an ITS-PN in the local|ITS

NOTE inkID and CI Status in REMOTE ITS-S can be checked. However FNTP trusts the decision of the ITS-S
facilities layjer or the ITS station management on which VCI to be used*for transmission.

Without tHe need to discard the transmission request, the' FNTP shall check whether the requegted
TPID-FS mpde and the requested Subtype mode are supported.

— If the tequested TPID-FS mode or the requested Subtype mode is not supported, the transmis$ion
requedt cannot be processed, and the FNTP_shall notify failure of transmission by means of|the
servicg¢ primitive NF-FNTP-COMM.confirm.

— Otherwise, the FNTP shall

4) identify the appropriate TPID-FS mode and perform the related procedures to generate|the
FNTP NPDU except of the part depending on the applicable Subtype as specified in 9.3.1, 943.2,
9.3.3;

5) perform the "T-Extensions TX procedures” specified in 9.3.4, if applicable;

6) idéntify the sappropriate Subtype mode and perform the related procedures to findlize
geperation‘ofithe FNTP NPDU as specified in 9.4.1 and 9.4.3, except the support for a potentially
necessaryITS station-internal forwarding;

7) perform the "N-Extensions TX procedures” specified in 9.4.4, if applicable;

8) if applicable, extend the FNTP NPDU for ITS station-internal forwarding to the appropriate
ITS-SCU with router role that is selected to send the message to the intended peer ITS-SU as
specified in 9.4.2.2;

9) check the size of the resulting FNTP NPDU whether it fits to the capabilities of the CI to be used
for transmission:

— Ifthe size exceeds the size constraint of the CI, the FNTP NPDU cannot be transmitted, and
failure of transmission shall be notified by means of the service primitive NF-FNTP-COMM.
confirm specified in 11.4.2;

— otherwise the FNTP NPDU shall perform the "Send request procedure" specified in 9.5.
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9.3 Transportrelated TX procedures

9.3.1 TPID-FS zero TX procedure
Applicability of the TPID-FS zero procedure is specified in 7.2.7.
The FNTP shall

— create the FNTP body with "User Data" equal to "data" given in the NF-FNTP-COMM.request service
primitive;

— |create the FNTP T-Header with

— "Destination Address" equal to the ITS-AID corresponding to "remotePort" ofthe IT§-SFS in the
peer ITS-SU that shall receive the message,

"Length of User Data" indicating the number of octets of the User Data din,the FNTP hody.

9.3{2 TPID-FS one TX procedure
Applicability of the TPID-FS one procedure is specified in 7.2.8.
Theg FNTP shall

— |create the FNTP body with "User Data" equal to "data" given in the NF-FNTP-COMM.reqyest service
primitive;

— |create the FNTP T-Header with

— "Destination Address" equal to "remotePort” of the ITS-SFS in the peer ITS-SU that shall receive
the message,

— "Source Address" equal to "servicePort",

— "Length of User Data" indicating the number of octets of the User Data in the FNTP Qody.

9.3]3 TPID-FS two TX procéedure
Thg FNTP shall

— |create the FNTP body with "User Data" equal to "data" given in the NF-FNTP-COMM.reqyest service
primitive;

— |create thesENTP T-Header with

"Destination Address" equal to "remotePort" of the ITS-SFS in the peer ITS-SU that shall receive
the message,

——SourceAddresstequattoservicePort;
— "Length of User Data" indicating the number of octets of the User Data in the FNTP body,

— "LPP Header" extracted from "tpidTypelnfo".
9.3.4 T-Extensions TX procedures

9.3.4.1 General
When T-Extensions don't need to be added to the FNTP T-Header the FNTP shall

— set the T-Extensions flag to '0'b;
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Otherwise

install

the FNTP shall

set the T-Extensions flag to '1'b;
extract the T-Extensions from "tpidTypelnfo" in NF-FNTP-COMM.request;

perform related local procedures, if applicable;

the T-Extensions in the FNTP T-Header;

9.3.4.2 Specific T-Extension TX procedure

q

NOTE

o far no T-Extension procedure is specified.

9.4 Networkrelated TX procedures

9.4.1 Suptype zero TX procedure

Applicabilify of the subtype zero procedure is specified in 7.2.2.

The FNTP shall

— complé¢ment the given FNTP T-Header and FNTP Body with the FNPP N-Header with "Subtype'| set
to zerq, "Version" set to three, TPID-FS set to the applicable value:

9.4.2 Suptype one TX procedure

9.4.2.1 Applicability and general requirements

The subtype one TX procedures allow forwarding of ENTP NPDUs from an ITS-SCU with host role tp an

ITS-SCU with router role, and vice versa; see alsov42.3.

The FNTP $hall compare the ITS-SCU-ID in the'service look-up table, which is the local ITS-SCU-ID, with

the ITS-SCU-ID contained in the Link-ID presénted in the NF-FNTP-COMM.request.

— Ifthe two ITS-SCU-IDs are differefit;ITS station-internal forwarding is needed and the subtypelone
TX prdgcedure specified in 9.4.2:2-shall be executed;

— otherwise no subtype one-procedure is applicable.

The cyclic [packet counter-shall be incremented by one for every next station-internal forwarding. It

shall wrap|from its ma%imum possible value to zero. The counter value, together with the addresses

"ITS-SCU-IP host" andEINK-ID VCI" may be used to identify duplicate reception of a forwarded padket.

Further details onthe usage of the cyclic packet counter are outside the scope of this document.

9.4.2.2 Subtype one forwarding from host to router TX procedure

The FNTP shall

extend the given "FNTP NPDU" N-Header (original N-Header) by the subtype one N-Header with

"Subtype" set to one, "Version" set to three, indicating forwarding from ITS-S host to ITS-S router
with "ITS-SCU-ID ITS-S host" indicating the private ITS-SCU-ID of the ITS-S host, "Link-ID of VCI
in ITS-S router” indicating the Link-ID of the VCI in the ITS-S router used for transmission of the
packet, the cyclic packet counter in "Counter" set to the next valid value, and "N-Extensions" set as
required;

— perform the N-Extensions TX procedure for subtype one specified in 9.4.4, if applicable.

18
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3 Subtype two TX procedure

3.1 Applicability

Applicability of the subtype one procedure is specified in 7.2.4.

9.4,
The

3.2 Initial transmission

FNTP shall

J— r‘nmp]nmnnf the givnn ENTP T.Header and ENTP. Rnr‘y with the ENTP NoHeader with 'S Ibtype" set

Apq
FN’]

9.4
The

9.4

9.4

Wh
flag

Othlerwise the FNTP shall

9.4
Thi

to two, "Version" set to three, "Message ID" set to a random number calculated by FNTR*
set to the applicable value, "TPID-FS" set to the applicable value.

licable values of "Hop Count" and "TPID-FS" are as requested in the NF-SAP service pr
[P-COMM.request specified in 11.4.1.

3.3 N-hop Forwarding
FNTP shall
decrement "Hop Count” by one;

if the hop count value is larger than zero, perform the "send request” procedure specifi

4  N-Extensions TX procedures

4.1 General

en N-Extensions don't need to be added.to the FNTP N-Header, the FNTP shall set the "N-
"to '0'b.

set the "N-Extensions flag*\to '1'b;
extract the N-Extensions from "subTypelnfo" in NF-FNTP-COMM.request;
install the given-N<Extensions in the "N-Extensions" field;

perform reldted local N-Extension procedures, if applicable.

4.2 N:Extension "Transmit Power Used" TX procedure

b parameter of ASN.1 type TXpower80211 is specified in IEEE 1609.3[17] for the \

order to request retransmission of the FNTP-NPDU tothe same VCI as used for reception.

Hop Count”

mitive NF-

bd in 9.5 in

Extensions

VSMP. The

cor

Fesnonding medium-spnecific I-Parameter specified in ISQ 21218 is TXnower TXnow
r (=] r r r r

r may be

presented in "txCIP" in NF-FNTP-COMM.request.

No procedure for this N-Extension is specified. However the FNTP presents

txCip in "access parameters"” of the IN-UNITDATA.request service primitive.

9.4.4.3 N-Extension "Channel Number" TX procedure

This parameter of ASN.1 type ChannelNumber80211 is specified in IEEE 1609.3[17] for the WSMP.
The corresponding medium-specific [-Parameter specified in ISO 21218 is PhysicalChannellds.
PhysicalChannellds may be presented in "txCIP" in NF-FNTP-COMM.request.

©IS
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No procedure for this N-Extension is specified. However the FNTP presents

— txCip in "access parameters"” of the IN-UNITDATA.request service primitive.

9.4.4.4 N-Extension "Data Rate" TX procedure

This parameter of ASN.1 type DataRate80211 is specified in IEEE 1609.3[17] for the WSMP. The
corresponding medium-specific I-Parameter specified in ISO 21218 is DataRate. DataRate may be
presented in "txCIP" in NF-FNTP-COMM.request.

No procedure for this N-Extension is specified. However the FNTP presents

— txCip ip "access parameters" of the IN-UNITDATA.request service primitive.

9.4.4.5 N-Extension "Channel Load" TX procedure

NOTE This N-Extension is not yet defined and no procedure is identified.

9.4.4.6 N-Extension "RX-CIP" TX procedure

This N-Extension is applicable only for subtype one, i.e. in case of ITS station-internal forwarding ffom
an ITS-SCY with router role to an ITS-SCU with host role.

The FNTP $hall

— create|an RX-CIP N-Extension in the subtype one N-Headerthat contains the RX-CIPs reportef in
"acces$ parameters” of the IN-UNITDATA.indication serviee primitive.

Details on jhow to enable RX-CIP management and forwarding between host and router ITS-SCUs|are
outside thd scope of this document.

9.4.4.7 N-Extension "TX-CIP" TX procedure

No procedure is specified.

9.4.4.8 N-Extension "Channel busyratio” TX procedure

NOTE o procedure is specified so'far for this N-Extension.

9.5 Send request procedure

If MAC resilience is requested, the FNTP shall

— forwaid the “ENTP NPDU" to the proper VCI by means of the IN-UNITDATAACK.request seryice
primitjve specified in ISO 21218, with "source_address" indicating the Cl to be used for transmis$ion
stination_address" containing "Link-ID" of VCI to be used for transmission, "data" equdl to

n_n

NOTE Resilience is specified in ISO 17423[1]. MAC resilience means that the MAC layer acknowledges
received packets.

Otherwise, the FNTP shall

— forward the "FNTP NPDU" to the proper VCI by means of the IN-UNITDATA.request service primitive
specified in ISO 21218, with "source_address" indicating the CI to be used for transmission and
"destination_address" containing "Link-ID" of VCI to be used for transmission, "data" equal to the

non

"FNTP NPDU", "priority" as given by "Priority" in the forwarding table.

20 © ISO 2018 - All rights reserved


https://standardsiso.com/api/?name=96f045f5264b97387f9db852a5fa298a

IS0 29281-1:2018(E)

The FNTP may

— notify success of transmission by means of the service primitive NF-FNTP-COMM.confirm specified
in11.4.2.

9.6 Subtype one forwarding from router to host TX procedure
The FNTP shall

— extend the given FNTP NPDU by the subtype one N-Header with "Subtype" set to one, "Version"
set to three, indicating forwarding from ITS-S router to ITS-S host with "ITS-SCU-ID ITS-S host"
indicating the private ITS-SCU-ID of the ITS-S host, "Link-ID of VCI in ITS-S router" indicating the
Link-ID of the VCI in the ITS-S router used for reception of the packet, the cyclic packet| counter in
"Counter” set to the next valid value, and "N-Extensions" set as required;

— |perform the "send request” procedure specified in 9.5 in order to send the exténded FNTP NPDU to
the ITS-SCU with host role for final processing.

10|Receiving packets procedures

10.1 General

Thg FNTP "RX procedure” for receiving packets is illustratedin Figure 9 and specified in|10.2, 10.3,
and 10.4.
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RX procedure

IN-
UNITDATA.
indication

yes Version no
* supported?
Subtype no ‘};
supported? 7y
Subtype one RX
forwarded delivery
procedure
| Y
)
Subtype one
ITS-SCU Yes | forwarding from
router AND
Subtype = 12 router to host TX
' procedure
E 53
)
Subtype?
Subtype two RX 52 Subtype zero RX
procedure procedure
TPID 4 Q.4
supported? =
End
yes yes yes

procedure

FPID-FStwoRX
procedure
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Figure 9 — FNTP RX procedure
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10.2 Checking of FNTP N-Header

Upon reception of a data packet via the IN-SAP (IN-UNITDATA.indication) specified in ISO 21218, the
FNTP shall first check the FNTP N-Header.

1y

2)

If the FNTP N-Header indicates a version of FNTP that is not supported, the FNTP cannot process

the received packet.

If the FNTP N-Header indicates a subtype that is not supported, the FNTP cannot process the

received packet.

AL AL

3)

4)

5)

6)

7)
10.

10.
The

10.

10.
Thd

from an ITS-SCU with router role, and vice versa; see also 7.2.3.

Thd

the FNTP shall perform the "subtype one RX forwarded delivery procedure” specified
and in 10.3.2.2.

If the FNTP N-Header indicates subtype one and the packet is received at an ITS-SCU ¥
role, the FNTP shall perform the "subtype one RX forwarded transmit procedure” s
10.3.2.1 and in 10.3.2.3.

If the FNTP N-Header indicates subtype zero, the FNTP shall pesform the "subtyq
procedure” specified in 10.3.1.

1 host role,
in 10.3.2.1

vith router
pecified in

e zero RX

If the FNTP N-Header indicates subtype two, the FNTP,shall perform the "subtype two RX

procedure"” specified in 10.3.3.

The FNTP shall perform the "TPID-FS checking" procedure specified in 10.3.5.
3 Network related RX procedures

8.1 Subtype zero RX procedure
FNTP shall

perform procedures related to subtype zero N-Extensions specified in 10.3.4, if applicab

8.2 Subtype one RX procedure
8.2.1 Applicability and general requirements

subtype one RXprocedure allows reception of FNTP NPDUs at an ITS-SCU with host role

FNTP shall:
check,"ITS-SCU-ID".

If thé-value does not indicate the own ITS-SCU, the FNTP NPDU is addressed to another IT]

le.

forwarded

S-SCU, and

the

FNTP NPDU cannot be processed. Otherwise the FNTP shall

check "Counter" in the T-Header.

If the same value previously was received, the given FNTP NPDU results from a repeated transmission
and shall be discarded. Otherwise the FNTP shall

perform procedures related to subtype one N-Extensions, if applicable;

check "Direction” in the T-Header.

If the value is 255 (and the ITS-SCU has host role), the FNTP shall

perform the "subtype one RX forwarded delivery procedure" specified in 10.3.2.2.

© ISO 2018 - All rights reserved
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If the value is 0 (and the ITS-SCU has router role), the FNTP shall

— perform the "subtype one forwarding from host to router TX procedure"” specified in 10.3.2.3.

If the value is different to 0 or 255 and the role-match is not given, the FNTP NPDU cannot be processed.

10.3.2.2 Subtype one RX forwarded delivery procedure

The FNTP shall

— note the "Link-ID VCI in ITS-S router" to update forwarding tables;

remov
for the
alread

10.3.2.3 §
The FNTP
— perfor

remov
— apply t
10.3.3 Su
The FNTP

perfor
The FNTP
— perfor

remov
10.3.4 N-

10.3.4.1 (

When knoy
as specifie

Unknown |

b the forwarding header and apply the "checking of FNTP N-Header procedure” specified i)
remaining FNTP NPDU except for Subtype two re-transmissions, as these retransmissiong

ubtype one RX forwarded transmit procedure

bhall

n the "N-Extensions TX procedures" for N-Extensions contained inthe Subtype one N-Hea
e the forwarding header;

he "send request procedure” specified in 9.5 for the remaining FNTP NPDU.

btype two RX procedure

n an ITS-SCU with router role that received the FNTP NPDU from a peer ITS-SU shall
n the retransmission (N-Hop forwarding) procedure specified in 9.4.3.3.

shall

n procedures related to subtypetiwo N-Extensions specified in 10.3.4, if applicable;

e TX-CIP N-Extensions if applieable.
Extensions RX procedures

feneral

lin 10.34%, 10.3.4.3,10.3.4.4,10.3.4.5,10.3.4.6, 10.3.4.7, and 10.3.4.8.

N-Extensions cannot be processed and are ignored.

y performed at the ITS-SCU with router role that received the FNTP NPDU from a,peetr ITSt

vn N-Extensiofis are contained in the received N-Header, these shall be processed accordingly

10.3.4.2

-eExtension Iransmit Fower Used KA procedure

This parameter of ASN.1 type TXpower80211 is specified in IEEE 1609.3[17] for the WSMP. The
corresponding medium-specific I-Parameter specified in ISO 21218 is TXpower. The FNTP may

— use this TXpower in the same way as an RX-CIP parameter.

10.3.4.3 N-Extension "Channel Number" RX procedure

This parameter of ASN.1 type ChannelNumber80211 is specified in IEEE 1609.3[17] for the WSMP.
The corresponding medium-specific I-Parameter specified in ISO 21218 is PhysicalChannellds. The

FNTP may

— use this PhysicalChannellds in the same way as an RX-CIP parameter.

24
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10.3.4.4 N-Extension "Data Rate" RX procedure

This parameter of ASN.1 type DataRate80211 is specified in IEEE 1609.3[1Z] for the WSMP. There is
no corresponding medium-specific [-Parameter specified in SO 21218.

No procedure applies.

10.3.4.5 N-Extension "Channel Load" RX procedure

This N-Extension is not yet fully specified.

No procedure applies.

10.8.4.6 N-Extension "RX-CIP" RX procedure

The CIP management procedure applies.

10.8.4.7 N-Extension "TX-CIP" RX procedure

The CIP management procedure applies.

10.3.4.8 N-Extension "Channel busy ratio"” RX procedure

NOTE No procedure is specified so far for this N-Extension,

10.83.5 TPID-FS checking

1) [If the FNTP T-Header indicates a TPID-FS that is not supported, the FNTP cannot grocess the
received packet.

2) |The FNTP shall perform the "ITS-SFS(check and forwarding table update" procedurg specified
in 10.3.6.

3) |If the FNTP T-Header indicatés)TPID-FS zero, the FNTP shall perform the "TPID-HS zero RX
procedure"” specified in 10.4¢1.

4) |If the FNTP T-Headerp~indicates TPID-FS one, the FNTP shall perform the "TPID-FS one RX
procedure"” specified-in;10.4.2.

5) |If the FNTP T-Header indicates TPID-FS two, the FNTP shall perform the "TPID-FS two RX
procedure” spegified in 10.4.3.

10.8.6 ITS-SES check and forwarding table update

Thgq FNTP’shall check the destination ITS-PN derived from the information contained in the "IPestination
Address” field of the FNTP T-Header. Note that in case of TPID-FS zero there is no "Source Address"

111 41 4=l h R | ITC DAL DODT LINLIZ
ava IdUIC, dITU TITUS LIIT ITIAlCU SUUT LT T T OTININ IS T UNT_UININ,

— If the destination ITS-PN does not match any LOCAL Link Port associated with a "Service Port"
entry in the service look-up table, the final ITS-SFS is not known.

In case the final ITS-SFS is known, the FNTP shall evaluate "Link-ID" contained in source_address
provided in the service primitive of the IN-SAP.

— If "Link-ID" contained in source_address does not match any "Remote ITS-S - Link-ID" entry in the
forwarding table and the "Source Address" ITS-PN is different from PORT_UNK (i.e. likely a reply is
expected), an entry is created as presented in Figure 10.
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REMOTE LOCAL Timeout
Link Link-ID CI Status ITS-S Router | ITS-S Host Service Priority
Port LinkPort | (Port, ITS-SCU-ID,
Priority)
source | Link-ID connected | destination entry from look-up table | optional | never (0)
Port contained Port update as
in source_ provided
address by the
access
layer

Figure 10 — Forwarding table - new entry upon reception of packet

— For every match in the forwarding table,

— in

— otherwise the packet shall be further processed accordingly’ as specified in 10.3.5.

case the "ITS-SCU-ID" indicates another ITS-SCU, the FNTP shall perform the forwarding
from router to host TX procedure specified in 9.6;

10.4 Tranpsport related RX procedures

10.4.1 TPID-FS zero RX procedure

The FNTP $hall

— checkthe T-Extensionsif presentand perfornrthe related procedures specifiedin 10.4.4, ifapplicable;

— notify freception of the NPDU by means‘of the NF-FNTP-COMM.indication service primitive.

10.4.2 TPID-FS one RX procedure

The FNTP $hall

— checkthe T-Extensionsifpresentand perform therelated procedures specified in 10.4.4, ifapplicdble;

— notify reception of the NPDU by means of the NF-FNTP-COMM.indication service primitive.

10.4.3 TPID-FS.two RX procedure

The FNTP $hall

— checkthe T-Extensionsif presentand perform therelated procedures specified in 10.4.4, ifapplicable;

— process the LPP header as specified in [SO 29281-2[8];

— notify reception of the NPDU by means of the NF-FNTP-COMM.indication service primitive in line
with requirements set up in ISO 29281-2[81.

26
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10.4.4 T-Extension RX procedures

10.4.4.1 General

When known T-Extensions are contained in the received T-Header, these shall be processed accordingly
as specified in 10.4.4.2.

Unknown T-Extensions cannot be processed and are ignored.

10.4.4.2 Specific T-Extension RX procedure

NOTE No procedures are specified so far for T-Extension.

11|NF-SAP services

11.1 Overview

Thg FNTP shall provide the functionality of the service NF-FNTP-PORT(of the NF-SAP with fhe service
primitives

— [NF-FNTP-PORT.request and
— |NF-FNTP-PORT.confirm.

NF-FNTP-PORT.request is used by the ITS-S facilities layer to request allocation or deletion of a port
number for a specific ITS-S facility application (ITS-SES).

NF-FNTP-PORT.confirm provides a port numbertallowing the ITS-SFS to use the NF-FNTP-COMM
seryice, and is used to report success or failure.6f an NF-FNTP-PORT.request.

Theg FNTP shall provide the functionality ‘6fthe service NF-FNTP-COMM of the NF-SAP with the three
seryice primitives

— [NF-FNTP-COMM.request,

— |NF-FNTP-COMM.confirm;and
— |NF-FNTP-COMM.indieation.
NF

FNTP-COMM.request is used by an ITS-SFS to request transmission of a data packet withj the FNTP.

NF-FNTP-COMM,confirm is used by the FNTP to indicate success of failure of a previou$ NF-FNTP.
CONM.requestito an ITS-SFS.

NF-FNTR-COMM.indication is used by the FNTP to indicate reception of a data packet to an I[I'S-SFS.

The mechanism for specifying NF-SAP service primitives is specified by means of ASN.1 types:

— Theavailable setof request service primitives is identified with the ASN.1 type NFsapRequestSPS.
A single request service primitive is of ASN.1 NFsapRequest.

— The available set of indication service primitives is identified with the ASN.1 type
NFsapIndicationSPS. A single request service primitive is of ASN.1 NFsapIndication.

This mechanism is applicable for any kind of protocol using NF-SAP services, not just for FNTP.

The request service primitives and indication service primitives are part of the "dynamic data"
identified in Clause 12.
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11.3 NF-FNTP-PORT

11.3.1 NF

-FNTP-PORT.request

The service primitive

FNTP-PORT.request

(

serviceRef,
operation,
port,

riaoixatbar

of ASN.1 ty]
allocation

Parameter
ITS-SFS.

Parameter

Parameter
in order to
well-know

Parameter
applicable

Upon rece

"operation].

In order to

— assign
"servig

port P

create
to this
PORT_

issue g

notify

NOTE1 1

n
PTrIoTTICy

)

pe NFfntpPortRequest specified in Annex A is used by the ITS-S facilities layer £6 reqyiest

br deletion of a port number associated with an ITS-SFS.

"serviceRef" of ASN.1 type ITS-SapSId specified in Annex A contains the’identifier off

"operation” of ASN.1 type PortOp specified in Annex A indicates creation or deletion of a p

"port" of ASN.1 type PortNumber specified in Annex A contains either the value PORT_L
indicate dynamic assignment of a port number by the portmanagement, or a valid value
h static port PORT_REG.

the

ort.

INK
of a

"priority” of ASN.1 type UserPriority specifiéd’in Annex A contains the maxinjum

user priority of the ITS application object for the given port as specified in ISO 21218.

ption of this service primitive, the FNTP shall perform the required operation givel

allocate a port number, the FNTP portnianager shall

a locally valid port number which is unique in the ITS-SCU to the ITS-SP identifiec
eRef", if parameter "port" is set to PORT_UNK, or shall use the presented well-known st
DRT_REG,

a new entry in the service look-up Table with "Service Port" equal to the port number assig]
ITS-PN, "ITS-SCU-ID_egual to zero, "Service Priority" equal to "priority", "Link Port" sq
UNK (unknown).

n NF-FNTP-PORT.confirm service primitive as specified below,
the resultto the ITS station management.

'he ITSstation management notifies other ITS-SCUs in the same ITS-SU about the action perform

) in

by

atic

ned
t to

In order to

NOTE 2

delete a port number, the FNTP shall

invalidate the related entries in the service look-up table,
invalidate related entries in the forwarding table,
issue an NF-FNTP-PORT.confirm service primitive as specified below,

notify the result to the ITS station management.

In case an ITS-SFS is no longer alive the related port number shall be deleted.

28

The ITS station management notifies other ITS-SCUs in the same ITS-SU about the action performed.
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11.3.2 NF-FNTP-PORT.confirm
The service primitive

NF-FNTP-PORT.confirm (
serviceRef,
servicePort

)

of ASN.1 type NFfntpPortConfirm specified in Annex A is used by the FNTP to acknowledge a
pre ious NE-ENTP-PORT rnqnncf

Parpmeter "serviceRef" shall contain the same value provided in parameter "serviceRef™in [the related
NF-FNTP-PORT.request.

In dase of successful allocation of a port number, parameter "servicePort" of ASN.I type PolrtNumber
sperified in Annex A shall contain the Service port number assigned by the FNTP port manager.

Failure of allocating a port number shall be notified by assigning the value PORT_UNK to parameter "port".

Suctessful deletion of a port number shall be notified by assigning the+alue PORT_REG or PORT_DYN
(thg value of the deleted port) to parameter "port", as applicable.

11.4 NF-FNTP-COMM

11.4.1 NF-FNTP-COMM.request
Thed service primitive

NF

FNTP-COMM.request (

commRef,

flowld (optional)

flowParameters (optionalj
servicePort,
remotePort,
linkID

data,

subTypelnfo,

tpidTypelnfo,

txCIP

prierity

)

of ASN.1type NFfntpCommRequest

spetified in Annex A is used by the facilities layer to request transmission of a data packet using the FNTP.

Parameter "commRef" contains the value of a cyclic counter identifying this request. A value shall be
assigned under the responsibility of the ITS-SFS.

At least either the component flowID of ASN.1 type F1owID specified in Annex A, or the component
flowParameters of ASN.1 Type FNTPflowParameters specified in Annex A, contained in
FNTPflowInfo shall be present.

Parameter "servicePort" of ASN.1 type PortNumber specified in Annex A identifies the local service
port number (for usage in a reply - not supported in TPID-FS zero), as assigned at time of creation of the
related association between the port number and the ITS-SFS.

Parameter "remotePort" of ASN.1 type PortNumber specified in Annex A indicates the destination
port number, i.e. identify the peer ITS-SFS.
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Parameter "linkID" of ASN.1 type Link-1ID specified in Annex A shall identify the VCI to be used to
transmit the packet, i.e. the peer station. Together with "remotePort", a unique identification of the peer
ITS-SFS is achieved.

NOTE1 Selection of communication interfaces (CI) for ITS-S application objects generally is done by
the CI selection management specified in ISO 24102-1[5] or by the path and flow management specified in
ISO 24102-6[8l. This also applies for ITS-S application objects which depend on a specific access technology, e.g.
road safety applications. In any case, the parameter "linkID" allows overruling any decision previously made by
the CI selection management.

NOTE 2  For multicast transmission via any possible CI, in Link-ID the component localCIID is set to the

distinct |Hdentifier-PNR J el & Falda ¥ FRPUS RN 1 PEED PRSEY 1€Q-21219
IS lnC nu ITUCIILITITT kUl‘lJ; dITu LIIe bUllllJUllCl.lL ITCINIULUUITI 1O SUL LU LU UT'UAdULUAdOS U TUCUTIUITIUT, OSCC TOU L 1 41U,

Parameter|"priority" contains the applicable priority value for this transmission request.
Parameter|"data" contains the ITS-SFS payload ITS-FPDU.

Parameter|"subTypelnfo" of ASN.1 type FNTPsubTypeInfo specified in Annex A contains the subtiype
number and related parameters including N-Extensions, if applicable.

Parameter|"tpidTypelnfo" of ASN.1 type FNTPtpidInfo specified in Annex A contains the TPID)-FS

and related parameters other than address information including T-Extensions; if applicable.

Parameter|"txCIP" of ASN.1 type TXcip specified in Annex A shall contain communication interface
parameterf to be used for this transmission request.

This servide primitive shall be generated ITS-SFS to request transmission of data to a peer station.

Upon reception of this service primitive, the FNTP shall eréate the FNTP NPDU and shall reqpiest
transmissipn of the FNTP NPDU.

11.4.2 NF-FNTP-COMM.confirm
The service primitive

NF-FNTP-(OMM.confirm (
commpRef,
flowld (optional)
flowParameters (optional)
servicePort,
remotePort,
linkID
errStatus

)

of ASN.1 type NFEntpCommConfirm specified in Annex A is used by the FNTP to notify failure pf a
previous NE-ENTP-COMM.request. It may be used to notify success of a previous NF-FNTP-COMM.
request.

The parameters "commRef", "flowld" and "flowParameters" shall have the same values as in the related
NF-FNTP-COMM.request.

Success or failure shall be indicated with parameter "errStatus” as specified in Table 3.
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Table 3 — NF-FNTP-COMM.confirm error status

Parameter ErrStatus” Description
SUCCESS success
UNSPECIFIED FAILURE |failure with unknown error code
: CIBUSY FORTX packet cannot be delivered to the Cl immediately
254:  NO FORWARDING INFO |don't know where to deliver the packet
255: CI SUSPENDED Clis currently in the state "suspended" as specified in ISO 21218

The usage of errStatuswith avalue differentto zero inrh'r‘nfing anerrorisnot cppr‘ifipd inthis document.

11.4.3 NF-FNTP-COMM.indication

The service primitive

NF-FNTP-COMM.indication  (
servicePort,
remotePort,

linkID,

priority,

data,

subtypelnfo,

tpidInfo

rxCIP

)

of ASN.1 type NFfntpCommIndication specified in Annex A is used by the FNTP to indjcate to the
ITS}S facilities layer reception of a packet for:the ITS-SFS identified by the port number derived from
thejreceived destination address.

Parpmeter "servicePort" shall be set equalto the ITS-PN derived from the "Destination Addre¢ss" field in
thefreceived NPDU.

Parpmeter "remotePort" shall be'set equal to the ITS-PN derived from the "Source Address"[field in the
recg¢ived NPDU.

Parpmeter "linkID" shallidentify the VCI associated with the peer station.

Parpmeter "priority!”shall contain the value as provided in the service primitive of the IN-SA]P specified
in [$0 21218.

Parpmeter "data" shall contain the ITS-FPDU provided by the peer service.

Parpmetér- "subtypelnfo" shall contain the Subtype number and related parameterq including
N-Efxtensions as given in the received NPDU, if applicable.

Parameter "tpidInfo" of ASN.1 type FNTPidInfo specified in Annex A shall contain the TPID-FS and
related parameters other than address information including T-Extensions as given in the received
NPDU, if applicable.

Parameter "rxCIP" of ASN.1 type RXcip specified in Annex A shall contain local receive parameters
related to this notification. Presence of parameter values is defined by the station management.

NOTE In case of ITS station-internal forwarding, receive parameters from the ITS-SCU with host role are
reported in "subtypelnfo".

The service primitive shall be created upon successful reception and evaluation of a packet from a VCI.
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12 Dynamic data

Dynamic data are data being registered at the ISO standards maintenance portal of this document[14],
that may be specified in other standards based on generic definitions in this document, and will become
part of this document to the extend the other standard applies for an implementation.

Dynamic data of FNTP are:

— NF-SAP request service primitives, see 11.2;

— NF-SAP indication service primitives, see 11.2.

Dynamic d
portal of IS

— T-Exte
— N-Exte
— Subtyt
— TPIDs|

13 Confq
The "Protoj

ata of FNTP and the underlying ISO TS 16460 registered at the ISO standards mainténg
0/TS 16460[11], are:

nsions;
nsions;

es;

yrmance

col Implementation Conformance Statements” (PICS) proforma is provided in Annex C.

14 Test methods

The "Test
revision off

The "Abstr

Buite Structure & Test Purposes (TSS&TP)-for conformance testing will be specified
[15].

hct Test Suite” (ATS) for conformangée testing will be specified as a revision of [16].

nce

S a
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Annex A
(normative)

ASN.1 modules

A.1l

Thd
thid

In

spe
A.2
Thi

Ung
imp

Overvielar
e eW

ASN.1 basic notation is specified in ISO/IEC 8824-1[20]. The following ASN.1 module is s
Annex:

ITSfntp { ISO (1) standard (0) calm-nonip (29281) fntp (1) asnm-1 (1) version2 (2)}

fase the ASN.1 specifications given in this Annex are not in accordahce with illus
Cifications provided elsewhere in this document, the specifications giverrin this Annex sh

Module ITSfntp
5 module provides ASN.1 type definitions and ASN.1 value'dgfinitions.

ligned packed encoding rules (PER) as specifiedin ISO/IEC 8825-2 shall be 3
lementing FNTP.

In grder to achieve octet alignment enabling cheap implementations, "fill" bits were defined

sha
ITS
DEF
IMP

Use
dat

Sho
Sho
ver

CIs
ver

ITS
cit

| be set to the value '0'b.

Fntp { iso (1) standard (0) calm-nomip (29281) fntp(l) asnm-1 (1) version2 (2)
[NITIONS AUTOMATIC TAGS::=BEGIN

DRTS

Priority, NullType FROMNCITSdataDictionaryl {iso(l) standard(0) cits-applMgmy

bDictionary (1) versienl/ (1)}

tMsgData, LMnpdu,(NoSubtypeProcessing, ShortMsgNextensions, NoTpidProcessing)]
tMsgTextensions,~ DMhopCount FROM ITSIml { iso (1) standard (0) localized (164
Eionl (1)}

Fatus, LinkKeT®, I-Param FROM ITSllsap {iso(l) standard(0) calm-1ll-sap(21218) 4
Eion2 (2)

Fsculd, ITS-SapSsId, PortNumber FROM CITSapplMgmtApplReg2 {iso(l) standard(0)
E-applMgmt (17419) applRegistry (2) version2 (2)}

fa)

FNTE

TROM AT ]
ey TTIT

(1)

g

H

3.
b

F
[

9

kil fal O L) <l
TP T T TegT e Yoo e Tt =S \ gy e Rl A 1o g \=

version2 (2)}

FlowID FROM ITSpfm { iso (1) standard (0) calm-management (24102) pfm (6) asnm-1
version2 (2) }

’

-- End of IMPORTS

-- Types

-— FNTP NPDU --

FntpNpdu: :=LMnpdu

© ISO 2018 - All rights reserved
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All fill bits
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-- Extension elements

RXcip: :=SEQUENCE OF I-Param

TXcip::=SEQUENCE OF I-Param -- may optionally be forwarded to peer ITS station
-—- NF-SAP --
-- General definitions for NF-SAP to be used also by other protocols
NFSAP = CLASS {

&primitiveRef INTEGER (0..255),

&Primitive

}
NFsapRequé¢st: :=SEQUENCE {

spHef NFSAP.&primitiveRef ({NFsapRequestSps}),

seygvPrimitive NFSAP.&Primitive ({NFsapRequestSps} {@spRef})

}
NFsapRequg¢stSps NFSAP::={fntpPortRequest | fntpCommRequest, }
-- Definitjons for NF-SAP dedicated to FNTP
fntpPortRequest NEFSAP::={&primitiveRef 0, &Primitive NFfntpPortRequest}
fntpCommRequest NFSAP: :={&primitiveRef 1, &Primitive NFfntpCommReQuest}
-— General definitions for NF-SAP to be used also by other protocoks
NFsapIndi¢ation: :=SEQUENCE {

spHef NFSAP.&primitiveRef ({NFsapIndicationSps}),

seqvPrimitive NFSAP.&Primitive ({NFsapIndicationSps} {@spRef})

}
NFsapIndi¢ationSps NFESAP::={fntpPortConfirm | fntpCommConfitm | fntpCommIndication,
-- Definitjons for NF-SAP dedicated to FNTP
fntpPortConfirm NFSAP::={&primitiveRef 0, &Primitive NFfntpPortConfirm}
fntpCommCenfirm NFSAP: :={&primitiveRef 1, &P¥imitive NFfntpCommConfirm}
fntpCommIfdication NFESAP::={&primitiveRef 2, «Primitive NFfntpCommIndication}
NFfntpPorfRequest: :=SEQUENCE {

seygviceRef ITS-SapSsId,

opgration PortOp,

poyrtno PortNumber,

prilority UserPriority

}
PortOp: :=INTEGER{

dellete (0),

crdate (255)

} (0..255)
NFfntpPorfConfirm: s<SEQUENCE {

sefqviceRef ITS-SapSsIid,

seyvicebPebt PortNumber

}
NFfntpCommRequest: : =SEJQUENCE {

commRe f FNTPcommRef,

flowInfo FNTPflowInfo,

data ShortMsgData,

subTypeInfo FNTPsubTypelnfo,

tpidInfo FNTPtpidInfo,

txCIP TXcip,

priority UserPriority

}
FNTPcommRef = INTEGER (0..127)
FNTPflowInfo = CHOICE({

flowID [0] FlowID,

flowParameters [1] FNTPflowParameters

}
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FNTPflowParameters := SEQUENCE {
servicePort PortNumber,
remotePort PortNumber,
1inkID Link-ID
}

FNTPsubTypeInfo ::=CHOICE({
subtypeInfoO0 [0] SubtypelInfol,
subtypeInfol [1] SubtypelInfol,
subtypeInfo2 [2] Subtypelnfo2,
subtypeInfo3 [3] NoSubtypeProcessing,
subtypeInfo4 [4] NoSubtypeProcessing,
subtypeInfo5 [5] NoSubtypeProcessing,
subtypeInfo6 [6] NoSubtypeProcessing,
subtypeInfo7 [7] NoSubtypeProcessing,
subtypeInfo8 [8] NoSubtypeProcessing,
subtypeInfo9 [9] NoSubtypeProcessing,
subtypeInfol0O [10] NoSubtypeProcessing,
subtypeInfoll [11] NoSubtypeProcessing,
subtypeInfol2 [12] NoSubtypeProcessing,
subtypeInfol3 [13] NoSubtypeProcessing,
subtypeInfol4d [14] NoSubtypeProcessing,
subtypeInfol5 [15] NoSubtypeProcessing
}

SubfkypeInfol ::= SEQUENCE ({
fill BIT STRING (SIZE(3)), -- not used, set to\J000'b
extensions ShortMsgNextensions OPTIONAL
}

SubfypeInfol ::= SEQUENCE {
fill BIT STRING (SIZE(3)), —-- not usédy set to '000'b
extensions ShortMsgNextensions OPTEONAL
}

SubfypeInfo2 ::= SEQUENCE {
fill BIT STRING (SIZE (1)), «+— not used, set to '0'b
hopCount LMhopCount,
nExtensions ShortMsgNextensions OPTIONAL
}

FNTPtpidInfo ::= CHOICE({
tpdiInfol [0] (Tp+dInfoO,
tpdiInfol [1d, TpidInfol,
tpidInfo2 f2]/) TpidInfo2,
tpidInfo3 3] NoTpidProcessing,
tpidInfo4 [4] NoTpidProcessing,
tpidInfod [5] NoTpidProcessing,
tpidInfob [6] NoTpidProcessing,
tpid#Fnfo7 [7] NoTpidProcessing,
tpidMfos [8] NoTpidProcessing,
tpidInfo9 [9] NoTpidProcessing,
tpidInfol0 [10] NoTpidProcessing,
tpidInfoll [11] NoTpidProcessing,
Tpidlntol [TZ] NolpidProcessing,
tpidInfol3 [13] NoTpidProcessing,
tpidInfold [14] NoTpidProcessing,
tpidInfol5 [15] NoTpidProcessing,
tpidInfolé6 [16] NoTpidProcessing,
tpidInfol? [17] NoTpidProcessing,
tpidInfol8 [18] NoTpidProcessing,
tpidInfol9 [19] NoTpidProcessing,
tpidInfo20 [20] NoTpidProcessing,
tpidInfo2l [21] NoTpidProcessing,
tpidInfo22 [22] NoTpidProcessing,
tpidInfo23 [23] NoTpidProcessing,
tpidInfo24 [24] NoTpidProcessing,
tpidInfo25 [25] NoTpidProcessing,
tpidInfo26 [26] NoTpidProcessing,
tpidInfo27 [27] NoTpidProcessing,
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tpidInfo28 [28] NoTpidProcessing,
tpidInfo29 [29] NoTpidProcessing,
tpidInfo30 [30] NoTpidProcessing,
tpidInfo3l [31] NoTpidProcessing,
tpidInfo32 [32] NoTpidProcessing,
tpidInfo33 [33] NoTpidProcessing,
tpidInfo34 [34] NoTpidProcessing,
tpidInfo35 [35] NoTpidProcessing,
tpidInfo36 [36] NoTpidProcessing,
tpidInfo37 [37] NoTpidProcessing,
tpidInfo38 [38] NoTpidProcessing,
tpidInfo39 [39] NoTpidProcessing,
tpidInfo40 [40] NoTpidProcessing,
tpildInfo4dl [41] NoTpidProcessing,
tpildInfo4?2 [42] NoTpidProcessing,
tpidInfo43 [43] NoTpidProcessing,
tpijldInfo44 [44] NoTpidProcessing,
tpildInfo4d5 [45] NoTpidProcessing,
tpildInfo4do [46] NoTpidProcessing,
tpidInfo47 [47] NoTpidProcessing,
tpildInfo48 [48] NoTpidProcessing,
tpildInfo4d9 [49] NoTpidProcessing,
tpildInfo50 [50] NoTpidProcessing,
tpidInfobl [51] NoTpidProcessing,
tpildInfo52 [52] NoTpidProcessing,
tpildInfo53 [53] NoTpidProcessing,
tpildInfo54 [54] NoTpidProcessing,
tpildInfo55 [55] NoTpidProcessing,
tpildInfob56 [56] NoTpidProcessing,
tpildInfo57 [57] NoTpidProcessing,
tpildInfo58 [58] NoTpidProcessing,
tpildInfo59 [59] NoTpidProcessing,
tpildInfo60 [60] NoTpidProcessing,
tpijldInfo6l [61] NoTpidProcessing,
tpildInfo62 [62] NoTpidProcessing,
tpildInfo63 [63] NoTpidProcessing,
tpildInfo64 [64] NoTpidProcessing,
tpildInfo65 [65] NoTpidProcessingy
tpildInfo66 [66] NoTpidProcessing,
tpildInfo67 [67] NoTpidProcesging,
tpildInfo68 [68] NoTpidProcessihg,
tpildInfo69 [69] NoTpidProcessing,
tpildInfo70 [70] NoTpidPreeessing,
tpidInfo7l [71] NoTpidPrdcessing,
tpildInfo72 [72] NoTpdidProcessing,
tpildInfo73 [73] NeTpidProcessing,
tpildInfo74 [74] NoTpidProcessing,
tpildInfo75 [75]*NoTpidProcessing,
tpildInfo76 [6)) NoTpidProcessing,
tpildInfo77 /7] NoTpidProcessing,
tpildInfo78 [78] NoTpidProcessing,
tpidInfo79 [79] NoTpidProcessing,
tpidInfo8l [80] NoTpidProcessing,
tpijdInto8l [81] NoTpidProcessing,
tpi|d¥rfo82 [82] NoTpidProcessing,
tpidInrog3 NoTpidProcessing,
tpidInfo84 [84] NoTpidProcessing,
tpidInfo85 [85] NoTpidProcessing,
tpidInfo86 [86] NoTpidProcessing,
tpidInfo87 [87] NoTpidProcessing,
tpidInfo88 [88] NoTpidProcessing,
tpidInfo89 [89] NoTpidProcessing,
tpidInfo90 [90] NoTpidProcessing,
tpidInfo9l [91] NoTpidProcessing,
tpidInfo92 [92] NoTpidProcessing,
tpidInfo93 [93] NoTpidProcessing,
tpidInfo94 [94] NoTpidProcessing,
tpidInfo95 [95] NoTpidProcessing,
tpidInfo96 [96] NoTpidProcessing,
tpidInfo97 [97] NoTpidProcessing,
tpidInfo98 [98] NoTpidProcessing,
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tpidInfo99 [99] NoTpidProcessing,
tpidInfol00 [100] NoTpidProcessing,
tpidInfolll [101] NoTpidProcessing,
tpidInfol02 [102] NoTpidProcessing,
tpidInfol03 [103] NoTpidProcessing,
tpidInfoll4 [104] NoTpidProcessing,
tpidInfol05 [105] NoTpidProcessing,
tpidInfoll6 [106] NoTpidProcessing,
tpidInfol07 [107] NoTpidProcessing,
tpidInfol08 [108] NoTpidProcessing,
tpidInfol09 [109] NoTpidProcessing,
tpidInfoll0 [110] NoTpidProcessing,
tpidInfolll [111] NoTpidProcessing,
tpidInfoll2 [112] NoTpidProcessing,
tpidInfoll3 [113] NoTpidProcessing,
tpidInfolld [114] NoTpidProcessing,
tpidInfoll5 [115] NoTpidProcessing,
tpidInfolle6 [116] NoTpidProcessing,
tpidInfoll? [117] NoTpidProcessing,
tpidInfoll8 [118] NoTpidProcessing,
tpidInfoll9 [119] NoTpidProcessing,
tpidInfol20 [120] NoTpidProcessing,
tpidInfol2l [121] NoTpidProcessing,
tpidInfol22 [122] NoTpidProcessing,
tpidInfol23 [123] NoTpidProcessing,
tpidInfol24 [124] NoTpidProcessing,
tpidInfol25 [125] NoTpidProcessing,
tpidInfol26 [126] NoTpidProcessing,
tpidInfol2?7 [127] NoTpidProcessing
}

HInfoO ::= SEQUENCE {
extensions ShortMsgTextensions OPTIONAL
}

HInfol ::= SEQUENCE{
extensions ShortMsgTextensions) OPTIONAL
}

HInfo2 ::= SEQUENCE {
lpp FNTPlpp,
tExtensions ShortMsgTextensions OPTIONAL
}

htpCommConfirm: : =SEQUENCE {
commRef FNIPcommRef,
flowInfo ENTPflowInfo,
errStatus FNTPerrorStatus
}

PerrorStatils: :=INTEGER{
sucses's (0),
unspecFailure (1),
¢1BusyTX (2),
noForwardInfo (254),
Clsuspend (Z59)
} (0..255)

NFfntpCommIndication: :=SEQUENCE {

servicePort PortNumber,
remotePort PortNumber,
1inkID Link-ID,
priority UserPriority,
data PortNumber,
subTypeInfo FNTPsubTypeInfo,
tpidInfo FNTPtpidInfo,

rxCIP RXcip

}

-— MN-SAP
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DeleteFNTP: : =SEQUENCE {
reference FntpFwtReference

}
FntpFwtReference ::= INTEGER(O..noFNTPfwtEntries)
DeleteConfFNTP: :=NullType
DeleteNotFNTP: :=SEQUENCE {

reference FntpFwtReference

}

SetFNTP: : =SEQUENCE {

renlotePort PortNumber,

1inkID Link-ID,

cidtatus CIstatus,

linkPort PortNumber,

seygviceInfo HostServicelnfo, --formerly ServiceNWref

prilority UserPriority,

timeout NTtimeout

} - SetConfFNTP returns the reference pointing to the new entry.

SetConfEFNTP: :=SEQUENCE {
reflerence FntpFwtReference

}

HostServig¢eInfo: :=SEQUENCE {
servicePort PortNumber,
hoqtITSscu ITS-sculd,
seygvicePriority UserPriority

}

NTtimeout]:=INTEGER{
c-NTto-never (0)

} (). .65535) == in milli seconds
SetNotFNTP: : =SEQUENCE {
reflerence FntpFwtReference,
renlotePort PortNumber,
1inkID Link-ID,
cidtatus CIstatus,
linkPort PortNumber,
serjviceInfo HostServicelsfs,
prijority UserPriorifyy
tineout NTtimeout
}
UpdateFNTP: :=SEQUENCE {
filll BIT STRING/ (SIZE (1)), -- set to '0'b
reflerence FntpFwtReference,

renjotePort PortNumber OPTIONAL,
1inkID Link~ID OPTIONAL,

cigtatus CIstatus OPTIONAL,
1linkPéxt PortNumber OPTIONAL,
serv¥€eInfo HostServiceInfo OPTIONAL,
pricrity UserPriority OPTIONAL,
timeout NTtimeout OPTIONAL

}
UpdateConfFNTP: :=NullType

UpdateNotFNTP: : =SEQUENCE {
fill BIT STRING (SIZE(l1)), -- set to '0'b
reference FntpFwtReference,
remotePort PortNumber OPTIONAL,
1inkID Link-ID OPTIONAL,

ciStatus CIstatus OPTIONAL,
linkPort PortNumber OPTIONAL,
serviceInfo HostServiceInfo OPTIONAL,
priority UserPriority OPTIONAL,
timeout NTtimeout OPTIONAL
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}

-- Values

noFNTPfwtEntries INTEGER: :=65535

/*

The ASN.1 specification has been checked for conformance to the ASN.1
standards by 0SS ASN.1 Syntax Checker, and by 0SS ASN-1STEP

*/

END

A.3

A3

Thi
ASH
dyn

A.3

IMH
Set

Upd
asn

The

Definitions to be added to ISO 24102-1

.1 General

5 document specifies dynamic extensions of general types that are defined in ISO 24102
.1 type CLASS. Up-to-date versions of the various ASN.1 modules from<SO 24102-1 in
amic updates are published at [13].

.2 ASN.1 module ITSmanagement

ORT statement to be added:
FNTP, UpdateFNTP, DeleteFNTP, SetConfFNTP, UpdateConfENTP, DeleteConfFNTP, Sef

b teNotFNTP, DeleteNotFNTP FROM ITSfntp { iso (l))y'standard (0) calm-nonip(2928]
-1 (1) version2 (2)}

following ASN.1 value definitions (values (@} 'b’, 'c') will be completed by ISO TC204

resfilt will be published in the respective ISO+¥egistryl[12].

-f
-f
-f

Q0 Q

To |

fnt
fnt
fnt

To |

fnt
fnt
fnt

htpSet RefFWT ::= <'a' tbd>
htpUpdate RefFWT ::= <'b' tbd>
htpDelete RefFWT ::= <'c' tbhd>
e added to FwtCommands:

bset FWT: :={&fwtRef c-fntpSet, &Fwt SetFNTP}
bupdate FWT: :={&fwtRef c-fntpUpdate, &Fwt UpdateFNTP}
bdelete FWT: #=N&fwtRef c-fntpDelete, &Fwt DeleteFNTP}

e added to\FwtCommandsConf:

bsetConf FWTCONF: :={&fwtRef c-fntpSet, &Fwt SetConfFNTP}
bupdateConf FWTCONF: :={&fwtRef c-fntpUpdate, &Fwt UpdateConfEFNTP}
bdéleteConf FWTCONF: :={&fwtRef c-fntpDelete, &Fwt DeleteConfFNTP}

-1 with the
cluding all

NotFNTP,
) fntp (1)

WG16. The
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Annex B
(informative)

ASN.1 modules from ISO 16460

B.1 General

Since the time of publication of ISO TS 16460, the following four ASN.1 modules

1) CALMintp { iso (1) standard (0) calm-nonip(29281) fntp(1) asnm-1 (1) versioni <(1)} from
[SO 29p81-1;

2) CALMllsap {iso(1) standard(0) calm-1l-sap(21218) asnm-1 (1) versionl (1)} from SO 21218;

3) CALMmanagement { iso (1) standard (0) calm-management (24102) local\(¥) asnm-1 (1) versionl

(1)} fr
4) CITSaj

pm 1SO 24102-1;

from which ASN.1 type definitions are imported into

— ITSIm
and
— ITSee

specified i
standards.

Conseque
changes d
respect of 1

These chay

( iso (1) standard (0) localized (16460) Im(1) versionQ+{0)}

iso (1) standard (0) localized(16460) ee(4)¥ersion0 (0)}

h ISO TS 16460, were changed towards the versions used in the

ly, the related IMPORT clauses ‘preferably are changed as presente
not affect the interoperability mode with WSMP, as the changes
he encoded messages.

ges will have to be implemented in the next version of ISO TS 16460.

B.2 ITSIm

Change

— RXcig
fntp

, AVeip FROM CALMfntp { iso (1) standard (0)
1 asnm-1 (1) versionl (1)}

plMgmtIDs {iso(1) standard(0) cits-applMgmt (17419) ids (¥)versionl (1)} from ISO 174109.

set of C-ITS Releage 2

d in B.2 and B.3. These
are only editorial with

calm-nonip (29281)

to

— RXcip, TXcip FROM ITSfntp { 1iso (1) standard (0)
fntp(l) asnm-1 (1) version2 (2)}

Change

— FNTPlpp FROM CALMlegacySupport { iso (1) standard (0)
legacy (2) asnm-1 (1) versionl (1)}

to

— FNTPlpp FROM ITSlegacySupport { iso (1) standard (0)
legacy (2) asnm-1 (1) version2 (2)}

40
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Change

— Link-ID FROM CALMllsap {iso(l) standard(0) calm-1ll-sap(21218) asnm-1
(1) versionl (1)}

to

— Link-ID FROM ITSllsap {iso(l) standard(0) calm-ll-sap(21218) asnm-1 (1)
version2 (2)}

Change

— |ITS-sculd FROM CALMmanagement { iso (1) standard (0) calm-flahagement
(24102) local (1) asnm-1 (1) wversionl (1)}

to

— |ITS-sculd FROM ITSmanagement { 1iso (1) standard (§)0 calm-mahagement
(24102) local (1) asnm-1 (1) wversion2?2 (2)}

Change

— |VarLengthNumber, VarLengthNumber?2 FROM CITSapplMgmtIDs {iso (1)
standard(0) cits-applMgmt (17419) ids (1) ¥ersionl (1)}

to

— |VarLengthNumber, VarLengthNumber?2 FROM CITSdataDictionaryl {iso (1)
standard (0) cits-applMgmt (17419) da¥aDictionary (1) versionl (J1)}

B.3 ITSee
Change

— |MedType FROM CALMllsap {iso(l) standard(0) calm-1ll-sap(21218) asnm-1
(1) versionl (1)}

to

— |ITSatt FROM (CITSapplMgmtApplReg {iso (1) standard (0) cits-ppplMgmt
(17419) applRegistry (2) version2 (2)}

and add the type-definition

Med[lype ::s~ITSatt.
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Annex C
(normative)

Protocol Implementation Conformance Statement proforma

C1 GuW
C.1.1 Purposes and structure

The purpose of this PICS proforma is to provide a mechanism whereby a supplier of an implementaf

—

on

of the requirements defined in this document may provide information about the implementation fin a

standardizZed manner.

The PICS proforma is subdivided into clauses for the following categories of information:
— guidar]ce for completing the PICS proforma;

— identiffication of the implementation;

— identiffication of the implementation;

— globalstatement of conformance.

C.1.2 Abpbreviations and conventions

The PICS proforma contained in this annex is comprised of information in tabular form in accordgnce

with the gyidelines presented in ISO/IEC 964 6-7[12}.

[tem column

The item colunih.contains a number which identifies the item in the talle.

[tem desctiption column

The item description column describes in free text each respective itenp
(e.g. parameters).

Status colyimn

The natations defined in ISO/IEC 9646-7[19] are used for the status colun:
mr-mandatory - the capability is required to be supported.
0 optional - the capability may be supported or not.

n/a notapplicable - in the given context, it is impossible to use the
capability.

x prohibited (excluded) - there is a requirement not to use this capabilfty
in the given context.

U.i Lluahfu::d UlJtiUllCll = fUl ulutua}}_y CALlubiVC Ul DCICL‘I:C[‘UIC U}JtiUllb flU 1l
a set. "i" is an integer which identifies an unique group of related optional
items and the logic of their selection which is defined immediately follow-

ing the table.

nmon_non_mn

ci conditional - the requirement on the capability ("m", "o", "x" or "n/a")
depends on the support of other optional or conditional items. "i" is a
string containing the respective Table number followed by a sequential
number identifying a unique conditional status expression which is de-

fined immediately following the respective Table.

Reference column

The reference column makes reference to this document, except where
explicitly stated otherwise.
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Support column The support column shall be filled in by the supplier of the implementa-
tion. The following common notations, defined in ISO/IEC 9646-7[19], are
used for the support column:

Yory supported by the implementation.
N orn notsupported by the implementation.

N/A, n/a, or no answer required (allowed only if the status is n/a, directly
or after evaluation of a conditional status).

Values allowed column The values allowed column contains the type, the list, the range, or the

lanacth ofualuac allovad Tho folloving notationce aen ond.
TRt O vVart e S arowe et e 1orowWih

TTOtOCIOTITS o c—oaJTtn

— range of values: <min value> .. <max value>
— list of values: <valuel>, <value2>, ..., <valueN>

— list of named values: <namel>(<vall>), <name2>(<val2>), ...| <na-
meN>(<valN>)

— length: size (<min size> .. <max size>)

Values supported column |The values supported column shall be filled\in by the supplier of the im-
plementation. In this column, the values orthe ranges of values pupported
by the implementation shall be indicated.

References to items For each possible item answer (answer in the support column) within
the PICS proforma a unique refegerice exists, used, for example, in the
conditional expressions. It is defined as the table identifier, followed by a
solidus character "/", followed by the item number in the table. If there is
more than one support¢oldmn in a table, the columns are discriminated
by letters (a, b, etc.), cespectively.

Prgrequisite line A prerequisite line.takes the form: Prerequisite: <predicate>.

A prerequisite line after a clause or table title indicates that the whole
clause or thelwhole table is not required to be completed if the gredicate
is FALSE:

C.1{3 Instructions for completing the PICS proforma

The supplier of the implementation shall complete the PICS proforma. In particular, an expljcit answer
shall be entered using,the notation described in C.1.2.

C.2] Identification of the Implementation

UnderTest (SUT), shall be filled in so as to provide as much detail as possible regarding versign numbers
and-eerfiguration-options:

Ide4\tification of the Implementation Under Test (IUT) and the system in which it resides, i.e. the System

The product supplier information and client information shall both be filled in if they are different.

A person who can answer queries regarding information supplied in the PICS shall be named as the
contact person.

C.2.1 Date of the statement
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