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Foreword

ISO (the International Organization for Standardization) and IEC (the International
Electrotechnical Commission) form the specialized system for worldwide
standardization. National bodies that are members of ISO or IEC participate in the
development of International Standards through technical committees established by

the respective organization to deal with particular fields of mut
international organizations, governmental and non-governmental
and |EC, also take part in the work.

ual interest. Other
, in liaison with ISO

In the field of information technology, {SO and 1EC have established a joint technical

committee ISO/IEC JTC 1. Draft International Standards)ad
technical committee are circulated to national bodies for voting

opted by the joint
Publication as an

International Standard requires approval by at least;75% of the national bodies

casting a vote.

International Standard ISO/IEC 8073 was prepared by Joint T¢
ISO/IEC JTC 1, Information technology.

This third edition cancels and replaces(the second edition (1SO/
includes technical revisions<‘that have been pub
8073:1986/Add.1:1988, ISO/IEC 8073:1988/Add.2:1989, ISO/IE
1ISO/IEC 8073:1988/Tech.Cor.1:1990, ISO/IEC 8073:1988/Tech.(
8073:1988/Tech.Cor.3:1990¢ ISO/IEC 8073:1988/Tech.Coj
8073:1988/Tech.Cor.5:199\and ISO/IEC 8073:1988/Tech.Cor.§
also includes ISO/IEC -8073:1988/Dam.4 and various technical

chnical Committee

—C 8073:1988) and
ished as: I1SO
> 8073:1988/Am.3,
or.2:1990, ISO/IEC
.4:1991, ISO/IEC
1992, This edition
revisions that have

been balloted togetherwith the Draft International Standard of th] edition.

Annex A, B and-C-form an integral part of this International St
and E are for information only.

ndard. Annexes D
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Introduction

This International Standard is one of a set of International Standards produced to
facilitate the interconnection of information processing systems. This set of
International Standards covers the services and protocols required to achieve such
interconnection.

The Transport Protocol Standard is positioned with respect to other related
International Standards by the layers defined in the Reference Model for Open
Systems Interconpecti i i ithi

nection (ISO 7498) It is maost closely ralated to_and lies within the
field of application of the Transport Service Standard (ISO 8072). It also uses and
makes reference o the Network Service Standard (1SO/IEC 8348), whose provisions
it assumes in order to accomplish the transport protocol's aims. The interrelationship
of these Internatignal Standards is illustrated in Figure 1.

———— TRANSPORT SERVICE DEFINITION

Transprt A
Protocql + - — =Reference to aimg = =— — —

Specifigation r = — —Reference to assumptions - — —

——— NETWORK SERVICE DEFINITION

Figure 1 ~ Relafionship between the Transport Protocol and.adjacent services

This Internationa) Standard specifies a common encoding and a number of classes
of transport profocol procedures to be used with. different network qualities of
service.

It is intended that the Transport Protocal should be simple but general enough to
cater for the total range of Network Service qualities possible, without restricting
future extensions|

The protocol is structured to give rise to classes of protocol which are designed to
minimize possible incompatibilities and implementation costs.

The classes are [selectable with respect to the Transport and Network Services in
providing the refjuired-quality of service for the interconnection of two session
entities (each class.provides a different set of functions for enhancement of service

qualities).

This International Standard defines mechanisms that can be used to optimize
network tariffs and enhance the following qualities of service:

a) different throughput;
b) different error rates;
¢) integrity of data requirements;

d) reliability requirements.

© ISO/IEC
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It does not require an implementation to use all of these mechanisms, nor does it
define methods for measuring achieved quality of service or criteria for deciding
when to release transport connections following quality of service degradation.

The primary aim of this International Standard is to provide a set of rules for
communication expressed in terms of the procedures to be carried out by peer
entities at the time of communication. These rules for communication are intended
to provide a sound basis for development in order to serve a variety of purposes i.e.:

a) as a guide for implementors and designers;

b) for use in the testing and procurement of equipment;

¢) as part of an agreemeni for the admittance of systems-into the open systems
environment;

d) as a refinement of the understanding of OSI,

As it is expected that the initial users of this International Standarfl will be designers
and implementors of equipment this International Standard contgins, in notes or in
annexes, guidance on the implementation of\the procedures defingd herein.

It should be noted that, as the numbet-of valid protocol sequences is very large, it is
not possible with current technology to Verify that an implementation will operate the
protocol defined in this International Standard correctly under all cfrcumstances. It is
possible by means of testing tg establish confidence that an impleentation correctly
operates the protocol in a_representative sample of circumstances. It is, however,
intended that this International Standard can be used in circumgtances where two
implementations fail to communicate in order to determine whethgr one or both have
failed to operate the protocol correctly.

This International Standard contains a section on conformafce of equipment
claiming to implement the procedures in this International Standlard. To evaluate
conformanéé of a particular implementation, it is necessary to have a statement of
which capabilities and options have been implemented for a glven OSI protocol.
Such. @) statement is called a Protocol Implementation Conformance Statement
(PICS). A PICS proforma is provided in Annex C. Attention is drawn to the fact that
this' International Standard does not contain any tests to [demonstrate this
conformance,

The variations and options available within this International Standard are essential
as they enable a transport service to be provided for a wide varety of applications
over a variety of network qualities. Thus, a minimally conforming |mplementation will
not be suitable for use in all possible circumstances. [t is impdrtant, therefore, to
qualify all references to this International Standard with statements of the options
provided or required or with statements of the intended purpose of provision or use.
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Information technology — Telecommunications and
information exchange between systems — Open
Systems Interconnection — Protocol for providing the

conn

1 Scop

This Intern

ional Standard specifies

a) five ¢lasses of procedures when operating over the
connection-mode network service:

1) class 0: simple class;
2) class 1: basic error recovery class;
3) class 2: multiplexing class;
4) cjass 3: error recovery and multiplexing class;
5) dlass 4: error detection and recovery class;
for the ponnection-mode transfer of data and“control

information from one transport entity to a peertransport
entity;

b) one tlass (class 4) of procedure ‘'when operating over
the connectionless-mode network service;

¢) the means of negotiating.the class of procedures to
be used by the transport entities;

d) the $tructure and encoding of the transport protocol
data unjits used\for the transfer of data and control
information.

The procedures’are defined in terms of

1Ce

LA~ A4

These procedures(are applicable
communication between systems w
Transport Layer-of*the OS| Reference

to instances of
hich support the
Model and which

wish to interconnect in an open systems gnvironment.

This Interhational Standard specifies, in clause 14,

conformance requirements for systems i

mplementing these

proc¢edures and provides the PICS profdrma in compliance
with the relevant requirements, and in agcordance with the

relevant guidance, given in ISO/IEC 9646-2.

contain tests which can be used to
conformance.

2 Normative references

The following standards contain provisi

reference in this text, constitute p

International Standard. At the time

It does not
demonstrate this

ns which, through
rovisions of this
f publication, the

editions indicated were valid. All standErds are subject to

revision, and parties to agreement
International Standard are encouraged
possibility of applying the most rece
standards listed below. Members of IEQ
registers of currently valid International S

ISO 7498:1984, Information processing
Systems Interconnection — Basic Refers

ISO 7498:1984/Add.1:1987, Inform

based on this
to investigate the
ht editions of the
and 1SO maintain
andards.

systems — Open
nce Model.

ation processing

a) the interactions between peer transport entities
through the exchange of transport protocol data units;

b) the interactions between a transport entity and the
transport service user in the same system through the
exchange of transport service primitives;

¢) the interactions between a transport entity and the
network service provider through the exchange of
network service primitives.

These procedures are defined in the main text of this
International Standard supplemented by state tables in
annex A.

Syt =

nection — Basic

Reference Model — Addendum 1: Connectionless-mode

transmission.

I1SO 7498-3:1989, Information processing systems — Open
Systems Interconnection — Basic Reference Model — Part 3:

Naming and addressing.

ISO 8072:1986, Information processing

systems — Open

Systems Interconnection — Transport service definition.

ISO/IEC 8348:1992, Information processing systems —
Data communications — Network service definition.
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ISO/IEC 9646-1:1991, Information technology — Open
Systems Interconnection — Conformance testing
methodology and framework — Part 1: General concepts.

ISO/IEC 9646-2:1991, Information technology — Open
Systems Interconnection - Conformance testing
methodology and framework — Part 2: Abstract test suite
specification.

. ©ISO/IEC

ISO/IEC 11570:1992, Information technology —
Telscommunications and information exchange between
systems — Open Systems Interconnection — Transport
protocol identification mechanism.

CCITT X.224, Transport Protocol Specification for Open
Systems Interconnection for CCITT Applications Version
1988.
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Section one: General

3 Definitions

NOTE - The definitions contained in this clause make use of
abbreviations defined in clause 4.

3.2.8 receiving transport entity: A transport entity
that receives a given TPDU.

3.2.9 preferred class: The protocol class that the
initiator indicates in a CR TPDU as its first choice for use

3.1 This International Standard is based on the concepts
developed |n ISO 7498 and ISO 7498/Add.1 and ISO/IEC
7498-3 and|makes use of the following terms defined in it:

a) congatenation and separation;

b) segrpenting and reassembling;

c) muitjplexing and demultiplexing;

d) splitfing and recombining;

e) flowontrol;

f) contjectionless-mode transmission;

g) nil sglector value.

3.2 For the purposes of this International Standard, the
following dgfinitions apply:

3.2.1 elquipment: Hardware or software or a
combination of both; it need not be physically.-distinct within
a computer|system.

3.2.2 transport service tuser: An abstract
representafon of the totality of those entities within a single
system thafl make use of the trahsport service.

3.23 network service provider: An abstract machine
that modelq the totality\of the entities providing the network
service, as jiewed by a transport entity.

over the transport connection.

3.2.10  alternative class: A\protodol class that the
initiator indicates in a CR TPDU,as an allernative choice for
use over the transport connéction.

3.2.11 proposed class: A prefefred class or an
alternative class.

3.2.12 selected class: The protogol class that the
respondetindicates in a CC TPDU thaf it has chosen for
use overthe transport connection.

32.18  proposed parameter: The value for a parameter
that the initiator indicates in a CR TPDY that it wishes to
use over the transport connection,

3.2.14 selected parameter: The vallie for a parameter
that the responder indicates in a CC|TPDU that it has
chosen for use over the transport conneclion.

3.2.15  error indication: An N-RESHT indication, or an
N-DISCONNECT indication with a reaspn code indicating
an error, that a transport entity receiyes from the NS-
provider.

32.16 invalid TPDU: A TPDU tha{ does not comply
with the requirements of this International Standard for
structure and encoding.

3.2.17 protocol error: A TPDU wHhose use does not
comply with the procedures for the class.

3.2.18 sequence number:

3.24 lgcal/matter: A decision made by a system
concerning‘twmnavwmm—fmspmm ot

subject to the requirements of this protocol.

3.2.5 initiator: A transport entity that initiates a CR
TPDU.

3.2.6 responder: A transport entity with whom an
initiator wishes to establish a transport connection.

NOTE - Initiator and responder are defined with respect to a single
transport connaction. A transpont entity can be both an initiator and
responder simultaneously.

3.27 sending transport entity: A transport entity that
sends a given TPDU,

a) the number in the TPDU-NR field of a DT TPDU that
indicates the order in which the DT TPDU was
transmitted by a transport entity;

b) the number in the YR-TU-NR field of an AK or RJ
TPDU that indicates the sequence number of the. next
DT TPDU expected to be received by a transport entity.

3.2.19 transmit window: The set of consecutive
sequence numbers which a transport entity has been
authorized by its peer entity to send at a given time on a
given transport connection.
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3.220 lower window edge: The lowest sequence
number in a transmit window.

3.221 upper window edge: The sequence number
which is one greater that the highest sequence number in
the transmit window.

3.2.22 upper window edge allocated to the peer
entity: The value that a transport enmy communlcates to

3223 closed window: A transmit window that contains
no sequence number.

3.224 window information: Information contained in a
TPDU relating tothe upper and the lower window edges.

3.2.25 frozen reference: A reference that is not
available for asgignment to a connection because of the
requirements of 6.18.

3.226 unassiigned reference: A reference that is
neither currently n use for identifying a transport connection
nor which is in a frozen state.

3.227 transparent (data): TS-user data that is
transferred intagt between transport entities and which is
unavailable for uge by the transport entities.

3228 owner|(of a network connection): The transport
entity that issue¢l the N-CONNECT request leading'to the
creation of that network connection. Only appllcable when
operating over the connection-mode network service.

3.2.29 retaingd TPDU: A TPDU that\is subject to the
retransmissio procedure ¢r)"retention - and
acknowledgemept procedure and(is)available for possible
retransmission.

3.3 This Interpational Standard uses the following terms
defined in ISO/IBC 8348:

© ISO/EC
4 Symbols and abbreviations
4.1 Data units
TPDU  Transport-protocol-data-unit
TSDU Transport-service-data-unit
NSDU  Network-setvice-data-unit
4.2 Types of Transport Protocol data units
CR TPDU Connection request TPPU
CC TPDU Connection confirm TPDU
DR TPDU Disconnect request. TRDU
DC TPDU Disconnect conlirm TPDU
DT TPDU Data TPDU
ED TPDU Expedited data TPDU
AK TPDU Data acknowledge TPDU
EA TPDU Expedited acknowledge TPQU
RJ TPDU Reject TPDU
ER TPDU Error/ TPDU
4.3 TPDU Fields
LI Length indicator (field)
CDT. Credit (field)
TSAPR:D Transport-service-access-ppint identifier
{field)
DST-REF Destination reference (field)

SRC-REF Source reference (field)
EOT End of TSDU mark

TPDU-NR DT TPDU number (field)
ED-TPDU-NR  ED TPDU number (field)
YR-TU-NR Sequence number response(field)
YR-EDTU-NR  ED TPDU number respons:l(ﬁeld)
ROA Request of acknowledgement mark

4.4 Times and associated variables

T1 Local retransmission time

N The maximum number of transmissiohs

L Time bound on reference and sequer|ce number
/ Inactivity time

w Window time
TTR  Timetotry reassngnment/resynchronlfatlon

TWR  Time to wait for reassignment/resynchronization
751 Supennsory timer 1

b) connectionless-mode network service

3.4 This International Standard uses the following terms
defined in ISO/IEC 9646-1:

a) PICS proforma

b) protocol implementation conformance statement
(PICS)

ToZ oupmvlSUly timer-=

Mir NSDU lifetime local-to-remote

Mg NSDU lifetime remote-to-local

Ein Expected maximum transit delay local-to-remote
En Expected maximum transit delay remote-to-local
R Persistence time

AL Local acknowledgement time
Ag Remote acknowledgement time
I Local inactivity time

Ig Remote inactivity time
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4.5 Miscellaneous

TS-user Transport-service user

TSAP Transport-service-access-point
NS-provider Network service provider

NSAP Network-service-access-point

QOSs Quality of service

CLNS Connectionless-mode network setvice
CONS Connection-mode network setvice

ISO/IEC 8073 : 1992 (E)

5.2 Service Assumed from the Network Layer

The protocol specified in this International Standard
assumes the use of the Network Service defined in ISO/IEC
8348,

When operating over CONS, information is transferred to
and from the NS-provider in the network service primitives
listed in Table 2a). When operating over CLNS, information
is transferred to and from the NS-provider in the network
service primitives listed in table 2b).

5 Overjiew of the Transport Protocol

NOTE — Thig overview is not exhaustive and has been provided for
guidance. )

5.1 Seryice provided by the Transport Layer

The protogol specified in this International Standard
supports tT Transport Service defined in ISO 8072.

information is transferred to and from the TS-user in the
transport service primitives listed in Table 1.

Table 1 - Transport service primitives

NOTES

1 The parameters listed in Table’2a) are(those in the current
connection-mode network service (see 1SO/IHC 8348).

2 The parameters listedcin-table 2b) are|those in the current
connectionless-mode networkK service (see ISP/IEC 8348).

3 The way the paraméters are exchanged petween the transport
entity and the NS-provider is a local matter.

Primitives Parameters
T-CONNECT request Called address
indication Calling address
Expedited data option
Quality of service
TS-user data
T-CONNECT response Responding address
confirm Quality of service
Expedited gdata option
TS-user-data
T-DATA request TS-user-data
indication
T-EXPEDITED.DATA request TS-user-data
~ indication
T-DISCONNECT request TS-user-data
T-DISCONNECT indication Disconnect reason
TS-user-data
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Table 2a) — Connection-mode network service primitives

Primitives XY Parameters WIX/IYIZ
N-CONNECT request X Called address X
, Calling address X
indication X Receipt confirmation selection Y
Expedited data selection Y
QOS parameter set X
NS-user-data Z
N-CONNECT response X Responding address X
confirm X Receipt confirmation selection Y
Expedited data selection Y
QOS parameter set X
NS-user-data Y4
N-DATA ‘request X N-user-data X
indication X Confirmation request Y
N-DATA|ACKNOWLEDGE request Y
indication Y
N-EXPEDITED DATA request Y NS-user-data Y
indication Y
N-RESET request X Reason w
indication X Originator w
Reason W
N-RESET response X —
confirm X —
N-DISCONNECT request X Reason w
NS-user-data Z
Responding address Y4
indication X Originator w
Reason w
NS-user-data 4
Responding address V4
Key:
W: The lisage of this parameter is a local matter, e.g. for diagnostic or to decide whether to attempt resynchronization|
X:  The [fransport Protocol assumes that thig facility is provided in all networks.
Y: The [Transport Protocol assumes that'this facility is provided in some networks and a mechanism is providegl to
optignally use the facility.
Z: The [lransport Protocol does notwse this parameter.
Table 2b) — Connectionless-mode network service primitives
Primitives Xy Parameters WIX/Y(z
N-UNITOQATA request X Source address X
Destination address X
Quality of service X
NE+ X
indication X Source address X
Destination address X
Quality of service X
NS-user-data X
Key:
W: The usage of this parameter is a local matter, e.g. for diagnostic or to decide whether to attempt resynchronization.
X: The Transport Protocol assumes that this facility is provided in all networks.
Y: The Transport Protocol assumes that this facility is provided in some networks and a mechanism is provided to
optionally use the facility.
Z: The Transport Protocol does not use this parameter.


https://iecnorm.com/api/?name=4956a263e6d0eec13db512a9a92577e3

©1SO/IEC

5.3  Functions of the Transport Layer

5.3.1 Overview of functions

The functions in the Transport Layer are those necessary to
bridge the gap between the services available from the
Network Layer and those to be offered to the TS-users.

The functions in the Transport Layer are concerned with the
enhancement of quality of service, including aspects of cost

ISO/IEC 8073 : 1992 (E)

a) select the network service which best matches the
requirement of the TS-user taking into account charges
for various services (see 6.5);

b) decide whether to multiplex multiple transport
connections onto a single network connection only when
operating over CONS (see 6.5);

c¢) establish the optimum TPDU size (see 6.5);

d) select the functions that will be operational upon

optimization
These functlons are grouped below into those used at all
times during a transport connection and those concerned
with connection establishment, data transfer and release.
NOTE - This Intemational Standard does not include the following
functions which are under consideration for inclusion in future
editions of thig Intemational Standard:

a) encryption;

b) accouhting mechanisms;

c) statusrxchanges and monitoring of QOS;

d) blocking;

e) tempdrary release of network connections;

f) altemative checksum algorithm.

5.3.1.1 Functions used at all times

The following functions, depending upon the selected class
and optiong, are used at all times during-a transport
connection:

a) transmission of TPDUs (6.2 ahd 6.9);

b} multiplexing and demutltiplexing (see 6.15): A
function psed only whenvopérating over CONS to share
a single| network connection between two or more
transport connections;

c) error| detéctions (see 6.10, 6.13 and 6.17): A
function pséd to detect the loss, corruption, duplication,

53.1.3 Data transfer

entering the data transfer phase (see 8.5);
e) map transport addresses onto'rietWork addresses;

f) provide a means to distinguish betyveen two different
transport connections (seg 6.5);

g) transport of TS:user data (see 6.5)

h) exchangé values of Inactivity timerg (see 6.5).

Thel purpose of data transfer is tq permit duplex
transmission of TSDUs between the two TS-users
connected by the transport connection.| This purpose is
achieved by means of two-way simultaneous
communication and by the following functions, some of
which are used or not used in accordance with the result of
the selection performed in connection estdblishment.

a) concatenation and separation (se¢ 6.4): a function
used to collect several TPDUs into a s|ngle NSDU at the
sending transport entity and to separpte the TPDUs at
the receiving transport entity;

b) segmenting and reassembling (sep 6.3): a function
used to segment a single data TSDU into multiple
TPDUs at the sending transpor} entity and to
reassemble them into their origingl format at the
receiving transport entity;

c) splitting and recombining (see §.23): a function
allowing, only when operating er CONS, the
simultaneous use of two or more netwprk connections to
support the same transport connection|

misordering; or misdelivery of TPDUs;

d) error recovery (see 6.12, 6.14, 6.18, 6.19, 6.20, 6.21,
and 6.22): A function used to recover from detected and
signalled errors.

5.3.1.2 Connection establishment

The purpose of connection establishment is to establish a
transport connection between two TS-users. The following
functions of the transport layer during this phase match the
TS-users' requested quality of service with the services
offered by the network layer:

d) flow control (see 6.16): a function used to regulate
the flow of TPDUs between two transport entities on one
transport connection;

e) transport connection identification: a means to
uniquely identify a transport connection between the pair
of transport entities supporting the connection during the
lifetime of the transport connection;

f) expedited data (see 6.11): a function used to bypass
the flow control of normal data TPDU. Expedited data
TPDU flow is controlled by separate flow control;
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g) TSDU delimiting (see 6.3): a function used to
determine the beginning and ending of a TSDU.

53.14 Release

The purpose of release (see 6.7 and 6.8) is to provide
disconnection of the transport connection, regardless of the
current activity.

5.4 Classes and options when operating over CONS

© ISO/IEC

a) Type A: Network connection with acceptable
residual error rate (for example, not signalled by
disconnect or reset) and acceptable rate of signalled
errors.

b) Type B: Network connections with acceptable
residual error rate (for example, not signalled by
disconnect or reset) but unacceptable rate of signalled
errors.

¢) Type C: Network connections with unacceptable

5.4.1 GenelLI

The functions of the Transport Layer have been organized
into classes and|options.

A class defines|a set of functions. Options define those
functions within I class which may or may not be used.
]

This Internationgl Standard defines five classes of protocol:
a) class 0: gimple class;

b) class 1: basic error recovery class;

c) class 2: Lultiplexing class;

d) class 3: érror recovery and multiplexing class;

e) class 4: error detection and recovery class.

NOTES

1 Transport conrjections of classes 2, 3 and 4 may be.multiplexed
together onto the game network connection.

2 Classes 0 to 3/do not specify mechanisms to detect unsignalled
network transmissipn failures.

5.4.2 Negotjation

The use of clgsses and ‘options is negotiated during
connection esthblishment.) " The choice made by the
transport entitieq will depend upon

a) the TS-@isers' requirements expressed via T-

residual error rate.

It is assumed that each transport entity”is [aware of the
quality of service provided by particular network
connections.

5.4.4 Characteristics of class 0

Class 0 provides the simplest type of transport connection
and is fully compatible' with the CCITT Recommendation
T.70 for teletex terminals.

Class 0 has been designed to be used with type A network
connections,

545 Characteristics of class 1

Class 1 provides a basic transport connection with minimal
overheads. ‘

The main purpose of the class is to recover|from network
disconnect or reset.

Selection of this class is usually based on religbility criteria.
Class 1 has been designed to be used with type B network
connections.

5.4.6 Characteristics of class 2

5.4.6.1 General

Class 2 provides a way to multiplex sevgral transport
connections onto a single network connectiop. This class
has been designed to be used with typp A network
connections.

es;

b) the quality of the available network services;

c) the user required service versus cost ratio
acceptable to the TS-user.

543 Choice of network connection

The following list classifies network services in terms of
quality with respect to error behavior in relation to user
requirements; its main purpose is to provide a basis for the
decision regarding which class of transport protecol should
be used in conjunction with given network connection:

5.4.6.2 Use of explicit flow control

The objective is to provide flow control to help avoid
congestion at transport-connection-end-points and on the
network connection. Typical use is when traffic is heavy
and continuous, or when there is intensive multiplexing.
Use of flow control can optimize response times and
resource utilization.

5.4.6.3  Non-use of explicit flow control

The objective is to provide a basic transport connection with
minimal overheads suitable when explicit disconnection of
the transport connection is desirable. The option would
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typically be used for unsophisticated terminals, and when no
multiplexing onto network connections is required.
Expedited data is never available.

5.4.7 Characteristics of class 3

Class 3 provides the characteristics of class 2 plus the
ability to recover from network disconnect or reset.
Selection of this class is usually based upon reliability
criteria. Class 3 has been designed to be used with type B
network connections.

ISONEC 8073 : 1992 (E)

to be detected include: TPDU loss, TPDU delivery out of
sequence, TPDU duplication and TPDU corruption. These
errors may affect control TPDUs as well as data TPDUs.

NOTE - The transport entity is incapable of distinguishing between
failure of the network service and failure of the peer entity, except
optionally, by some local means, in the case of the failure of the
local interface to the network service (e.g., in the failure of the local

transceiver on a local area network).

There is no indication given to the transport entity about the
ability of the network entity to fulfili the service requirements
given in the- N-UNITDATA primitive. However, it can be a

5.4.8 haracteristics of class 4

Class 4 prpvides the characteristics of class 3, plus the
capability tp detect and recover from errors which occur as
a result of the low grade of service available from the NS-
provider. The kind of errors to be detected include: TPDU
loss, TPDUY delivery out of sequence, TPDU duplication and
TPDU corrpption. These errors may affect control TPDUs
as well as data TPDUs.

This class plso provides for increased throughput capability
and additiohal resilience against network failure.

Class 4 hag been designed to be used with type C network
connectionp.

6.5 Characteristics of class 4 transport protocol
when operating over CLNS

In operatign over a connectionless-mode network service
the class 4|transport procotol provides flow control between
communicating peer transport entities, the capability to
detect and|recover from errors which occur as a.result of a
low grade [of service available from the NS-provider, and
resilience from failure of the peer entity. Thekinds of error

local matler to make transport enillies aware of the

availability and characteristics (QOS)

f connectionless-

mode network services, as th@\ €orfesponding NSAP

associations, exist logically™by t

e nature of the

connectionless-mode network service and may be

recognized by network entities.

5.6 Model of the transport layer

A transpont enfity communicates with its TS-users through
one or moreCTFSAPs by means of the sgrvice primitives as
defined by the transport service definitipn (see ISO 8072).
Service primitives will cause or be the| result of transport
protocol data unit exchanges between|the peer transport

entities supporting a transport connecti

n. These protocol

exchanges are effected using the services of the Network
Layer as defined by the network senjice definition (see
ISO/IEC 8348) through one or more NSAPs.

Transport connection endpoints are
systems by an internal, impiemen
mechanism so that the TS-user and the
refer to each transport connection.

identified in end
ation dependent,
transport entity can

TSAP TSAP
Transport entity Transport entity
NSAP NSAP

NOTE - For the purposes of illustration, figure 2 shows only one TSAP and one NSAP for each transport entity. In certain
instances, more than one TSAP and/or more than one NSAP may be associated with a particular transport entity.

Figure 2 — Model of the transport layer
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Section two: Transport protocol specification

6 Elements of procedure

This clause contains elements of procedure which are used
in the specification of protocol classes in clauses 7 to 12.
These elements are not meaningful on their own.

During the resynchronization (see 6.14) and reassignment
after failure (see 6.12) procedures, the initiator may reassign
a transport connection to another network connection
joining the same NSAPSs, provided that it is the owner of the
network connecnon and that the transport connec‘uon is

The procedures define the transfer of TPDUs whose
structure and cading is specified in clause 13. Transport
entities shall accppt and respond to any TPDU received in a
valid NSDU arld may issue TPDUs initiating specific
elements of procpdure specified in this clause.

NOTE -~ Where nejwork service primitives, TPDUs and parameters
used are not significant for a particular element of procedure,
they have not been included in the specification.

6.1 Use of the network service

6.1.1 Assighment to network connection when
operating over CONS

This procedure|is used only when operating over the
connection-modg network service.

6.1.1.1 Purpose

The procedure is used in all clagses to assign transport
connections to ngétwork connections.

'6.1.1.2 Network service primitives

The procedure| uses the following \network service
primitives: :

a) N-CONNHCT;

b) N-DISCONNECT.

6.1.1.3 Procedure

nsport entity
may assign a transport connection to any-addifional network
connection joining the same NSAPS; provided that it is the
owner of the network connection-and that eith¢r the network
connection does hot have another transpoft connection
assigned to it; or multiplexing“is possible on the network
connection,

The transport entity._that did not initiate the assignment
becomes aware of the assignment when it recgives:

a) a- CR TPDU during the connection g¢stablishment
procedure (see 6.5); or

b).an RJ TPDU or a retransmitted CR ¢r DR TPDU
during the resynchronization (see| 6.14) and
reassignment after failure (see 6.12) proceflures; or

c) any TPDU when splitting (see 6.23) is Ysed.
NOTES

1 When a new network connection is created,|the quality of
service requested is a local matter, although it will normally be
related to the requirements of transport connection|(s) expected to
be assigned to it.

2 An existing network connection may also not be suitable if, for
example, the quality of service requested for| the transport
connection cannot be attained by using or enhancing the network
connection.

3 A network connection with no transport connectjon(s) assigned
to it, may be available after initial establishment, of because all of
the transport connections previously assigned t¢ it have been
released. Itis recommended that only the owner of fsuch a network

Each transport connection shall be assigned to a network
connection. The initiator may assign the transport
connection to an existing network connection of which it is
the owner or to a new network connection (see note 1)
which it creates for this purpose.

The initiator shall not assign or reassign the transport
connection to an existing network connection if the protocol
class(es) proposed for the class in use for the transport
connection are incompatible with the current usage of the
network connection with respect to multiplexing (see note
2).

10

TOMNec mmended that
it not be released |mmed|ately after the transmlsslon of the final
TPDU of a transport connection; either a DR TPDU in response to
CR TPDU or a DC TPDU in response to DR TPDU. An
appropriate delay will allow the TPDU concemed to reach the other
transport entity allowing the freeing of any resources associated
with the transport connection concemed.

4 After the failure of a network connection, transport connections
which were previously multiplexed together may be assigned to
different network connections, and vice versa.
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6.1.2 Transmission over CLNS

This procedure is used only when operating over the
connectionless-mode network service.

6.1.2.1 Purpose

The procedure is used to transmit TPDUs over the
connectionless-mode network service.

ISO/EC 8073 : 1992 (E)

TPDUs as NS-user data parameters of N-EXPEDITED
DATA primitives.

In all other cases, transport entities shall transmit and
receive TPDUs as NS-user data parameters of N-DATA
primitives.

When a TPDU is put into an NS-user data parameter, the
significance of the bits within an octet and the order of
octets within a TPDU shall be defined in 13.2.

NOTE - TPDUs may be concatenated (see 6.4).

6.1.2.2 Network service primmitives

The procedfire makes use of the following network service
primitive:

N-UNITDATA.

6.1.2.3 Procedure

Each TPDU shall be transmitted in a single invocation of
the connedtionless-mode network service, over a pre-
existing agsociation between a pair of NSAPs. The
association is considered by transport entities as
permanently established and available.

6.2 Transpont protocol data unit (TPDU) transfer

6.2.1 Purpose

The TPDU|[transfer procedure is used in all classes‘to
convey trarlsport protocol data units in user data fields of
network setyice primitives.

6.2.2 Nptwork service primitives

The prbced re uses the following netwotK service primitives
when operating over CONS:

a) N-DATA;
b) N-EXPEDITED DATA.

The procedure uses-the following network service primitive
when operating over CLNS:

6.3 Segmenting and reassembling

6.3.1 Purpose

The segmenting and reassembling procgdure is used in all
classes to map TSDUs onto TPDUs.

6.3.2 TPDU and‘Parameter Used

The procedure’ makes use of the follpwing TPDU and
parameter:

DT TPDU
— Endof TSDU.

6.3.3 Procedure

A transport entity shall map a TSDU|onto an ordered
sequence of one or more DT TPDUs. This sequence shall
not be interrupted by other DT TPDUs on the same
transport connection.

All DT TPDUs except the last DT TPQU in a sequence
greater than one shall have a length of|data greater than
zero.

NOTES

1 The EOT parameter of a DT TPDU indigates whether or not
there are subsequent DT TPDUs in the sequerce.

2 There is no requirement that the DT THDUs shall be of the
maximum length selected during connection establishment.

N-UNITDATA:

6.2.3 Procedure

The transport protocol data units (TPDUs) defined for the
protocol are listed in 4.2.

When operating over CLNS, the transport entities shall
transmit and receive all TPDUs as NS-user data parameters
of N-UNITDATA primitives.

When operating over CONS and when the network
expedited variant has been selected for class 1, the
transport entities shall transmit and receive ED and EA

6.4.1 Purpose

The procedure for concatenation and separation is used in
classes 1, 2, 3 and 4 to convey muiltiple TPDUs in one
NSDU.

6.4.2 Procedure

A transport entity may concatenate TPDUs from the same
or different transport connections, while maintaining the
order of TPDUs for a given transport connection compatible
with the protocol operation.

11
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A valid set of concatenated TPDUs may contain

a) any number of TPDUs from the following list: AK,
EA, RJ, ER, DC TPDUs, provided that these TPDUs
come from different transport connections;

b) no more than one TPDU from the following list: CR,
DR, CC, DT, ED TPDUs; if this TPDU is present, it shall
be placed last in the set of concatenated TPDUs.

A transport entity shall accept a valid set of concatenated

© ISONEC

~ CLASS and OPTIONS (i.e. preferred class, use
of extended format, non-use of explicit flow control in

class 2);

— calling TSAP-ID;

~ called TSAP-ID;

— TPDU size (proposed);

— preferred maximum TPDU size (p
-~ version number;

-~ protection parameter;

roposed);

TPDUs.
NOTES

1 The TPDUs
means of the len

2 The end of
termination of th

3 When opers

of transport col

ithin a concatenated set may be distinguished by
gth indicator parameter.

a TPDU containing data is indicated by the
b NSDU.

ting over CONS the number of concatenated

nections which are multiplexed together except

TPDUs referred io in 6.4.2.a) is bounded by the maximum number

during assignm
When operating
concatenated is

established bety
NSDU size.

6.5 Conned

6.5.1 Purg

The procedur
classes to cre

6.5.2

When operati
following netwq

N-DATA.

When operat
following netwq

t or reassignment.
over CLNS, the number of TPDUs that may be

bounded by the number of transport connactions
veen two NSAPs and/or the maximum available

tion establishment

ose

for connection establishment is used in all
te a new transport connection,

Network service primitives

ng over CONS, the /procedure uses the
rk service primitive:

ng over CLNS, the procedure uses the
rk(service primitive:

-~ checksum;

— additional option selection-{i.e.
expedited in class 1, use.of receipt

Lise of network
confirmation in

class 1, non-use of chacksum in ¢lass 4, use of

transport expedited data transfer
selective acknowledgement, us
acknowledgement);

— alternative'\protocol class(es);
— acknowledgement time;

— Inagtivity time;
—<cthroughput (proposed);

-/ residual error rate (proposed);
— priotity (proposed);

~ transit delay {proposed);

— reassignment time;

N-UNITDATA.

6.5.3

The procedure

TPDUs and parameters used

uses the following TPDUs and parameters:

a) CRTPDU
- CDT;
—~ DST-REF (set to zero);
— SRC-REF;

12

service, use of
g of request

- user data;

CC TPDU

- CDT;

-~ DST-REF;

- SRC-REF;

— CLASS and OPTIONS (selected);

— calling TSAP-ID;

-~ called TSAP-ID;

~ TPDU size (selected);

— the preferred maximum TPDU size (selected);
protection parameter,

-~ checksum;

- additional option selection (selected);

— acknowledgement time;

— Inactivity time;

— throughput (selected);

— residual error rate (selected);
— priority (selected);

— transit delay (selected);

- user data.
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6.5.4 Procedure for operating over CONS

A transport connection is established by means of one
transport entity (the initiator) transmitting a CR TPDU to the
other transport entity (the responder), which replies with a
CC TPDU.

Before sending the CR TPDU, the initiator assigns the
transport connection being created to one (or more if the
splitting procedure is being used) network connection(s). It
is this set of network connections over which the TPDUs are

ISO/IEC 8073 : 1992 (E)

the network connection. The range of references used
for transport connections, in a given transport entity, is a
local matter.

b) calling and called TSAP-IDs (optional): when either
network address unambiguously defines the transport
address this information may be omitted.

¢) initial credit: Only relevant for classes which include
the explicit flow control function.

d) user data: Not available if class O is the preferred

class{seethe note). Llp to 32 octets in other classes.

sent.

NOTE - Evgn if the initiator assigns the transport connection to
more than orfe network connection, all the CR TPDUs (if repeated)
or DR TPDU$ with DST-REF set to zero which are sent prior to the
receipt of tHe CC TPDU shall be sent on the same network
connection, unless an N-DISCONNECT indication is received.
(This is necegsary because the remote entity may not support class
4 and therefpre may not recognize splitting.) If the initiator has
made other pssignments, it will use them only after receipt of a
class 4 CC TPDU (see also the splitting procedure 6.23).

During thig exchange, all information and parameters
needed fol the transport entities to operate shall be
exchanged pr negotiated.

NOTE - Excépt in class 4, itis recommended that the initiator starts
an optional timer TST at the time the CR TPDU is sent. This timer
should be stgpped when the connection is considered as accepted
or refused offunsuccessful. [f the timer expires, the initiator should
reset or discgnnect the network connection, and in classes 1 and 3,
freeze the |reference (see 6.18). For all other transport
connection(g) multiplexed on the same network connection, the
procedures [for reset or disconnect as appropriate_should be
followed.

When an upexpected duplicated CR TPDU\js received (with
class 4 as greferred class) it shall be ignoted in classes 0, 1,
2, and 3 anfd a CC TPDU shall be returned in class 4.

After receifing the CC TPDU for.a class which inciudes the
procedure for retention untilhacknowledgement of TPDUs
the initiator|shall acknowledge the CC  TPDU as defined in
Table 5 (sep 6.13).

When the fetworkiexpedited variant of the expedited data
transter (s¢e_6,11) has been agreed (possible in class 1
only), the r¢sporider shall not send an ED TPDU before the

NOTE - If class O is a valid response”according to table 3,
inclusion of user data in the \CR TPDU may cause the
responding entity to refuse the-connection|(for example if it only
supports class 0).

e) acknowledgementtime: Only in class 4.
f) checksum parameter: Only in clags 4.

g) protection parameter: This pprameter and its
semantics are user defined.

h)yinactivity time: Only in class 4. [The inactivity time
parameter shall not be included in a|CC TPDU if it was
not present in the corresponding CR TPDU.

The following negotiations take place:

i) protocol class: The initiator shall propose a preferred
class and may propose any numper of alternative
classes which permit a valid respdnse as defined in
table 3. The initiator should assumeg when it sends the
CR TPDU that its preferred class wil| be agreed to, and
commence the procedures associated with that class,
except that if class O or class 1 is ah alternative class,
multiplexing shall not commence until a CC TPDU
selecting the use of classes 2, 3 or 4 has been received.

NOTE ~— This means, for example thal when the preferred
class includes resynchronization| (see 6.14) the
resynchronization will occur if a rese{ is signalled during
connection establishment.

The responder shall select one class$ defined in table 3
as a valid response corresponding to|the preferred class
and to the class(es), if any, containdd in the alternative

CCTPDU SN

The following information is exchanged:

a) references: [Each transport entity chooses a
reference to be used by the peer entity which is 16 bits
long and which is arbitrary under the following
restrictions:

1) it shall not already be in use nor frozen (see
6.18),

2) it shall not be zero.

This mechanism is symmetrical and provides
identification of the transport connection independent of

class parameter of the CR TPDU. It shall indicate the
selected class in the CC TPDU and shall follow the
procedures for the selected class.

If the preferred class is not selected, then on receipt of
the CC TPDU the initiator shall adjust its operation
according to the procedures of the selected class.
NOTES

1 The valid responses indicated in table 3 result from both
explicit negotiation, whereby each of the classes proposed is a
valid response, and implicit negotiation whereby

a) If class 3 or 4 is proposed then class 2 is valid response;

13
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Table 3 - Valid responses corresponding to the preferred class and
any alternative class proposed in the CR TPDU
™ Preferred
class Alternative class
0 1 2 3 4 none
0 not valid not valid not valid not valid not valid class 0
1 class 1 or0 class 1 or 0 not valid not valid not valid class 1 or 0
2 class 2 or 0 not valid class 2 not valid not valid class 2
3 class 3,20r0 class 3,2,10r0 class 3or2 class 3or2 not valid class 3or2
4 class 4,2 or 0 class 4,2,10r0 classd4or2 | class4,30r2 class 4 or 2 class 4 or2
b) if class 1 is proposed then class 0 is a valid responses. n) normal or extended format: Either normal or

2 Negotiatior!;rom class 2 to class 1 and from any class to an

higher-number

3 Redundant

k) TPDU siz
size for TPD
value or resp|
proposed valy
b).

NOTE - The
octets (see 13.9

m) preferre
parameter, m
accepted ma)
may proposed
the responde
smaller value,

NOTE - If this
including the

maximum TPD
entity does not
Therefore, it is

in the CR TPDU.

If the prefer
presentina G

class is not valid.

combinations are not a protoco! error.

- The initiator may propose a maximum
lUs, and the responder may accept this
pnd with any value between 128 and the
e in the set of values available (see 13.3.4

ength of the CR TPDU does not exceed 128
).

il maximum TPDU size: The value of thig
ultiplied by 128, yields the proposed.or
fimum TPDU size in octets. The initiator
a preferred maximum size for TPDUs and
may accept this value or respond with a

parameter is used in a CR.TPDU without also
TPDU size parameter; this will result in a
U size of 128 octets being selected if the remote
recognize the prefetred TPDU size parameter.
acommended.that both parameters be included

ed maximum TPDU size parameter is
R ZPPU the responder shall

either: ig

extended is available. . When extended

is used this

applies to CDT, TPDU-NR , ED-TPDU-NR, YR-TU-NR

and YR-EDTU-NR parameters.

p) checksum Selection: This defines wh
TPDUs of the connection are to include a ¢

q) quality of service parameters: .This
throughput, transit delay, priority and residy

ether or not
hecksum.

defines the
al error rate.

NOTE — The transport service defines trjnsit delay as

requiring a previously stated average TSDU siz

any specification. This protocol as specified.in

a value at 128 octets. Conversion to and from
based upon some other value is a local matter.

as a basis for
13.3.4 p), uses
specifications

r} the non-use of explicit flow control in class 2.

s) the use of network receipt confirmation
expedited when class 1 is to be used.

t) use of expedited data transfer service
both TS-users to negotiate the use or ng

and network

This allows
n-use of the

expedited data transport service as ddfined in the

transport service (see ISO 8072).

u) the use of selective acknowledgement
the transport entities to decide whe
procedures that allow acknowledgement ¢
that are received out-of-sequence (only in ¢

hotre—the § ¢ i FPBY-si
pIUIUIIUU TTIGARTIUTTT T F U OlaT

parameter and follow TPDU size negotiation as

defined in

or: use

6.5.4 k);
the preferred maximum TPDU size

parameter to determine the maximum TPDU size

requested

by the initiator and ignore the TPDU size

parameter. In this case the responder shall use the
preferred maximum TPDU size parameter in the CC
TPDU and shall not include the TPDU size
parameter in the CC TPDU.

if the preferred maximum TPDU size parameter is not
present in the CR TPDU it shall not be included in the

correspondin
negotiation is

14

g CC TPDU. In this case TPDU size
as defined in 6.5.4 k).

v) the use of request acknowledgement:

This allows
her to use
f DT TPDUs
lass 4).

This allows

both transport entities to negotiate the use or non-use of

the request acknowledgement facility
6.13.4.2 (only in classes 1, 3, 4).

specified in

The following information.is sent only in the CR TPDU:

w) version number:

This defines the version of the

transport protocol standard used for this connection.

X) reassignment time parameter:

This indicates the

time for which the initiator will persist in following the

reassignment after failure procedure.
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The negotiation rules for the options are such that the
initiator may propose either to use or not to use the option.
The responder may either accept the proposed choice or
select an alternative choice as defined in table 4.

When a parameter [which is valid for the proposed
class(es)] is absent and a default value is defined in this
International Standard, this is equivalent to the presence of
the parameter with the default value.

In class 2, whenever a transport entity requests or agrees to

ISONIEC 8073 : 1992 (E)

parameters needed for the transport entities to operate shall
be exchanged or negotiated. When an unexpected
duplicated CR TPDU is received (with class 4 as preferred
class) a CC TPDU shall be returned.

After receiving the CC TPDU, the initiator shall
acknowledge the CC TPDU as defined in table 5 (see
6.13).

The following information is exchanged:

a) references: [Each transport entity chooses a

the transpotf expedited data transfer service or to the use of
extended formats, it shall also request or agree
(respectively) to the use of explicit flow control.
Table 4 4 Negotiation of options during connection
establishment
Proposal Valid selection
Option made by the by the
initiator responder
Transport expedited data
transfer service Yes Yes or No
(classes 1, 2} 3, 4 only) No No
Use of receipt confirmation Yes Yes or No
(class 1 only| No No
Use of the ngtwork
expedited Yes Yes or No
variant (clas$ 1 only) No No
Non-use of dghecksum Yes Yes or No
(class 4 only] No No
Non-use of dxplicit flow
control Yes Yes or No
(class 2 only No No
Use of extended format Yes Yes or No
(classes 2, 34 only) No No
Use of seleclive Yes Yes or No
acknowledg@ment (class 4 No No
only)
Use of requgst Yes Yes or No
acknowledgement (classes No No
1, 3, 4 only)

NOTE - Table 4.defines the procedures for negotiation of options.

reference to be used by the peer enfity which is 16-bits
long and which is arbitrary ~under the following
restrictions:

1) it shall not already be in usg nor frozen (see
6.18).

2) it shall not be zero.

identification—of ‘the transport conngction itself. The
range of references used for transport connections, in a
given transport entity, is a local matter|

This mechanism is symmetric? and provides

b){called and calling TSAP-IDs (optiopal): Indicates the
calling and called transport service acgess points. When
either the network address unambigliously defines the
transport address, this information may be omitted.

¢) initial credit.

d) user data: up to 32 octets.
e) acknowledgment time.

f) checksurﬁ parameter.

g) protection parameter: This parameter and its
semantics are user defined.

h) inactivity time: The inactivity time parameter shall
not be included in a CC TPDU if it wag not present in the
corresponding CR TPDU.

j). protocol class: Class 4 is the only| valid value for the
preferred protocol class proposed by %‘xe initiator, and for
the class selected by the responddr. An alternative
class is not permitted.

This negotiation has been desighed such that if the initiator
proposes the mandatory implementation option specified in clause
14, the responder has to accept use of this option over the transport
connection except for the use of the transport expedited data
transfer service which may be rejected by the TS-user. If the
initiator proposes a non-mandatory implementation option, the
responder is entitled to select use of the mandatory implementation
option for use over the transport connection.

6.5.5 Procedure for operating over CLNS

A transport connection is established by means of one
transport entity (the initiator) transmitting a CR TPDU to the
other transport entity (the responder), which replies with a
CC TPDU. During this exchange, ail information and

The following negotiations take place:

k) TPDU size: The initiator may propose a maximum
size for TPDUs in the set of values available [see 13.3.4
b)]. This value may be limited by the maximum available
NSDU size if known, and cannot exceed the maximum
NSDU size for connectionless-mode network service as
defined in ISO/IEC 8348. The responder may accept
this value or respond with any value between 128 and
the proposed value in the set of values available [see
13.3.4 b)].

NOTES

15
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1 The length of the CR TPDU does not exceed 128 octets
(see 13.3).

2 The transpott entities may have knowledge, by some local
means, of the maximum available NSDU size.

m) preferred maximum TPDU size: The value of this
parameter, multiplied by 128, yields the proposed or
accepted maximum TPDU size in octets. The initiator
may propose a preferred maximum size for TPDUs and
the responder may accept this value or respond with a
smaller value,

© ISO/IEC

t) the use of request acknowledgement: This allows
both transport entities to negotiate the use or non-use of
the request acknowledgement facility specified in
6.13.4.2.

The following information is sent only in the CR TPDU:

u) version number: This defines the version .of the
transport protocol standard used for this connection.

6.6  Connection refusal

NOTE - If this|parameter is used in a CR TPDU without also

6.6.1 Purpose

including the

maximum TPD
entity does not
Therefore, it is

in the CR TPDVY.

If the prefer
present in a @

either: ig
paramete
defined in

or: use
paramete
requested

parameter.

TPDU size parameter, this will result in a
 size of 128 octets being selected if the remoté
recognize the preferred TPDU size parameter.
fecommended that both parameters be included

red maximum TPDU size parameter is
R TPDU the responder shall

nore the preferred maximum TPDU size
I and follow TPDU size negotiation as
6.5.5 k);

the preferred maximum TPDU size
to determine the maximum TPDU size
by the initiator and ignore the TPDU size

In this case the responder shall use the

preferred
TPDU a

maximum TPDU size parameter in the CC
d shall not include the TPDU size

parametef in the CC TPDU.

If the preferred maximum TPDU size parameter is_not
present in the¢ CR TPDU it shall not be included:in’the

correspondi

CC TPDU. in this case TPDU size

negotiation is|as defined in 6.5.5 k).

n) normal of extended format:

extended is
applies to CD
and YR-EDTU

p) checksum
TPDUs of the

q) quality of

Either normal or
vailable. When extended is used this
T, TPDU-NR, ED-TPDU-NR, YR-TU-NR
-NR parameters.

selection:</This defines whether or not
connection are to include a checksum.

service parameters: This defines the

throughput, transitdelay, priority and residual error rate.

The connection refusal procedure s used i
when a transport entity refuses a‘transport g
response to a CR TPDU.

6.6.2 TPDUs and parameters used

h all classes
onnection in

The procedure usgsthe follow TPDUs and parameters:

a) DR TPDU
- SRC-REF;
-~ reason;

— user data;

b) ERTPDU
— reject cause;
— invalid TPDU.

6.6.3 Procedure

If a transport connection cannot be accepted, t
shall respond to the CR TPDU with a DR
reason shall indicate why the connection was
The source reference field in the DR TPDU s
zero to indicate an unassigned reference.

If a DR TPDU is received the initiator sha
connection as released.

e responder
PDU. The
ot accepted.
all be set to

|l regard the

The responder shall respond to an invalid ¢R TPDU by
sending-anERor DR TRPDU. If an ER TPDI s received in

NOTE -- The transport service defines transit delay as requiring
a previously stated average TSDU size as a basis for any
specification. This protocol as specified in 13.3.4 p), uses a
value at 128 octets. Conversion to and from specifications
based upon some other value is a local matter.

r) use of expedited data transfer service: This allows
both TS-users to negotiate the use or non-use of the
expedited data transport service as defined in the
transport service (ISO 8072).

s) the use of selective acknowledgement: This allows
the transport entities to decide whether to use
procedures that allow acknowledgement of DT TPDUs
that are received out-of-sequence.

16

7
response to a CR TPDU, the initiator shall regard the
connection as released.

NOTES

1 When the invalid CR TPDU can be identified as having class 0
as the preferred class, it is recommended to respond with an ER
TPDU. For all other invalid CR TPDUs either an ER TPDU or DR
TPDU may be sent.

2 If the optional supervisory timer TS71 has been set for this
connection then the initiator should stop the timer on receipt of the
DR or ER TPDU.

3 It is a local matter whether the initiator releases the network
connection if no transport connections are now assigned to it.
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6.7 Normal release
6.7.1 Normal release when operating over CONS

6.7.1.1 Purpose

The release procedure is used by a transport entity in order
to terminate a transport connection. The implicit variant is
used only in class 0. The explicit variant is used in classes
1,2,3and 4.

ISO/IEC 8073 : 1992 (E)

2) discard all subsequently received TPDUs other

than a DR or DC TPDU;

3) consider the transport connection released on

receipt of a DR or DC TPDU;

b) If a} is not applicable and if there is an outstanding

CR TPDU, it shall

1) for classes other than class 4 wait for the
acknowledgement of the outstanding CR TPDU; if it
receives a CC TPDU, is shall follow the procedures

in 6.7.1.5.a).

NOTES
1 When the implicit variant is used (i.e. in class 0), the lifetime of
the transport|connection is directly correlated with the lifetime of the
network conrjection.

2 The use pf the explicit variant of the release procedure enables

the transpoft connection to be released independently of the
underlying nétwork connection.

6.7.1.2 Network service primitives

The procedure uses the following network service
primitives:

a) N-D[SCONNECT,

b) N-DATA.

6.7.13 TPDUs and parameters used
The procedure uses the following TPDUs and parameters

a) DR PDU
— feason;

ser data;
RC-REF;
ST-REF;

b) DC [PDU.

6.7.1.4 Procedure for implicit variant

2) tor class 4 either send a DR

TPDU with a zero

value in the DST-REF field of-follgw the procedure in
6.7.1.5.b)1. In the former case\ﬂsnher receipt of a
il

CC TPDU specifying class 4 will
of CC TPDU with anéther class

ignored. Receipt
| be processed as

follows: If the class\is 0 the netwqrk connection shall
be disconnected, otherwise a OR TPDU with the

DST-REF field\sét to the value of
of the received CC TPDU shal

the SRC-REF field
be sent and the

release procedure of the class is qontinued.

A transport entity that receives a DR TPDU shalll

¢).df it has previously sent a DR T,
transport connection, consider the tr
released;

PDU for the same
hnsport connection

d) If it has previously sent a CR TPDU that has not
been acknowledged by a CC TPDU, consider the

connection refused (see 6.6),

if the SRC-REF is not zero a DC TPDU shall be sent

using the SRC-REF as the DST-REF|

NOTE ~ In this case the DR has been as

its SRC-REF field (see 6.9.1.4 and 6.9.2.4).

e) if ¢) and d) are not applicable, se
consider the transport connection
received DR has the DST-REF field
DC with SRC-REF set to zero shall
of the local reference.

NOTE - If the entity receiving such a DR
decided to negotiate down the class,
entitled to consider such a DR TPDU a:

tociated regardless of

nd a DC TPDU and
released. If the
set to zero, then a
be sent, regardless

TPDU has previously
this entity is always
b spurious.  Since no
brt connection is not

association has been made the transp

in the implicit variant either transport entity disconnects a
transport connection by disconnecting the network
connection to which it is assigned. When a transport entity
receives an N-DISCONNECT this should be considered as
the release of the transport connection.

6.7.1.5 Procedure for explicit variant

When the release of a transport connection is to be initiated,
a transport entity

a) if it has previously sent or received a CC TPDU (see
note 1) shall

1) senda DR TPDU;

NOTES

C TPDU, when sent,

Totoased at the TespondsT side but the €
will be answered by a DR TPDU (spurious CC TPDU).

This requirement ensures that the transport entity is aware of

the remote reference for the transport connection.

2 When the transport connection is considered as released the
local reference is either available for re-use or is frozen (see 6.18).

3 After the release of a transport connection the network

connection can be released or retained to enable its re-use for the
assignment of other transport connections (see 6.1.1).

17
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4 Except in class 4, it is recommended that, if a transport entity
does not receive acknowledgement of a DR TPDU within time TS2,
it should either reset or disconnect the network connection, and
freeze the reference when appropriate (see 6.18). For all other
transport connection(s) multiplexed on this network connection the
procedures for reset or disconnect as appropriate should be
followed.

5 When a transport entity is waiting for a CC TPDU before
sending a DR TPDU and the network connection is reset or
released, it should consider the transport connection released and,
in classes other than classes 0 and 2, freeze the reference (see

© ISO/IEC

expiration of the CR TPDU retransmission counter, which forces the
DR TPDU to be sent.

A transport entity which receives a DR TPDU shall

a) consider the transport connection to be released if it
has previously sent a DR TPDU for that connection;

b) consider the transport connection to be refused (see
6.6) if it has previously sent a CR TPDU for that
connection and no CC TPDU has been received in
acknowledgment;

6.18).
6.7.2 Normal release when operating over CLNS

6.7.2.1 Purpgse

The release procg¢dure is used by a transport entity in order
to terminate a trapsport connection.

6.7.2.2 Netwprk service primitives

The procedures makes use of the following network service
primitive:

N-UNITDATA.
6.7.23 TPDUs and parameters used
The procedure uses the following TPDUs and parameters:

a) DR TPDU

reason

user data;
SRC-REF;
DST-REF;

b) DC TPDU,

6.7.2.4 Procédure

When the releasd of a'transport connection is to be initiated, TS-users.
a transport entity|shali’'send a DR TPDU and shali discard
all subsequently i i - indication:

TPDU.

On the receipt of a DR or a DC TPDU, it shall consider the
transport connection to be released and the local reference
shall be frozen (see 6.18). lf a CC TPDU has been
previously sent or received by the transport connection,
then the remote reterence is known and shall be used for
the DST-REF in the DR TPDU to be sent. If the remote
reference is not known, then the DST-REF in the DR TPDU
may be set to zero, or the entity may wait until a CC TPDU
is received before sending the DR TPDU.

NOTE - In case that the entity dacides to wait for the arrival of the

CC TPDU for the connection, deadlock could result from a CC
TPDU that never arrives. Such a deadlock is prevented by the

18

c¢) consider the transport connection to-be feleased and
send a DC TPDU in all other cases.(lf the|received DR
TPDU has the DST-REF field set to zerq, then a DC
TPDU with SRC-REF set to zeroyshall be|sent, regard
less of the local reference.

6.8 Error release when operating over CQNS

6.8.1 Purpose

This procedure.is.used only in classes 0 and 4 to release a
transport connection on the receipt of an N-D|[SCONNECT
or N-RESET indication. _

6.8.2 Network service primitives

The procedure uses the following service primitives:
a) N-DISCONNECT request;
b) N-DISCONNECT indication;
¢) N-RESET indication;
d) N-RESET response.

6.8.3 Procedure

When, on the network connection to which a transport
connection is assigned, an N-DISCONNECT jor N-RESET
indication is received, both transport entities shall consider
that the transport connection is released and $o inform the

—~ in class 0, an N-DISCONNECT request shall be
issued;

-~ inclass 2, it is a local choice to issue an N-RESET
response or an N-DISCONNECT request; one of these
primitives shall be issued. However, if the Network
Connection has other Transport Connections of a
different class assigned to it, the error recovery
procedure of that class shall be used to determine which
primitive is issued.
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6.9 Association of TPDUs with transport connections

6.9.1 Association of TPDUs with transport
connections when operating over CONS

6.9.1.1 Purpose

This procedure is used in all classes to interpret a received
NSDU as TPDU(s) and, if possible, to associate each such
TPDU with a transport connection.

ISO/IEC 8073 : 1992 (E)

assigned to this network connection (if any), apply
the procedures defined for handling of network
signalled reset or disconnect.

If the NSDU can be decoded and is not corrupted, the
transport entity shall

a) if the network connection on which the NSDU was
received has a class 0 transport connection assigned to
it, consider the NSDU as forming one TPDU and
associate the TPDU with the transport connection (see
6.9.1.4.2);

6.9.1.2 Network service primitives

The procegdure uses the following network service
primitives:

a) N-DATA indication;

b) N-EXPEDITED DATA indication;
¢) N-RESET request;

d) N-DISCONNECT request.

6.9.13 TPDUs and parameters used

The procedpire uses the following TPDUs and parameters:

a) any PDU except CR TPDU, DT TPDU in classes 0
or 1 and AK TPDU in class 1

- DOST-REF;

b} CR, CC, DR and DC TPDUs
— S§RC-REF;

¢) DT T|PDU in classes 0 or 1.and AK TPDU in class 1.

6.9.1.4 Procedures

6.9.1.4.1 ldentification of TPDUs

decoded (i.e. does not contain one or more correct TPDUs)

If the recqived NSDU or expedited NSDU cannot be
or is corr}pted (i.e. contains a TPDU with a wrong

b) otherwise, invoke the separation ;I)rocedures and for
each of the individual TPDUs in the ¢rder in which they
appear in the NSDU apply ithe’ progedure defined in
6.9.1.4.2,

6.9.1.4.2 Associationof individual TPDU

If the received TPDU,is a CR TPDU, then if the SRC-REF
parameter and-the remote NSAP indicate an existing
transport connection at that receiving entity, then the CR
TPDU is, associated with that trangport connection,
otherwise-jt is processed as requesting the creation of a
new transport connection.

If\the received TPDU is a DT TPDU|and the network
connection has no TC assigned to it, and the DT TPDU is a
class 0 or class 1 TPDU (as recognized By the absence of a
DST-REF field), then the TPDU should b ignored.

Otherwise, the DST-REF parameter of the TPDU is used to
identify the transport connection. The fpllowing cases are
distinguished:

a) If the DST-REF is not allocated to a transport
connection then no association |with a transport
connection is made and there are thrde cases:

1) If the TPDU is a CC TPDU the transport entity
shall respond on the same network connection with a
DR TPDU. The SRC-REF of the|DR TPDU may be
either 0 or the DST-REF from|the received CC
TPDU;

2) if the TPDU is a DR TPDU the transport entity
shall respond on the same network connection with a
DC TPDU; except in the case that the DR is carrying
a SRC-REF set to zero, then no PC TPDU shall be

sent, ot in the case where the transport entity only

checksum) then the transport entity shall

a) if the network connection on which the error is
detected has a class 0 or 1 transport connection
assigned to it, treat as a protocol error (see 6.22) for that
transport connection;

b) otherwise:

1) if the NSDU can be decoded but contains
corrupted TPDUs, discard the TPDUs (class 4 only)
and optionally apply 6.9.1.4.1 b)2);

. 2) if the NSDU cannot be decoded issue an N-
RESET or N-DISCONNECT request for the network
connection and for all the transport connections

supports class 0 then the network connection shall
be disconnected;

3) If the TPDU is neither a CC or DR it shall be
discarded;

b) If the DST-REF is allocated to a transport
connection, but the TPDU is received on a network
connection to which this connection has not been
assigned then there are four cases:

1) if the transport connection is of class 4 and if the
TPDU is received on a network connection with the
same pair of NSAPs as that of the CR TPDU then
the TPDU is associated with this transport

19
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connection and considered as performing
assignment;

2) if the transport connection is not assigned to any
network connection (waiting for reassignment after
failure) and if the TPDU is received on a network
connection with the same pair of NSAPs as that of
the CR TPDU then the association with that transport
connection is made, except in the case of DC, DR
and CC TPDUs which are respectively described in
6.9.1.4.2 ¢), d), e);

3) Inclasses 1 and 3,itis aIso possuble to recelve a
TPDU pprormin saeSigRmen

ly to all transport connections assigned to
etwork connection the procedure for
processing ' a received N-DISCONNECT

4) othervwise, the TPDU is considered as having a
DST-REH not allocated to a transport connection
[case a)};

c) If the TPDU is a DC TPDU then it is associated with
the transpont connection to which the DST-REF-is
allocated, unless the SRC-REF is not the expected-one,
in which casg the DC TPDU is discarded.

d) if the TPQU is a DR TPDU then there ‘aré four cases:

1) if the |SRC-REF is not as expected then a DC
TPDU with DST-REF equal tothe SRC-REF of the
received DR TPDU is sent(back and no association
is made, except that in the ¢ase where the transport
entity only supports class 0 and cannot transmit a
DC TPDU, it disconnects the network connection
instead of|transmitting a DC TPDU;

2) if a CR TPDU is unacknowledged then the DR
TPDU is ssomated wnh the transpon connectlon
regardles 2 f

3) if the transport entity implements class 4 and if
the DST-REF is zero and there is an
unacknowledged CC TPDU or T-CONNECT
RESPONSE is awaited, then the DR TPDU shall be
associated with the transport connection holding the
SRC-REF as the remote reference;

4) otherwise, the DR TPDU is associated with the
transport connection identified by the DST-REF
parameter;

e) if the TPDU is a CC TPDU whose DST-REF
parameter identifies an open connection (one for which
a CC TPDU has been previously received), and the
SRC-REF in the CC TPDU does not match the remote
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reference, then a DR TPDU is sent back with DST-REF
equal to the SRC-REF of the received CC TPDU and no
association is made.

f) if none of the above cases apply then the TPDU is
associated with the transport connection identified by the
DST-REF parameter.

6.9.2 Association of TPDUs with transport
connections when operating over CLNS

5.9.2.1 Dnrpnen

This procedure is used to interpret a eceivied NSDU as
TPDU(s) and, if possible, to associate each suph TPDU with
a transport connection.

6.9.2.2 Network service primitives

This procedure makes use-of the following ngtwork service
primitive:

N-UNITDATA.

6.9.2.3 TPDUs and parameters used

This procedure makes use of the following| TPDUs and
parameters:

a) all TPDUs except CR TPDU;
- DST-REF;
b) CR, CC, DR and DC TPDUs;

- SRC-REF.
6.9.2.4 Procedures

6.9.2.4.1 Identification of TPDUs

If the received NSDU cannot be decoded (|.e., does not
contain one or more correct TPDUs) or is cprrupted (i.e.,
contains a TPDU with a wrong checksym) then the
transport entity shall ignore (discard) the TPDUs. If the
NSDU can be decoded and is not corrupted the transport

in : : and for each
of the md|V|dual TPDUs in the order in which they appear in
the NSDU apply the procedure in 6.9.2.4.2.

6.9.2.4.2 Association of individual TPDUs

Association of areceived TPDU with a transport connection
is generally performed by attempting to match the DST-REF
in the received TPDU and the NSAP pair over which it was
received with those of an existing transport connection.
There are three exceptions to this general procedure: when
the received TPDU is a CR TPDU, the SRC-REF is used
instead of the DST-REF; when the received TPDU is either
a DR or a DC TPDU, the SRC-REF is used in addition to
the DST-REF; and when the received TPDU is a CC TPDU,
whose DST-REF parameter identifies an open connection
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(one for which a CC TPDU has been previously received),
then the SRC-REF is used in addition to the DST-REF.

The following actions shall be taken in consequence to the
inability to match the TPDU to an existing transport
connection:

a) for a CR TPDU, a new transport connection shall be
created.

b) foraCC TPDU, aDR TPDU shall be sent using the
SRC-REF and DST REF from the recelved CC TPDU

a DR TPDU, there are four cases:
a CR TPDU is unacknowledged for the

the CR TPDU for the connection identified by
DST-REF of thehas DRbeen

asspciated with that transport connection.

4) iIn all other situations, the DR _TPDU is
asspciated with the transport connectioh.identified by
the PST-REF of the DR TPDU.

d) Forlall other TPDU types, the TRDU is discarded.
6.10 Datd TPDU numbering

6.16.1 Purpose

Data TPDU numbering is used in classes 1, 2 (except when
the non-usp of explicit flow control option is selected), 3 and
4. Its purpose is to enable the use of recovery, flow control
and reseqyencing functions.

ISONEC 8073 : 1992 (E)

allocate a sequence number one greater than the previous
ohe.

When a DT TPDU is retransmitted, the TPDU-NR parameter
shall have the same value as in the first transmission of that
DT TPDU

Modulo 27 arithmetic shall be used when normal formats
have been selected and modulo 237 arithmetic shall be used
when extended formats have been selected. In this
international Standard the relationships "greater than" and
"less than" apply to a set of contiguous TPDU numbers
) ilus and whose stamng
and flnlshlng numbers are known THe term "less than"
means "occurring sooner in the window|sequence" and the
term "greater than" means "occlrting later in the window
sequence".

6.11 Expedited data transfer

6.11.1  Expedited data transfer when operating over
CONS ‘

TPDU
6.11.1.1 Purpose

Expedited data transfer procedures afe selected during
connection establishment. The network|nhormal data variant
may be used in classes 1, 2, 3 and 4. The network
expedited variant is only used in class 1.

6.11.1.2  Network service primitives

The procedure uses the following| network service
primitives:

a) N-DATA;
b) N-EXPEDITED DATA.

6.11.1.3  TPDUs and parameters usefd
The procedure uses the following TPDUs and parameters:

a) ED TPDU
— ED TPDU-NR;

b) EATPDU

6.10.2 TPDUs and parameters used

The procedure uses the following TPDU and parameter:

DT TPDU
- TPDU-NR.
6.10.3 Procedure

A transport entity shall allocate the sequence number zero
to the TPDU-NR of the first DT TPDU which it transmits for
a transport connection. For subsequent DT TPDUs sent on
the same transport connection, the transport entity shall

~ YR-EDTU-NR.

6.11.1.4 Procedures

The TS-user data parameter of each T-EXPEDITED DATA
request shall be conveyed as the data field of an Expedited
Data (ED) TPDU.

Each ED TPDU received shall be acknowledged by an
Expedited Acknowledge (EA) TPDU.

No more than one ED TPDU shall remain unacknowledged
at any time for each direction of a transport connection.
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An ED TPDU with a zero length data field shall be treated
as a protocol error.

NOTES

1 The network normal data varant is used, except when the
network expedited variant (available in class 1 only), has been
agreed, in which case ED and EA TPDUs are conveyed in the data
fields of N-EXPEDITED DATA primitives (see 6.2.3).

2 No TPDU can be transmitted using the network expedited

© ISO/IEC

6.12 Reassignment after failure when operating over
CONS

6.12.1  Purpose

The reassignment after failure procedure is used in classes
1 and 3 to commence recovery from an NS-provider
signalled disconnect.

6.12.2 Network service primitives

variant until the CCJIEDlLbammas.ar.kmMmigad._m.pmanuha
network expedited yariant from overtaking the CC TPDU.

6.11.2 Expedited data transfer when operating over
CLNS

6.11.2.1 Purppse

Expedited data jransfer procedures are selected during
connection establishment.

6.11.2.2  Netwprk service primitives

The procedure makes use of the following network service
primitive:

N-UNITDATA

6.11.23  TPDUs and parameters used

The procedure makes use of the following TPDUs and
parameters:

a) ED TPDU;
- ED TPPU-NR;

b) EATPDU;
— YR-ED[TU-NR.

6.11.24 Procédures

request shall be ¢onveyéd as the data field of an Expedited

The TS-user data parameter of each T-EXPEDITED DATA
Data (ED) TPDU1

The procedure uses the following network service primitive:

N-DISCONNECT indication

6.12.3 Procedure

When an N-DISCONNECT -indication is recgived for the
network connection to ‘which a transport cpnnection is
assigned, the initiator) shall apply one of the following
alternatives:

a) if the’TTR timer has not already run oyt and no DR
TPDUris tetained

1) assign the transport connection tp a different
network connection (see 6.1.1) and gtart its TTR
timer if not already started

2) while waiting for the completion of agsignment if

— an N-DISCONNECT indication [is received,
repeat the procedure from 6.12.3.a);

— the TTR timer expires, begiq procedure
6.12.3 b); ‘

3) when reassignment is complete pérform active
resynchronization by executing thg procedure
described in 6.14.4.1, and, if 6.14.4.1|b) has been
petformed, wait for the next event as follows:

~ if a valid TPDU is received as the] result of the
resynchronization, stop the TTR timer| or

— if TTR runs out, wait for the next eVent, or

~ if an N-DISCONNECT indication| is received,
begin either procedure 6.12.3 a) pr 6.12.3 b)

Each ED TPDU received shall be acknowledged by an
Expedited Acknowledge (EA) TPDU.

No more than one ED TPDU shall remain unacknowledged
at any time for each direction of a transport connection.

An ED TPDU with a zero length data field shall be treated
as a protocol error (see 6.22).
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depending on the T TH timer.

NOTE — After TTR expires and while waiting for the next
event, it is recommended that the initiator set a timer with a
value equal to TWR. If this timer expires before the next
event, the initiator should begin the procedure in 6.12.3 b).

b) If the TTR timer has run out, consider the transport
connection as released and freeze the reference (see
6.18);

c) if a DR TPDU is retained and the TTR timer has not
run out, then follow the actions in either 6.12.3.a) or
6.12.3.b).
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The responder shall start its TWR timer if not already
started. The arrival of the first TPDU related to the transport
connection (because of resynchronization by the initiator)
completes the reassignment after failure procedure. The
TWR timer is stopped and the responder shall continue with
resynchronization (see 6.14). If reassignment does not take
place within this time, the transport connection is considered
released and the reference is frozen (see 6.18).

6.124 Timers

er is used by the initiator. Its value shall not
exceed 2 myn minus the sum of the maximum disconnect
propagation| delay and the maximum transit delay of the
network cornections (see note 1). The value for the TTR
timer may b¢ indicated in the CR TPDU.

The TWR [timer is used by the responder. If the
reassignment time parameter is present in the CR TPDU,
the TWR timer value shall be greater than the sum of the
TTR timer pjus the maximum disconnect propagation delay
plus the maximum transit delay of the network connections.

If the reassignment time parameter is not present in the GR
TPDU, a default value of 2 min shall be used for the @WWR
timer.

NOTES
1 Provided that the required quality of service is met, TTR may be
set to zero (i.9. no reassignment). This may be done, for example,

if the rate of NS-provider generated disconnects is very low.

2 Inclusion
allows the re

bf the reassignment’time parameter in the CR TPDU
ponder to use a TWRVvalue of less than 2 min.

3 If the optignal TS1 and\TS2 timers are tised, it is recommended
a) to stop TS1orTS2 if running when TTR or TWR is started;

b) to restart.TS1 or TS2 if necessary when the corresponding

ISONIEC 8073 : 1992 (E)

The confirmation of receipt variant is used only in class 1
when it has been agreed during connection establishment
(see the note).

The AK variant is used in classes 3 and 4 and also in class
1 when the confirmation of receipt variant has not been
agreed during connection establishment. In addition, in
Class 4, the option of using selective acknowledgement
may be agreed to during connection establishment.

The request acknowledgement procedure is selected during

ORA be-used in classes 3 and
4 and in class 1 when the conflrmatlon of receipt variant
has not been agreed during conngction [establishment. 1t
allows a transport entity to request’ ackihowledgement of
retained DT TPDUs by setting.the ROA parameter in a
transmitted DT TPDU.

NOTE - Use of the confirmation of receipt vaffant depends on the
availability of the network layer receipt confirmation service and the
expected cost reduction.

6.13.2 Network service primitives

When/operating over CONS, the profedure uses: the
following network service primitives:

a) N-DATA;
b) N-DATA ACKNOWLEDGE.

When operating over CLNS, the protedure uses the
following network service primitive:

N-UNITDATA.

6.13.3 TPDUs and parameters used
The procedure uses the following TPDUs pnd parameters:
a) CR, CC, DR and DC TPDUs;

b) AKTPDU
~ YR-TU-NR
~ selective acknowledgement patameters;

TPDU (CR TPDU or DR TPDU respectively) is repeated;

c) to select for TS1 and TS2 values greater than TTR.
6.13 Retention and acknowledgement of TPDUs

6.13.1  Purpose

The retention and acknowledgement of TPDUs procedure is
used in classes 1, 3 and 4 to enable and minimize
retransmission after possible loss of TPDUs.

o R+ TPBY

— YR-TU-NR;

d) DT TPDU
- TPDU-NR;

e) ED TPDU
- ED-TPDU-NR;

fy EATPDU
— YR-EDTU-NR.
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6.13.4 | d b) on receipt of an AK TPDU containing selective
13.4  Procedures acknowledgement parameter(s) shall discard the DT
TPDUs specified.
6.13.4.1  Retention until acknowledgement of TPDUs ‘
NOTES (Notes 1 to 3 only apply when operating over CONS)
Copies of the following TPDUs shall be retained upon

transmission to permit their later retransmission: 1 ltis a local matter for each transport entity to decide which N-
DATA requests should have the confirmation request parameter
CR, CC, DR, DT and ED TPDUs set. This decision will normally be related to the amount of storage

available for retained copies of the DT TPDUs.

except in the following case: if a DR TPDU. is sent in

{re]:pggs'?gga_c‘ v CIEER I TEE e E R qualityf netwo sen/ic.

may affect the

3 Inclass 3, and in class 1, when use of‘expligit AK variant is
selected, if a transport entity does not-send an AK TPDU after
reception of each DT TPDU, it is recommended tha{ it

— starts a timer after reception of DT TPDU;

A copy of each gf these TPDUs shall be retained until

a) itis acknpwledged, as specified in table 5; or

b) the transport connection is released. — sends an AK TPDU., with up-to-date windoy information at
expiration of the timer'if an AK TPDU with the same window

6.13.4.2  Confirmation of receipt variant information has not-been previously sent.

‘ . . , \ . ) Selection of the yalue’of this timer is a local mattef but may affect
In the ‘confirmation of receipt variant, applicable only in performance.

Class 1, transpoyt entities shall
4 It is recommended that, if the sending transppnt entity has a

a) set the donfirmation request parameter only if the restriction in the number of DT TPDUs that it can rptain, then it set
data parameter contains a CC or DT TPDU (see notes 1 the RQA parameter to avoid a delay in transmitting|DT TPDUs due
and 2); to.the remote transport entity operating an AK withhplding policy.

b) issue an[N-DATA ACKNOWLEDGE request when it
receives an|N-DATA indication with the confirmation
request parajmeter set. Table 5 — Acknowledgement of TPIDUs

) Retained Variant Retained until
6.13.4.3  Request of acknowledgement option TPDU acknowledged by:
It the request |acknowledgement procedure Has been CR Both CC, DR or ER TPDU
hegotiated, trangport entities DR Both | DC or DR (in case|of collision)
a) may request acknowledgement" of retained DT TPDU
TPDUs by sptting the ROA parameter in a transmitted cC Confirmation | N-DATA ACKNOWLEDGE
DT TPDU. | The decision as to when the sending of receipt | indication, RJ, DT|EA or ED
transport entity should request acknowledgement is a variant TPDU
local matter (see note 4) .
cc AKvariant | RJ, DT, AK, ED or{EA TPDU
b) On receipt of a' DT TPDU with the ROA parameter DT Confirmation | N-DATA ACKNOWLEDGE
set shall transmit.an AK TPDU containing up-to-date of receipt | indication correspgnding to an
window inforination. variant | N-DATA request which
conveyed, or came after, the
6.13.4.4  Selective acknowledgement option DT TPDU
) . DT AK variant | AK or RJ TPDU for which the
If the selective acknowledgement option has been YR-TU-NR is greater than
negotiated, transport entities TPDU-NR in the DT TPDU. In
. case of selective
a) may include selective acknowledgement parameters acknowledgement, if the
in a transmitted AK TPDU. These selective selective acknowledgement
acknowledgement parameters, if included, shall contain parameters in the AK TPDU
acknowledgement of blocks of TPDUs not include the TPDU-NR of the
acknowledged by the YR-TU-NR field of the AK TPDU. DT TPDU.
This procedure allows transport entities to acknowledge .
DT TPDUs that are within the window but that are not in ED Both EA TPDU for which the YR-
sequence. EDTU-NR is equal to the ED-
TPDU-NR in the ED TPDU
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6.14 Resynchronization

6.14.1 Purpose

The resynchronization procedures are used in classes 1
and 3 to restore the transport connection to normal after a
reset or during reassignment after failure according to 6.12.

6.14.2 Network service primatives

ISONEC 8073 : 1992 (E)

a) if the TTR timer has been previously started and has
run out (i.e. no valid TPDU has been received,), the
procedures defined in 6.12.3 a)3) shall apply;

b) otherwise, the TTR timer shall be started (unless it is
already running) and the first which become applicable
of the following actions shall be taken:

1) if a CR TPDU is unacknowledged, then the
transport entity shall retransmit it;

2) it a DR TPDU is unacknowledged, then the

The procedure uses the following network service primitive:
N-RESET indication.

6.14.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters:
a) CR,|DR, CC, and DC TPDUs;

b) RJTPDU
- YR-TU-NR;

c) DT TPDU
~ TPDU-NR;

d) ED[TPDU
~ ED-TPDU-NR;

e) EATPDU
~ YR-EDTU-NT.

6.14.4 PRrocedure

A transpor{ entity which is notified-of the occurrence of a N-
RESET shall:

a) if thie transport entity-is the responder, carry out the
passivg resynchronization procedure (see 6.14.4.2);

b) if the transpott entity has elected not to reassign, do
nothing;

3) otherwise, the transport entity shall carry out the
data resynchronization procedures (6.14.4.3).

6.14.4.2  Passive resynchronization pfocedures

The transport entity shall not send any T|PDUs until a TPDU
has been received./The transport entity shall start its TWR
timer if it has not.already been started (que to a previous N-
DISCONNECT \or N-RESET indication). |If the timer runs out
prior to the receipt of a valid TPDU which commences
resynchrohization (i.e. CR or DR or ED or RJ TPDU) the
transport-connection is considered ag released and the
reference is frozen (see 6.18). ‘

When a valid TPDU is received the transport entity shall
stop its TWR timer and carry out orfe of the following
appropriate actions, depending-on the TPDU:

a) if it is a DR TPDU, then the transport entity shall
send a DC TPDU;

b) if it is a repeated CR TPDU (see note 1) the transport
entity shall carry out the approprigte action from the
following:

1) if a CC TPDU has already been sent, and
acknowledged: treat as a protocdl error;

2) if the responder wants to rejease the transport
connection or refuse the CR TPRQU: (re)transmit the
DR TPDU, setting the source refgrence to zero;

3) if the T-CONNECT responsg has not yet been
received from the user: take no gction;

4) otherwise: (re)transmit the CC TPDU, followed
by retransmission of any unackn¢wledged ED TPDU
_(see note 2) and r mission of the

¢) otherwise, execute the active resynchronization
procedure described in 6.14.4.1 and, if 6.14.4.1 b) has
been performed, wait for the next event as follows:

— if a valid TPDU is received as the result of the
resynchronization, stop the TTR timer, or

— if TTR runs out, wait for the next event, or

-~ if an N-RESET indication is received, perform
6.14.4.

6.14.4.1  Active resynchronization procedures

The transport entily shall carry out one of the following
actions:

'unacknowledgéd DT TPDUs, subject to any
applicable flow control procedures.

NOTES

1 A repeated CR TPDU can be identified by being on a
network connection with the appropiiate network addresses
and having a correct source reference.

2 The transport entity should not use network expedited
until the CC TPDU is acknowledged (see 6.5). This rule
prevents the network expedited from overtaking the CC
TPDU.
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¢) if it is an RJ or ED TPDU then one of the following
actions shall be taken:

1) if a DR TPDU is unacknowledged, then the
transport entity shall retransmit it;

2) if a CC TPDU is unacknowledged, the RJ or ED
TPDU shall be considered as acknowledging the CC
TPDU, and the transport entity shall carry out the
data resynchronization procedures (6.14.4.3);

3) otherwise, the transport entity shall carry out the
data resyn $(6.14.4.3)

© ISO/IEC

6.15.3 Procedure

The transport entities shall be able to send and receive on
the same network connection TPDUs belonglng to different
transport connections.

NOTES
1 When performing demultiplexing the transport connection to

which the TPDUs apply is determined by the procedures defined in
6.9.

6.144.3  Datajresynchronization procedures

The transport entity shall carry out the following actions in
the tollowing orcj

3

a) (re)transmit any ED TPDU which is unacknowledged.

b) transmit ap RJ TPDU with YR-TU-NR field set to the
TPDU-NR of the next expected DT TPDU;

¢) wait for the next TPDU from the other transport
entity, unlesg an RJ or DR TPDU has already been
received; if a|DR TPDU is received the transport entity
shall.send a DC TPDU, freeze the reference, inform the
TS-user of the disconnection and take no further action
fi.e. it shall ngt follow the procedures in 6.14.4.3 d)]. If
an RJ TPDU|is received, the procedure of 6.14.4.3 d)
shall be follgwed. If an ED TPDU is received the
procedures ag described in 6.11 shall be followed. If itis
a duplicatedq ED-TPDU the transport entity shall
acknowledge fit with an EA TPDU, discard the duplicated
ED TPDU and wait again for the next TPDU;

d) (re)transmit any DT TPDUs which are
unacknowledged, subject to any applicable,flow control
procedures (see the note).

NOTE - The RJ TPDU may have reduced the credit.

6.15 Multiplexing and demultiplexing when operating
over CONS

6.15.1 Purposge

The multiplexing and demultiplexing procedures are used in

2 Multiplexing allows the concatenation of TPDL’Jr belonging to
different transport connections to be transferred in the same N-
DATA primitive (see 6.4).

6.16 Explicit flow control

6.16.1 Purpose

The explicit flow contrel procedure is used inclasses 2, 3,
and 4 to regulate the flow of DT TPDUs indgpendently of
the flow contro}-in.the other layers.

6.16.2 - TPDUs and parameters used
The'procedure uses the following TPDUs and parameters:

a) CR, CC, AK and RJ TPDUs
- CDT;

b) DT TPDU
- TPDU-NR;
- ROA;

c) AKTPDU
—E YR-TU-NR;
— subsequence number;
-~ flow control confirmation;

— selective acknowledgement paramelers;

d) R‘tJ TPDU

classes 2, 3 and 4 to allow several transport connections to
share a network connection at the same time.

6.15.2 TPDUs and parameters used
The procedure uses the following TPDUs and parameters:

CC, DR, DC, DT, AK, ED, EA, RJ, and ER TPDUs
- DST-REF

26

=—YR-TU-NR:
6.16.3 Procedure

The procedures differ in different classes. They are defined
inthe clauses specifying the separate classes.

6.17 Checksum

6.17.1  Purpose

The checksum procedure is used to detect corruption of
TPDUs by the NS-provider.
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NOTE ~ Although a checksum algorithm has to be adapted to the
type of errors expected on the network connection, at present, only
one algorithm is defined.

6.17.2 TPDUs and parameters used
The procedure uses the following TPDUs and parameters:

All TPDUs
— checksum.

ISO/IEC 8073 : 1992 (E)

2 |If the checksum is incorrect, it is impossible to know with
certainty to which transport connection the TPDU is related; further
action may be required dependent on the type of network service in
use (see 6.9.1 for CONS and 6.9.2 for CLNS).

3 The checksum proposed is easy to calculate and so will not
impose a heavy burden on implementations. However, it will-not
detect insertion or loss of feading or trailing zeros and will not detect
some octets misordering.

4 When CONS is used and a TPDU is received on a network
connection, it is impossible to know with certainty that only class 4

6.17.3  Prpcedure

The checksym shall be used only in class 4. It shall always
be used for the CR TPDU, and shall be used for all other
TPDUs unieps the non-use of the checksum was selected
during conndction establishment.

The sending transport entity shall transmit TPDUs with the
checksum pprameter set such that the following formulae
are satisfied

Y a;= 0[(modulo 255)

Y. ia;= d (modulo 255)

where

i is the number (i.e. position) of an octet(within the
TPDU (sge 13.2);

a; isthe value of octet in position

L isthe length of TPDU in octets.

A transport [entity which receives a TPDU for a transport
connection for which the.use’ of the checksum has been
agreed and which does fiot'satisfy the above formulae shall
discard the TPDU (seé also note 2).

When a spurious. TPDU is received and an answer has to
be sent, the transpott entity shall

transport connections use this network connegtion as it may be a
TPDU performing reassignment.

Consequently, the only way to check the'validity is as follows:

a) if the network connection is used by @ class O or class 1
transport connection, theré.is no checksum

b) examine the TPDUY code;
¢) deducethe-fixed part length;
d) from-bl, deduce the variable part;

@) \go through parameters and if the chegksum parameter is
fouind, then verify it;

f) if it is incorrect, then assume that tranpsport connection is
class 4 and drop it;

g) if it is correct, then associate the TPPDU with a transport

connection; if the transport connection useg the checksum, itis
correct; otherwise, it shall be considered as|a protocol error.

6.18 Frozen references

6.18.1  Purpose

This procedure shall be used in order to prevent re-use of a
reference while TPDUs associated with the old use of the
reference may still exist.

6.18.2 Procedure

When a transport entity determines that a particular
connection is released it shall p!ace the feference which it

a) if it supports the checksum algorithm and the
received TPDU contains a checksum parameter, include
a checksum parameter in the answering TPDU; or

b) in all other cases, not include a checksum parameter
in the answering TPDU.

An entity not supporting the checksum may always suppose
that a CR TPDU with class 4 proposed is correct and
therefore negotiate down to a class lower than 4.

NOTES

1 An efficient algorithm for determining the checksum parameters
is given in annex B.

h n state according
to the procedures of the class. While frozen, the reference
shall not be re-used.

NOTE ~ The frozen reference procedure is necessary because
retransmission or misordering can cause TPDUs bearing a
reference to arrive at an entity after it has released the connection
for which it allocated the reference. Retransmission, for example,
can arise when the class includes either resynchronization (see
6.14) or retransmission on time-out (ses 6.19).

6.18.2.1 Procedure for classes 0 and 2

This International Standard does not specify frozen
reference procedures for classes 0 and 2.
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NOTE —:For consistency with other classes, references may be
frozen as:a:local matter.

6.18.2.2 Procedure for classes 1 and 3

The frozen reference procedure is used except in the
following cases (see note 1):

a) when the transport entity receives a DC TPDU in
response to a DR TPDU which it has sent (see note 2);

© ISO/IEC

6.19.3 Procedure

The procedure is specified in the procedures for class 4
[see 12.2.1.2 j) and 12.2.1.3 g)].

6.20 Resequencing

6.20.1 - Purpose

The reseau
Re+o5eqy

4 to cope with

b) When thitranspon entity sends a DR or ER TPDU in
response to o CR TPDU which it has received (see note
3)

¢) ‘when the transport entity has considered the
connection o be released after the expiration of the
TWR timer ($ee note 4);

d) when the transport entity raceives a DR or ER TPDU
in response 1o a CR TPDU which it has sent;

e) when thd reference is zero.

The period of time for which the reference remains frozen
shall be greaterjthan the TWR time.

NOTES

1 However, evdn in these cases, for consistency freezing the
reference may bedone as a local decision.

2 When the DG TPDU is received it'is certain that the other
transport entity copsiders the connection releasad.

3 Whenthe DR jor ER TPDU is sent the peer transport entity has
not been informed of any reference assignment-and thus cannot

misordering of TPDUs by the network service [provider.

6.20.2 TPDUs and parameters used

The procedure uses the following, TPDUs and{parameters:

a) DT TPDU
- TPDU-NR;

{

b) ED TPDU
~ EDIPDU-NR.

6.20.3) “Procedure

The"procedure is specified in the procedurps for class 4
(see 12.2.3.5).

6.21 Inactivity control

6.21.1  Purpose

The inactivity control procedure is used in class 4 to cope

with unsignalled termination of a network co

hnection when

possibly make u
CC TPDU was se

of a reference (this includes the case where a
ht, but was lost),

4 In c) the trarl::ort entity - has already effectively frozan the

reference for an a

6.18.23 Pro:

quate period.

tedure forclass 4

hich.the reference remains frozen shall be

The frozen reftnce procedure shall be used in class 4.

The period for
greater than L (

using CONS and the failure of a remote tfansport entity
when using CONS or CLNS.

6.21.2  Procedure

The procedure is specified in the procedurps for class 4
{see 12.2.3.3).

6.22 Treatment of protocol errors

A19911R)

6.19 Retransmission on time-out

6.19.1

Purpose

The procedure is used in class 4 to cope with unsignalled
loss of TPDUs by the NS provider.

6.19.2

TPDUs used

The procedure uses the following TPDUs:

CR, CC, DR, DT, ED, AK TPDUs.

28

6.22.1 Treatment of protocol errors when operating
over CONS

6.22.1.1 Purpose

The procedure for treatment of protocol errors is used in all
classes to deal with invalid TPDUs.

6.22.1.2  TPDUs and parameters used
The procedure uses the following TPDUs and parameters:

a) ERTPDU

—~ reject cause;
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- invalid TPDU;

b) DRTPDU

— reason code.

6.22.1.3  Procedure

A transport entity that receives a TPDU that can be
associated to a transport connection and is invalid or
constitutes a protocol error (see 3.2.16 and 3.2.17) shall

ISO/NEC 8073 : 1992 (E)

6.22.2 Treatment of protocol errors when operating
over CLNS

6.222.1  Purpose

The procedure for treatment of protocol errors is used to
deal with invalid TPDUs.

6.22.2.2 TPDUs and parameters used

take one of ibg following actions so as hot to jeopardize any
other transport connections not assigned to that network
connection:

a) trangmit an ER TPDU;

b) rese} or close the network connection; or

¢) invoke the release procedures appropriate to the
class.

Under certgin circumstances it is also possible to discard
the TPDU.

If an ER THDU is sent in class 0 it shall contain the octets of
the invalid [TPDU up to and including the octet where the
error was detected (see notes 3, 4 and 5).

If the TPDY cannot be associated with a particular transport
connection the transport entity shall follow the procedures.in
6.9.

NOTES

1 In generdl, no further action is specified for the receiver of the
ER TPDU but it is recommended that it initiates the release
procedure appropriate to the class. If the~ER TPDU has been
received as|an answer to a CR TPDU_then the connection is
regarded as feleased (see 6.6).

2 Care should be taken by a transport entity receiving several
invalid TPDUs or ER TPDUs ‘to’ avoid looping if the error is

The procedure uses the following TPDU$ and parameters:

a) ER TPDU;
~ reject cause;
~ invalid TPDU;
b) DR TPDU;
—~ treason,
6.22.2.3 Procedure

Invalid. TPDUs and protocol errors shall be ignored (no
action and TPDU discarded, or resporlded to with an ER
TPDU), except for the following casg: a CC TPDU is
received in which the class field does ot specify class 4
and a previously sent CR  TPDU has not yet been
acknowledged. In this case, the transp¢rt connection shall
be terminated (see 6.7).

NOTE ~ It is recommended that the sender df the ER TPDU starts
an optional timer TS2 to ensure the release|of the connection. If
the timer expires, the transport entity shall initiate the release
procedure appropriate to class 4. The timer should be stopped
when a DR TPDU is received.

6.23 Splitting and recombining whéen operating over
CONS

6.23.1 Purpose

This procedure is used only in class 4 {o allow a transport
connection to make use of multiple network connections to
provide additional resilience against hetwork failure, to
increase throughput, or for other reasons.

optional timer TS2 to ensure the release of the connection. If the
timer expires, the transport entity shall initiate the release
procedures appropriate to the class. The timer should be stopped
when a DR TPDU or an N-DISCONNECT indication is received.

5 In classes other than 0, it is recommended that the invalid
TPDU be also included in the ER TPDU.

6.23.2 Procedure

When this procedure is being used, a transport connection
may be assigned (see 6.1) to multiple network connections
(see note 1). TPDUs for the connection may be sent over
any such network connection.

If the use of class 4 is not accepted by the remote transport
entity following the negotiation rules, then no network
connection except that over which the CR TPDU was sent
may have the transport connection assigned to it.
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NOTES

1 The resequencing function of class 4 (see 6.20) is used to
ensure that TPDUs are processed in the correct sequence.

2 Either transport entity may assign the connection to further
network connections of which it is the owner at any time during the
life of the transport connection, provided the following constraints
are respected:

— the initiator does not start splitting before having received

© ISO/IEC

example, by sending successive TPDUs on successive network
connections, where the set of network connections is used
cydlically.

When splitting is used the inactivity control procedure defines in
12.2.3.3 will not normally detect unsignailed network connection
failure. Any method of monitoring network connections to detect
such failure is a local matter.

7 Protocol classes

the CC TPDU;

- as soon Ls a new assignment is carried out it is
recommended|to send a TPDU on this network connection in
order to make the remote entity aware of this assignment.

3 Atransport entity performing splitting should ensure that TPDUs
are sent at intervagls on each supporting network connection, for

Table 6 gives an overview of which elementd of procedure
are included in each class. In certain cases;|the elements
of procedure within different classes are)not [identical and,
for this reason, table 6 cannot be considered|as part of the
definitive specification of the protocol.
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Table 6 - Allocation of elements of procedures within classes

ISO/IEC 8073 : 1992 (E)

Cross- Variant or 0 1. 2 3 4 4
Protocol mechanism reference - Option CONS | CLNS
Assignment to network connection 6.1.1 X X X X X
TPDU transfer 6.2 X X X X X X
Segmenting and reassembling 6.3 X X X X X X
Concatenation and separation 6.4 X X X X X
Connection establishment 6.5 X X X X X X
Connection refusal 6.6 X X X X X X
Normal release 6.7 Implicit X
Explicit % X % X% X
Error rejease 6.8 X X
Associgtion of TPDUs with
transpoft connection 6.9 X X X X X X
TPDU rfumbeting 6.10 Normal X im(1)‘m m m
Extended o(Ixi\ o 0 0
Expeditled data transfer 6.11 Network Normal m | x{Hh1 x X X
Network Expedited ao :
Reassignment after failure 6.12 X X 3
Retentipn and acknowledgement 6.13 Confirmation of a0
of TPDUs receipt
AK m X X X
Use of selective o} o
acknowledgement
Use of request o(4) o (o] o
acknowledgement
Resyndhronization 6.14 X X (3
Multipléxing and demultiplexing 6.15 x(2) ] X X
Explicit|flow control (with) 6.16 m X X X
Explicit{flow control (without) X X 0
Checkgum (use of) 6.17 m m
Checkgum (non-use of) X X X X 0| 0
Frozen|references 6.18 X X X X
Retrangmission on time-out 6.19 X X
Resequiencing 6.20 X X
Inactivily control 6.21 X X
Treatment of protocol errors 6.22 X X X X X X
Splittingg and recombining 6.23 X
Key to [Table 6:
X Proceduire always included in class
Notapplicable
11 Negotiable procedure whose implementation in equipment is mandatory
q Negotiable procedure whose implementation in equipment is optional
ap Negotiable procedure whose implementation in equipment is optional and where use degends of
availability within the network service
(1) Not applicable in class 2 when non-use of explicit flow conirol IS sefected
2) Multiplexing may lead to degradation of the quality of service if the non-use of explicit flow control has
been selected
(3) This function is provided in class 4 using procedures other than those used in the cross-reference
(4) This option is not applicable in class 1, when the confirmation of receipt variant has been selected
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8 Specification for class 0: Simple class

8.1 Functions of class 0

Class 0 is designed to have minimum functionality. it

provides only
establishment

the functions needed for connection
with negotiation, data transfer with

segmenting and protocol error reporting.

Class 0 provi
based on the
disconnection

82 Proced

8.2.1 Proc

© ISO/NEC

9 Specification for class 1: Basic error

recovery class

9.1  Functions of class 1

Class 1 provides transport connections with flow control
based on the network service provided flow control, error
recovety, expedited data transfer, disconnection, and also
the ability to support consecutive transport connections on a

, comntrot
etwork service provided flow control, and
ased on the network service disconnection.

res for class 0

dures applicable at all times

The transport eptities shall use the following procedures:

a) TPDU tr

nsfer (see 6.2);

iafion of TPDUs with transport connections

c) treatmert of protocol errors (see 6.22);

d) error rel¢ase (see 6.8).

B.2.2

The transport e

a) assigannt to network connection (see 6:1:7); then
c

b) conne

Conrlection establishment

ntities shall use the following procedures:

ion establishment (see ~6.5) and, if

appropriate, connection refusal (seg'6.6);

subject to the fgllowing constraints:

1) the CR
fields in the
for TSAP-|

variable part of the header other than those

End CC TPDUs shall contain no parameter
, maximum TPDU size, and preferred

maximum TPDU(size;

networkconmection:

This class provides the functionality of-clgss 0 plus the
ability to recover after a failure sighalled by the Network
Service, without involving the TS-tiser.

9.2 Procedures for class™

9.2.1

Procedures applicable at all times
l1rocedures:

The transport entities shall use the following
a) TRDU transfer (see 6.2);

b)/association of TPDU with transport cdnnections (see
6.9);

c) treatment of protocol errors (see 6.22)
d) reassignment after failuré (see 6.12);

e) resynchronization (see 6.14), or reagdsignment after
failure (see 6.12) together with resynchfonization (see
6.14);

f) concatenation and separation (see 6.4);
g) retention and acknowledgement of TPDUs (see
6.13); the variant used, AK or confirmation of receipt,
shall be as selected during connection|establishment
(see the notes);

h) frozen references (see 6.18).

NOTES

2) the CR and*GG-TFPDBUs-shel-netcontain-a-datafield:

8.23 Data

The transport
reassembling p

8.24

transfer

entities shall use the segmenting and
rocedure (see 6.3).

Release

The transport entities shall use the implicit variant of the

normal release

procedure (see 6.7.1.4),

NOTE ~ The lifetime of the transport connection is directly
correlated with the lifetime of the network connection.

32

T The negotiation of the varniant of retention and
acknowledgement of TPDUs procedure to be used over the
transport connection has been designed such that if the initiator
proposes the use of the AK variant (i.e. the mandatory
implementation option), the responder has to accept use of this
option and if the initiator proposes use of the confirmation of receipt
variant the responder is entitles to select use of the AK variant.

2 The AK variant makes use of AK TPDUs to release copies of
retained DT TPDUs. The CDT parameter of AK TPDUs in class 1
is not significant, and is set to 1111.

3 The confirmation of receipt variant is restricted to this class and
its use depends on the availability of the network layer receipt
confirmation service, and the expected cost reduction.
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9.2.2 Connection establishment
The transport entities shall use the following procedures:
a) assignment to network connection (see 6.1.1); then

b) connection establishment (see 6.5) and, if
appropriate, connection refusal (see 6.6).

9.2.3 Data transfer

ISO/IEC 8073 : 1992 (E)

3 No other significance is attached to the ED-TPDU-NR
parameter. It is recommended, but not essential, that the values
used be consecutive modulo 128,

4 The use of RJ TPDUs during resynchronization (see 6.14) can

lead to retransmission. Thus, the receipt of a duplicate ED TPDU is
possible. Such an ED TPDU is discarded.

9.2.4 Release

The transport entities shall use the explicit variant of the

LI ~AY

9.2.3.1 General

The sendipg transport entity shall use the following
procedures}

a) segmenting (see 6.3); then

b) the hormal format variant of DT TPDU numbering
(see 6.10).

The receijing transport entity shall use the following
procedures{

1) the normal format variant of DT TPDU numbering
(see|6.10); then

2) reassembling (see 6.3).

NOTE — The decision to issue an N-RESET request in order te
force the remote entity to carry out the resynchronization (see 6,14)
may be madg on a local basis.

9.2.3.2 Expedited data

The transport entities shall use either the(hetwork normal
data or the |network expedited variants of the expedited data
transfer pracedure (see 6.11) if their use’has been selected
during connection establishment (sée note 1).

The sending transport entity shall not allocate the same
EDTPDU-NR to successive.ED TPDUs (see notes 2 and 3).

When acknowledgingan ED TPDU by sending an EA TPDU
the transgort entity”“shall put into the YR-EDTU-NR
parameter [of the EA TPDU the value received in the ED-
TPDU-NR pafameter of the ED TPDU.

| . <l L o7
TUTCAS T UTOLCUTOTC (SO U7 T

10 Specification for class 2:| Multiplexing
class

10.1 Functions of ¢class 2

Class 2 provides, transport connectionfs with or without
individual flow-control; no error detection [or error recovety is
provided.

If the’ .network connection resets or| disconnects, the
tramsport connection is terminated without the transport
rélease procedure and the TS-user is infgrmed.

When explicit flow control is used, a cfedit mechanism is
defined allowing the receiver to inform| the sender of the
exact amount of data he is willing to rgceive and that the
expedited data transfer is available.

10.2 Procedures for class 2

10.2.1  Procedures applicable at all fimes
The transport entities shall use the following procedures

a) association of TPDUs with transplrt connection (see
6.9);

b) TPDU transfer (see 6.2);

¢} treatment of protocol errors (see §.22.1);

d) concatenation and separation (seg 6.4);

NOTES

1 The negotiation of the variant of expedited data transfer
procedure to be used over the transport connection has been
designed such that if the initiator proposes the use of the network
normal data variant (i.e. the mandatory implementation option), the
responder has to accept use of this option and if the initiator
proposes use of the network expedited variant, the responder is
entitled to select use of the network normal data variant.

2 This numbering enables the receiving transport entity to discard
repeated ED TPDUs when resynchronization (see 6.14) has taken
place.

e) error refease (see 6.8).

Additionally the transport entities may use the following
procedures:

f) multiplexing and demultiplexing (see 6.15).
10.2.2 Connection establishment
The transport entities may use the following procedures:

a) assignment to network connection (see 6.1.1); then

33


https://iecnorm.com/api/?name=4956a263e6d0eec13db512a9a92577e3

ISO/IEC 8073

: 1992 (E)

b) connection establishment (see 6.5) and, if applicable,
connection refusal (see 6.6).

10.2.3

Data transfer when non-use of explicit flow

control has been selected

If this option has
establishment,

been selected as a resuit of the connection
the transport entities shall use the

segmenting procedure (see 6.3).

The TPDU-NR f
take any value.

NOTE - Expediteq

10.24

data transfer is not applicable (see 6.5).

Data transfer when use of explicit flow control

has been selected
10.2.4.1 General
The sending transport entity shall use the following
procedures:

a) segmentipg (see 6.3); then

b) DT TPDY numbering (see 6.10).
The receiving fransport entity shall use the following
procedures:

1) DT TPDW numbering (see 6.10); if a DT TPDU js

received whigh is out of sequence it shall be treated as.a

protocol erro
2) reassemi

The variant of t
both transport

; then
ling (see 6.3).

ne DT TPDU numbering which is used by
ntities shall be that which° was agreed at

connection establishment.

10.2.4.2

The transport er
be zero) in the 0

Flow control

tities shall send an initial credit (which may
DT field-of the CR or CC TPDU. This credit

represents the

initial value of the upper window edge

allocated to the |I>eer entity.

© ISO/EC

b) if an AK TPDU has previously been sent the value of
the YR-TU-NR parameter shall not be lower than that in
the previously sent AK TPDU;

¢) the sum of the YR-TU-NR and CDT fields shall not
be less than the upper window edge allocated to the
remote entity (see note 1).

A transport entity which receives an AK TPDU shall
consider the YR-TU-NR field as its new lower window edge,
and the sum of YR-TU-NR and CDT as its new upper

eld of DT TPDUs is not significant and may l roe—teit 41 I I !uced or if the
lower window edge has become more than onle greater than

the TPDU-NR of the last transmitted DT-TPDU, this shall be
treated as a protocol error (see 6.22.1).

A transport entity shall not send\.a.DT TPDU|with a TPDU-
NR outside of the transmit window (see notes |2 and 3).

NOTES
1 This means that credit reduction is not applicablp.

2 This means that a transport entity is required tq stop sending if
the TPDU-NR field of the next DT TPDU which would be sent would
be the upperiwindow edge. Sending of DT TPDU may be resumed
if an AKSTRDU is received which increases the uppgr window edge.

3 _The rate at which a transport entity progregses the upper
window edge allocated to its peer entity constraing the throughput
dttainable on the transport connection.

10.2.43  Expedited data
The transport entities shall follow the network normal data
variant of the expedited data transfer procedure in 6.11.1 if
its use has been agreed during connection gstablishment.
ED and EA TPDUs are not subject to thg flow control
procedures in 10.2.4.2. The ED-TPDU-NR and YR-ETDU-
NR fields of ED and EA TPDUs respectjvely are not
significant and may take any value.

10.2.5  Release

The transport entities shall use the explicit variant of the
release procedure in 6.7.1.

The transport entity that receives the CR or the CC TPDU
shall consider its lower window edge as zero, and its upper
window edge as the value of the CDT field in the received
TPDU.

In order to authorize the transmission of DT TPDUs, by its
peer, a transport entity may transmit an AK TPDU at any
time, subject to the following constraints:

a) the YR-TU-NR parameter shall be at most one
greater than the TPDU-NR field of the last received DT
TPDU or shall be zero if no DT TPDU has been
received;

34

TT Specification for class 3:
and multiplexing class

EFFor recovery

11.1 Functions of class 3

Class 3 provides the functionality of class 2 (with use of
explicit flow control) plus the ability to recover after a failure
signalled by the Network Layer without involving the TS-
user.

The mechanisms used to achieve this functionality also
allow the implementation of more flexible flow control.
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11.2 Procedures for class 3

11.2.1  Procedures applicable at all times
The transport entities shall use the following procedures:

a) association of TPDUs with transport connections
(see 6.9);

b) TPDU transfer (see ‘6.2) and retention and

ISO/EC 8073 : 1992 (E)

2) Reassembling (see 6.3); duplicated TPDUs shall be
eliminated before reassembling is performed.

NOTE — The use of RJ TPDUs (see 11.2.3.2) can lead- to
retransmission and reduction of credit. Thus the receipt of a.DT
TPDU which is a duplicate, or which is greater than or equal to the
upper window edge allocated to the peer entity, is possible and is
therefore not treated as a protocol error.

11.2.3.2 Use of an RJ TPDU

acknowlédgement of TPDUs {AK variant only] (see
6.13);

c) treatrent of protocol errors (see 6.22.1);
d) concdtenation and separation (see 6.4);

e) reassignment after failure (see 6.12), together with
resynchronization (see 6.14);

f) frozen references (see 6.18).

Additionally| the transport entities may use the foilowing
procedure:

g) multidlexing and demultiplexing (see 6.15).

11.2.2 Cognnection establishment
The transpolt entities shall use the following procedures:
a) assignment to network connections (see 6.1.1); then

b) connection establishment (see -8;5) and, if
approprigte, connection refusal (see 6.6).

11.2.3 Data transfer

11.2:.3.1 General

The sendingg transpofi~entity shall use the following
procedures:

a) segmenting(see 6.3); then

A transport entity may send an RJ TRQU at any time in
order to invite retransmission or to reducelthe upper window
edge allocated to the peer entity (sée)note 1).

When an RJ TPDU is sent, the following cpnstraints shall be
respected:

a) the YR-TU-NR.parameter shall|be at most one
greater than the gfeatest value receiyed in a previous
DT TPDU, of shall be zero if no DT TPDU has yet been
received (§ee hote 2);

b) jf an) AK or RJ TPDU has besn spnt previously the
YR-TU-NR parameter shall not be lowler than that in the
AK/or RJ TPDU sent previously.

When a transport entity receives an RJ TRDU (see note 3):

c) the next DT TPDU to be |transmitted, or
retransmitted, shall be that for which the value of the
TPDU-NR parameter is equal to the value of the YR-TU-
NR parameter of the RJ TPDU;

d) the sum of the values of the YR{TU-NR and CDT
parameters of the RJ TPDU becomes the new upper
window edge (see note 4). ~

NOTES

1 An RJ TPDU can also be sent as part of the resynchronization
(see 6.14) and reassignment after failure (see §.12) procedures.

2 |tis recommended that the YR-TU-NR parameter be equal to
the TPDU-NR parameter of the next expected DT TPDU.

3 These rules are a subset of those specified for the case when
an RJ TPDU is received during resynchronization (see 6.14) and

b) DT TPDU numbering (see 6.10); alter receipt of an
RJ TPDU (see 11.2.3.2) the next DT TPDU to be sent
may have a value which is not the previous value of
TPDU-NR plus one.

The receiving transport entity shall use the following
procedures:

1) DT TPDU numbering (see 6.10); the TPDU-NR field
of each received DT TPDU shali be treated as a protocol
error if it exceeds the greatest value received in a
previous DT TPDU by more than one (see the note);
then

H bk
] o HITENL Al

4 This means that an RJ TPDU can be used to reduce the upper
window edge allocated to the peer entity (credit reduction).

11.2.3.3 Flow control

The procedures shall be as defined in 10.2.4.2, except that

a) a credit reduction may lead to the reception of a DT
TPDU with a TPDU-NR parameter whose value is not,
but would have been less than the upper window edge
allocated to the remote entity prior to the credit
reduction. This shall not be treated as a protocol error;
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b) receipt of an AK TPDU which sets the lower window
edge more than one greater than the TPDU-NR of the
last transmitted DT TPDU shall not be treated as a
protocol error, provided that all acknowledged DT
TPDUs have been previously transmitted (see notes 1
and 2).

NOTES

1 This can only occur during retransmission following receipt of an
RJ TPDU.

© ISO/IEC

This detection of errors is made by extended use of the DT
TPDU numbering of class 2 and class 3, by time-out
mechanisms, and by additional procedures.

Class 4 detects signalled and unsignalled network failures
(i.e. resets or disconnects or inactivity) and recovers from
these failures by using time-out mechanisms.

This class detects and recovers from damaged TPDUs by
using a checksum mechanism. The checksum mechanism
shall be available but its use or its non-use is subject to

2 The transportJentity may either continue retransmission as
before or retransniit only those DT TPDUs, not acknowledged by
the AK TPDU. I either case, copies of the acknowledged DT
TPDUs need not be retained.

11.23.4  Exp¢dited data

The transport entities shall follow the network normal data
variant of the expedited data transfer procedure in 6.11.1 if
its use has been|agreed during connection establishment.

The sending trar|sport entity shall not allocate the same ED-
TPDU-NR to sugcessive ED TPDUs.

The receiving trensport entity shall transmit an EA TPDU
with the same value in its YR-EDTU-NR parameter. If, and
only if, this number is different from that of the ED TPDU
perceived previpusly, shall it generate a T-EXPEDITED
DATA indicationto convey the data to the TS-user (see note
2).

NOTES
1 No other sigpificance is attached to the ED-TPDU-NR
parameter. Itis recommended, but not essential that the values be
consecutive modylo 2", where n is the number of bits of the
parameter.

2 This procedur;l ensures that the TS-userdoes not receive data
corresponding to the same ED TPDU more.than once.

11.24 Releage

The transport eptities shall’ use the expilicit variant of the
release proceduts in 6.7.1.

negotiation.

This class also provides additional(resilignce against
network failure and increased throughput papability by
allowing a transport connection,to make uge of muitiple
network connections.

12.1.2 Functions of class 4 when operating over
CLNS

Class 4 provides-flow control between pger transport
entities, the capability to detect and recovelr from errors
which occur, as a'result of a low grade service pvailable from
the network/service provider and resilience from failure of
the peerentity — the kind of errors to be detgcted include:
TPDUoss,, TPDU delivery out of sequence, TPDU
duplication and TPDU corruption — these errdrs may affect
control TPDUs as well as data TPDUSs.

The detection of errors is made by use of TPDU numbering

~ on DT, AK, ED and EA TPDUs, by time-out| mechanisms

and additional procedures such as the use of a checksum
mechanism. The use of the checksum mechgnism shall be
available but its use or its non-use is subject tq negotiation.

12.2 Procedures for class 4
12.2.1 Procedures available at all times

12.2.1.1 Timers used at all times

This sub-clause defines timers that apply gt all times in
class 4. These timers are listed in table 7.

This International Standard does not define specific values
for the timers, and the derivations describeF in this sub-

12 Specification for class 4: Error detection
and recovery class

12.1 Functions of class 4

12.1.1  Functions of class 4 when operating over
CONS

Class 4 provides the functionality of class 3, plus the ability
to detect and recover from lost, duplicated, or out of
sequence TPDUs without involving the TS-user.

36

clause are not mandatory. 1he values should be chosen so
that the required quality of service can be provided, given
the known characteristics of the network.

Timers that apply only to specific procedures are defined
under the appropriate procedure.

12.2.1.1.1 NSDU lifetime (M p Ma1)

The Network Layer is assumed to provide, as an aspect of
its grade of service, for a bound on the maximum lifetime of
NSDUs in the network. This value may be different in each
direction of transfer through a network between two
transport entities. The valuses, for both directions of transfer,
are assumed to be known by the transport entities. The
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maximum NSDU lifetime local-to-remote (M g) is the
maximum time which may elapse between the transmission
of an NSDU from the local transport entity to the network
and receipt of any copy of the NSDU from the network at
the remote transport entity. The maximum NSDU lifetime
remote-to-local (Mp,) is the maximum time which may
elapse between the transmission of an NSDU from the
remote transport entity to the network and receipt of any
copy of the NSDU from the network at the local transport
entity.

12.2.1.1.2  Expected maximum transit delay (E; 5, Egi)

ISO/IEC 8073 : 1992 (E)

12.2.1.1.5 Persistence time (R)

The local transport entity is assumed to provide a bound for
the maximum time for which it may continue to retransmit a
TPDU requiring positive acknowledgement and which is hot
outside the current transmit window, even after credit
reduction. This value is referred to as R.

The value is clearly related to the time elapsed between
retransmission, 71, and the maximum number of
transmissions, N. Itis not less than T71* (N- 1) + x, where x
is a small quantity to allow for additional internal delays, the

The Network Layer is assumed to provide, as an aspect of
its grade of|service, an expected maximum transit delay for
NSDUs in the network. This value may be different in each
direction transfer through a network between two
transport erftities. The values, for both directions of transfer,
_are assumed to be known by the transport entities. The
expected maximum transit delay local-to-remote (E; ) is the
maximum delay suffered by all but a small proportion of
NSDUs transferred through the network from the local
transport enjtity to the remote transport entity. The expected
maximum [transit delay remote-to-local (Eg,) is the
maximum delay suffered by all but a small proportion of
NSDUs trapsferred through the network from the remote
transport entity to the local transport entity.

12.2.1.1.3 Acknowledgement time (Ag, A;)

Any transpért entity is assumed to provide a bound for the
maximum fime which can elapse between its receipt of a
TPDU from the Network Layer and its transmission ofithe
corresponding response. This value is referred toras A;.
The corresponding time given by the remote transport entity
is referred o as Ap.

12.2.1.1.4 Local retransmission time (i"1)

The local transport entity is assumed to maintain a bound
on the timp it will wait for an acknowledgement before
retransmitting the TPDU. lts value is given by

T1 = Eg+ Ep + ARA-X

where

E;p is|thevexpected maximum transit delay local-to-

granutarity-of-the-mechenism-used-to-implement 77, etc.
Because R is a bound, the exact val@e pf x is unimportant
as long as it is bounded and the value of p bound is known.

12.2.1.1.6
numbers (L)

Time bound of_réferencps and sequence

A bound for the maximum time between the decision to
transmit a TPDU .andthe receipt of any|acknowledgement
relating to it (L.)is \given by:
L=M@g+ MHL+ H+AF;
where
M, r is the NSDU lifetime local-to-remote;
Mg, is the NSDU lifetime remote-to-Ipcal;

R  is the persistence time;

Agp is the remote acknowledgement{time.

It is necessary to wait for a period of time before reusing
any reference or sequence number fn order to avoid
confusion when a TPDU referring to ft is duplicated or
delayed.

The period of time during which the sequence numbers for
DT TPDUs should be frozen is the perjod L, starting from
the time when the sequence number has fallen below the
lower window edge.

NOTES

1 In practice, the value of L may be too large. It may also be only

remote;

Ep, is the expected maximum transit delay remote-to-
local;

Agp is the remote acknowledgement time;

x s the local processing time for a TPDU.

NOTE - During connection establishment the value of Ap is not
known. !n this case a suitable bound for T1 may be established
either by estimating (or having a priori knowledge of) Ag or by
applying a suitable algorithm to the transport connection
establishment delay QOS parameter.

a-statistiea-figure—at-a—cerain—confidenrce-tevel. A smaller value
may therefore be used where this still alfows the required quality of
service to be provided.

2 The relationships between times discussed above are illustrated
in figures 3 and 4.

12.21.1.7 Inactivity timer (/1, /n)

Any transport entity is assumed to provide a lower bound for
the time which can elapse without receipt of a TPDU before
it will initiate the release procedure to terminate the
transport connection. This value is referred to as /. The

corresponding time given by the remote transport entity is
referred to as /.
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Table 7 — Time parameters related to the operation of class 4

Symbol Name Definition
Mia NSDU lifetime local-to- A time bound for the maximum time which may elapse between the
remote transmission of an NDSU by a local transport entity and the receipt of any copy
of it by a remote peer entity.
Mgy NSDU lifetime remote-to- | A time bound for the maximum time which may elapse between the
local transmission of an NSDU from a remote transport entity and the receipt of any
copy of it by the local peer entity.
En Expected maximum transit | A time bound for the maximum delay suffered by all but a small proportion of
T detaytocatto-rermote— i t entity.
En Expected maximum transit | A time bound for the maximum delay suffered by all but a small'droportion of
delay remote-to-local NSDUs transferred from a remote peer entity to the localtranspoft entity.
AL Local acknowledgement A time bound for the maximum time which can elapse between the receipt of a
time TPDU by the local transport entity from the network'layer and the transmission
of the corresponding acknowledgement.

Ap Remote acknowledgement | As A;, but for the remote entity.

time

T1 Local retransmission time | A time bound for the maximum time the local transport entity will wait for
acknowledgement before retransmitting a TPDU.

A Persistence time A time bound for the maximuia time the local transport entity will pontinue to
transmit a TPDU that requires acknowledgement.

N Maximum number of A time bound for the maximum number of times which the local tfansport entity

transmissions will continue to transimit a TPDU that requires acknowledgement|

L Time bound on references | A time bound fofthe maximum time between the transmission of|a TPDU and

and sequence numbers the receipt of\any acknowledgement relating to it.

I Local inactivity time A lower baouind for the time after which the local transport entity will, if it does
not receive a TPDU, initiate the release procedure to terminate the transport
connsction.

NOTE — This parameter is required for protection against unsignalled failyires.

In Remote inactivity time A lower bound for the time after which the remote transport entity will, if it does
not receive a TPDU, initiate the release procedure to terminate the transport
connection.

NOTE ~ This parameter is required for protection against unsignalled fa:rres.

w Window tifme A time bound for the maximum time a transport entity will wait before

retransmitting up-to-date window information.
12.2.1.2 General procedures when operating over e) splitting and recombining (see 6.23);

CONS

f) multiplexing and demultiplexing (see 6.15);

The transport entity shall use the following procedures:

a) TPDU transfer (see 6.2);

b) association of TPDUs with transport connections
(see 6.9.1);

¢) treatment of protocol errors (see 6.22.1);

d) checksum (see 6.17);

g) retention and acknowledgement of TPDUs (see
6.13);

h) frozen references (see 6.18);

j) retransmission procedures; when a transport entity
has some outstanding TPDUs that require
acknowledgement, it will check that no T7 interval
elapses without the arrival of a TPDU that acknowledges
at least one of the outstanding TPDUs. If the timer
expires, the first TPDU is retransmitted and the timer is
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12.2.1.3

restarted except if the TPDU to be retransmitted is'a DT
TPDU and is outside the transmit window due to credit
reduction. Retransmission of a TPDU is subject to the
availability of a network connection. If no network
connection is available, and the retransmission timer
runs out, then the retransmission counter may be
incremented without sending the TPDU subject to the
retransmission procedure. After N transmissions (i.e. N -
1 retransmissions) it is assumed that useful two-way
communication is no longer possible and the release
procedure is used, and the TS-user is informed;

NOTES

© ISO/IEC

b) association of TPDUs with transport connections
(see 6.9.1);

¢) treatment of protocol errors (see 6.22.2);
d) checksum (see 6.17);
e) retention and acknowledgment of TPDUs (see 6.13);

f) frozen references (see 6.18);

1 This procedure may be implemented by different means.
For example:

a) one intprval is associated with each TPDU. If the timer
expires the associated TPDU will be retransmitted and the
timer T1 wlll be restarted for all subsequent TPDUs; or

b) one ipterval is associated with each transport
connectior]: ‘

1) if the transport entity transmits a TPDU requiring
acknowledgement, it starts timer T7; .

2) if the transport entity receives a TPDU that
acknowledges one of the TPDUs to be acknowledged, it
restartg timer T7 unless the received TPDU is an AK
which gxplicitly closes the transmit window;

3). if. the transport entity receives a TPDU that
acknowledges the last TPDU to be acknowledged, it
stopstimer T7.

For a decisipn whether the retransmission timer~T7 is
maintained on| a per TPDU or on a per transport_connaction
basis, throughput considerations have to be taken into account.

2 For DT THDUs it is a local choice to retransmit either only
the first DT TPDU or all TPDUs waiting for an
acknowledgerjent up to the upper window edge.

3 Iltis recommended that after N\transmissions, the transport
entity waits T7 + W + Mg, in order to provide a higher
possibility of rgceiving an acknowledgement before entering the
release pha For_other TPDU types which may be
retransmitted, |t is recommended that after N transmissions the
transport entity waits 77 + Mg, in order to provide a greater
possibility of rgceiving the expected reply.

g) retransmission procedures; when-a [tiansport entity
has some outstanding TPDUs) that require
acknowledgment, it will check thatino-T7 iffterval elapses
without the arrival of a TPDU that acknow|edges at least
one of the outstanding TPDUS)

If the timer expires, except if the [TPDU to be
retransmitted is a DT )TPDU and it iz outside the
transmit window duédo credit reduction, {he first TPDU
is retransmitted-and the timer is restated. After N
transmissions(i.e<N - 1 retransmissions)l[it is assumed
that useful twe-way communication is no lpnger possible
and the release procedure is used, and the TS-user is
informed;

NQTES

1" This procedure may be implemented by different means.A
For example:

a) one interval is associated with each TPPU. If the timer
expires the associated TPDU will be trangmitted and the
timer T7 will be restarted for all subsequent [TPDUs; or

b) one interval is associated with dach transport
connection:

1) if the transport entity transmits a TPDU requiring
acknowledgment, it starts timer T7,

2) if the transport entity receives § TPDU that
acknowledges one of the TPDUs to be [acknowledged,
it restarts timer T7 unless the received [TPDU is an AK
which explicitly closes the transmit windgw;

3) if the transport entity receives & TPDU that
acknowledges the last TPDU to be adknowledged, it
stops timer T71.

4 If use of selective acknowledgement has been negotiated, a
selective acknowledgement implicitly identifies DT TPDUs not
received. Since such a DT TPDU could be a lost DT TPDU, or
simply a delayed DT TPDU, it is a local matter whether DT
TPDUs not acknowledged in a selective acknowledgement
should be retransmitted immediately.

k) concatenation and separation (see 6.4).

General procedures when operating over CLNS

The transport entity shall use the following procedures:

40

a) TPDU transfer (see 6.2);

For a decision whether the retransmission timer T7 is
maintained on a per TPDU or on a per transport connection
basis, throughput considerations have to be taken into
account.

2 For DT TPDUs itis a local choice to retransmit either only
the first DT TPDU or all TPDUs waiting for an
acknowledgment up to the upper window edge.

3 ltis recommended that after N transmissions, the transport
entity waits T1+ W + Mg, to provide a higher possibility for
receiving an acknowledgment before entering the release
phase. Forother TPDU types which may be retransmitted, it is
recommended that after N transmissions the transport entity
waits 71+ Mgy to provide an higher possibility of receiving the
expected reply.
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4 If use of selective acknowledgement has been negotiated, a
selective acknowledgement implicitly identifies DT TPDUs not
received. Since such a DT TPDU could be a lost DT TPDU, or
simply a delayed DT TPDU, it is a local matter whether DT
TPDUs not acknowledged in a selective acknowledgement
should be retransmitted immediately.

h) concatenation and separation (see 6.4).

12.2.2 Procedures for connection establishment

ISO/EC 8073 : 1992 (E)

entity shall only acknowledge the duplicate CC
TPDU according to the procedure in 12.2.2.2.b)1);

4) a CC TPDU may be received specifying a
reference which is in the frozen state. The response
to such a TPDU shall be a DR TPDU;

5) the retransmission procedures (see 12.2.1.2) are
used for both the CR TPDU and CC TPDU.

NOTE - After receiving a CR TPDU, it is recommended that the
transpart entity enforce a time limit upon the transport sesvice user
so that late acceptance of the transport connection will not cause a

12.2.2.1 Timers used in connection establishment

There are np timers specific to connection establishment.

12.2.2.2
CONS

General procedures when operating over

The transpgrt entities shall use the following procedures:

ignment to network connection (see 6.1.1);

nsmission procedure (i.e. not sending the CR
for more than N* T1);

2) if there is at least one other netwotk connectjon
ich the transport connection is assigned-both
initigtor and acceptor may either performa’new
assignment or continue operation using one of the
remaining network connections;

3) i{ the transport connection becomes unassigned
the acceptor may either perform ashew assignment
or whit (there is no risk of deadlock as either 77 or /;
will pe running); the initiator, shall perform a new
assignment (except in theclosing state);

b) connection establisiment (see 6.5) and if appropriate
connection refusal (see 6.6) together with the additional

sendmg a DT ED, DR or AK TPDUY;

2) as a result of duplication or transmission, a CR
TPDU may be received specifying a source
reference which is already in use with the sending
transport entity. If the receiving transport entity is in
the data transfer phase, having completed the 3-way
TPDU exchange procedure, or is waiting for the T-
CONNECT response from the TS-user, the receiving
transport entity shall discard such a TPDU.
Otherwise a CC TPDU shall be transmitted.

3) as a result of duplication or retransmission, a CC
TPDU may be received specifying a paired reference
which is already in use. The receiving transport

12.2.23

General procedures when/ogerating over CLNS

The transpott entity shall use the proceflure of connection
establishment (see 6.5)(and if appropriate connection
refusal (see 6.6) togetherwith the additiohal procedures:

1) a connectionds not considered e$tablished until the
successful completion of a three-way] TPDU exchange.
The sender-of a CR TPDU shall respond to the
corresponding CC TPDU by immedigtely sending a DT,
ED, DRor AK TPDU;

2)) as a result of duplication or retfansmission, a CR
TPDU may be received specifying a source reference
which is already in use with the sending transport entity.
If the receiving transport entity is in the data transfer
phase, having completed the three-way TPDU
exchange procedure, or is waiting far the T-CONNECT
response from the TS-user, the receiying transport entity
shall discard such a TPDU. Otherwise a CC TPDU
shall be transmitted;

3) as a result of duplication or rettansmission, a CC
TPDU may be received specifying p paired reference
which is already in use. The receivjng transport entity
shall only acknowledge the dupljcate CC TPDU
according to the procedure in 12.2.2.8.1);

4) a CC TPDU may be received spgcifying a reference
which is in the frozen state. The rpsponse to such a
TPDU shall be a DR TPDU;

5) the retransmission procedures [see 12.2.1.3) are
used for both the CR TPDU and CC{ TPDU.

- - 3 gcommended that the
transport entity enforce a time limit upon the transport service user
so that late acceptance of the transport connection will not cause a
delayed CC TPDU to be sent.

12.2.3 Procedures for data transfer

12.2.3.1 Timers used in data transfer

12.2.3.1.1

Timers used in data transfer when operating
over CONS ’

The data transfer procedures use one additional timer:

a) Window timer (W)
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A transport entity maintains a timer interval to ensure
that there is a bound on the maximum interval between
window updates.

NOTE - A suitable upper bound value for W is such that W <

n-Erq It is recommended that the value for W be
sufficiently less than (/g - E ) such that the inactivity control
procedure in 12.2.3.3 can be operated having regard to the
possibility of TPDU loss.

12.2.3.1.2 Timers used in data transfer when operating

© ISO/IEC

TPDU loss. The window synchronization procedures (see
12.2.3.8) ensure that this requirement is met.

NOTE - It is likely that the release procedure initiated due to the
expiration of the inactivity timer will fail, as such expiration indicates
probable failure of the supporting network connection or of the
remote transport entity.

12.2.3.4  Expedited data

12.2.3.4.1 Expedited data when operating over CONS

over CLNS
The data transfer procedures use one additional timer:
a) Window tjmer (W)

A transport entity maintains a timer interval to ensure
that there is fa bound on the maximum interval between
window udees.

NOTE ~ A suitfable upper band value for Wis such that W < I
—~ Ejp Itis rqcommended that the value for W be sufficiently
less than (/g —|E| g) such that the inactivity control procedure in
12.2.3.3 can be operated having regard to the possibility of
TPDU loss.

The transport entities shall follow the network normal data
variant of the expedited data transfef_procedures (see
6.11.1), if the use of the transport expedited setvice option
has been agreed during connection-gstablishment.

The ED TPDU shall have a TPDU-NR whi
from a separate sequence space from t
TPDUs.

is allocated
t of the DT

A transport entity shall allocate the sequencg number zero
to the ED TPDU:NRof the first ED TPDU which it transmits
for a transport connection. For subsequent EP TPDUs sent
on the same transport connection, the transpprt entity shall
allocate a’sequence number one greater than the previous
one.

12.23.2

General procedures for data transfer

The transport entities shall use the following procedures:

a) inactivity

control (see 6.21);

b) expedited data (see 6.11);

¢) Explicit fl

The sending t
procedures in th

bw control (see 6.16).

ransport entity shall use the following
E following order:

Modulo 27 arithmetic shall be used when n
have been selected and modulo 237 arithmetid
when extended formats have been selected.

The receiving transport entity shall transmit
with the same sequence number in its YR-E
If this number is one greater than in the previ
in-sequence ED TPDU, the receiving transp

brmal formats
shall be used

an EA TPDU
DTU-NR field.
busly received
brt entity shall

transfer the data in the ED TPDU to the TS-user.

If a transport entity does not receive an

EA TPDU in

acknowledgement to an ED TPDU it sh
retransmission procedures (see note and 12.

Il follow the
1.2).

1) segmenting (see 6.3);

2) DT TPDU numbering\(See 6.10).

The receiving transport entity shall use the following
procedures in thr following order:

The sender of an ED TPDU shall not send any new DT
TPDU created from a T-DATA request subsequent to the T-
EXPEDITED DATA request, until it receives the EA TPDU.

NOTE - This procedure ensures that ED TPDUs aire delivered to
the TS-user in sequence and that the TS-user dpes not receive
data corresponding to the same ED TPDU more thfin once. Also it

—~ DT TPDU numbering (see 6.10);
~ resequencing (see 6.20);

— reassembling (see 6.3).

12.23.3  Inactivity control

If the interval of the inactivity timer | expires without receipt
of some TPDU, the transport entity shall initiate the release
procedures. To prevent expiration of the remote transport
entity's inactivity timer when no data is being sent, the local
transport entity must send AK TPDUs at suitable intervals in
the absence of data, having regard to the probability of

42

ou ore any data
subsequently sent by the TS user.

12.2.3.4.2 Expedited data when operating over CLNS
The transport entities shall follow the expedited data
transfer procedures in 6.11.2, if the use of the transport
expedited data service option has been agreed during
connection establishment.

The ED TPDU shall have a TPDU-NR which is allocated
from a separate sequence space from that of the DT
TPDUs.
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A transport entity shall allocate the sequence number zero
to the ED TPDU-NR of the first ED TPDU which it
transmits for a transport connection. For subsequent ED
TPDUs sent on the same transport connection, the transport
entity shall allocate a sequence number one greater than
the previous one.

Modulo 27 arithmetic shall be used when normal formats
have been selected and modulo 237 arithmetic shall be used
when extended formats have been selected.

The receivi i itanEA—TPDY
with the same sequence number in its YR-EDTU-NR field.
if this numbier is one greater than in the previously received

in-sequence ED TPDU, the receiving transport entity shali
transfer the|data in the ED TPDU to the TS-user.

If a transpprt entity does not receive an EA TPDU in
acknowledgment to an ED TPDU it shall follow the
retransmissjon procedures (see note and 12.2.1.3).

The sendef of an ED TPDU shall not send any new DT
TPDU created from a T-DATA request subsequent to the T-
EXPEDITED DATA request, until it receives the EA TPDU.

NOTE - Thig procedure ensures that ED TPDUs are delivered to
the TS-user Lin sequence and that the TS-user does not receive
data correspgnding to the same ED TPDU more than once. Also it
guarantees |the arrival of the ED TPDU before any data
subsequently sent by the TS user.

122.3.5 |Resequencing

The receivipg transport entity shall deliver all DT TRDUs to
the TS-usef in the order specified by the sequence number
field.

DT TPDUs Jreceived out-of-sequence but within the transmit
i all not be delivered to the, TS-user until all in-
sequence TPDUs have been received. DT TPDUs received
out-of-sequence and outside the\transmit window shall be
discarded ut may result in(transmission of an AK TPDU
with up-to-flate window jnformation (see 12.2.3.8). If the
selective agknowledgement option has been agreed to at
connection establishment, DT TPDUs that have been
selectively pcknowledged shall be retained by the receiving
transport entity untitdelivered to the TS-user. They shall be
retained everif the selectlvely acknowledged DT TPDUs
later fall o e ibseq
credit reduction.

NOTE ~ It is recommended that the transport entity sending the AK
TPDU maintains a bound on the number of times a DT TPDU is
selectively acknowledged in order to reduce the processing at the
transport entity receiving the AK TPDU.

Duplicate TPDUs can be detected because the sequence
number matches that of previously received TPDUs.
Sequence numbers shall not be reused for the period L after
their previous use. Otherwise, a new, valid TPDU could be
confused with a duplicated TPDU which had previously
been received and acknowiedged.

ISO/IEC 8073 : 1992 (E)

Duplicated DT TPDUs shall be acknowledged, since the

duplicated TPDU may be the result o
resulting from the loss of an AK TPDU.

f a retransmlsswn

The data contained in a duplicated DT TPDU shall be

discarded.

12.2.3.6  Explicit flow control

The transport entities shall send an initial credit (which may
take the value 0) in the CDT field of the CR TPDU or CC

TPDU. This credit represents the initial
window edge of the peer entity.

value of the upper

The transport entity which receives the| CR TPDU or CC
TPDU shall consider its lower window edge as zero and its

upper window edge as the)value in th
received TPDU.

@ CDT field in the

In order to authorize.the transmission of DT TPDUs by its
peer, a transportientity may transmit angf AK TPDU at any

time.

The sequenhce number of an AK TPDU shall not exceed the
sequérice number of the next expected DT TPDU, i.e. it
shall not be greater than the highest seqlience number of a -

received DT TPDU, plus one.

A transport entity may send a duglicate AK TPDU

containing the same sequence nu
subsequence number field at any time.

mber, CDT, and

A transport entity may increase or decrease the upper

window edge at any time.

A transport entity which receives an AK TPDU shall
consider the value of the YR-TU-NR field as its new lower
window edge if it is greater than any previously received in a

YR-TU-NR field, and the sum of YR-TU-
new upper window edge subject to t
sequencing AK TPDUs (see 12.2.3.8).

NR and CDT as its
e procedures for
A transport entity

shall not transmit or retransmit a DT TPDU with a sequence

number outside the transmit window.

12.2.3.7  Sequencing of received AK

To aIIow a recelvmg transport entity to p

PDUs

operly sequence a

AK TPD ain the same sequence
number and thereby use the correct CDT value, AK TPDUs

may contain a subsequence parameter.

For the purpose of

determining the correct sequence of AK TPDUs, the

absence of the subsequence parameter
to the value of the parameter set to zero.

shall be equivaient

An AK TPDU is defined to be in sequence if

a) the sequence number is greater than any previously

received AK TPDU, or

b) the sequence number is equal to the highest in any
previously received AK TPDU, and the subsequence
parameter is greater than in any previously received AK
TPDU having the same value for YR-TU-NR field, or


https://iecnorm.com/api/?name=4956a263e6d0eec13db512a9a92577e3

ISO/IEC 8073 : 1992 (E) © ISO/IEC

NOTE - The use of the procedures defined in 12.2.3.8.3 and
12.2.3.8.4 is optional for any transport entity. The protocol operates
correctly either with or without these procedures which are defined

¢) the sequence number and subsequence parameter
are both equal to the highest in any previously received

AK TPDU and the credit field is greater than or equal to
that in any previously received AK TPDU having the
same YR-TU-NR field.

When the receiving transport entity recognizes an out-of-
sequence AK TPDU it shall discard it.

12.2.3.8 Procedures for transmission of AK TPDUs

to enhance the efficiency of its operation.

12.2.3.8.2
TPDUs

Sequence control for transmission of AK

To allow the receiving transport entity to process AK TPDUs
in the correct sequence, as described in 12.2.3.7, the

12.2.3.8.1 Transmission of AK TPDUs

An in-sequence |DT TPDU shall be acknowledged within
time A, by the transmission of an AK TPDU whose YR-TU-
NR parameter is|set to at least the sequence number of the
received DT [TPDU plus one. If the selective
acknowledgement option has been agreed to at connection
establishment, dut of sequence DT TPDUs may also be
acknowledged wjthin time A;. The YR-TU-NR parameter
shall be set to [one greater than the highest sequence
number of an in-sequence DT TPDU and the selective
acknowledgemerjt parameter will be appropriately set.

An AK TPDU shall be transmitted containing up-to-date
window informatiopn if

a) a DT TPOU is received whose sequence number is
lower than thp. lower window edge, but greater than or
equal to the [lower window edge minus the maximum
credit value eyer given for this transport connection, or

b) a DT TPDU is received whose sequence numbetis
above the cyrrent upper window edge, but following
credit reduction is within the upper window edge which
has been granted and then withdrawn.

NOTES

1 A simpler impfementation may sefid)an AK TPDU upon

to be transmitted is zero, then the paramet
omitted. ¢

zero (either explicitly or by absence of the pa

following

subsemama_pa;a.mazeuhau_be_mmi' d
reduction of CDT. If the value of the subsequpnce number

br should be

meter) if the

The value of the subsequence parameter, if LEed, shall be
r

sequence number is greater-than the paramet
AK TPDUs, sent by the transport entity.

If the sequence number is the same as the
TPDU sent and the-CDT field is equal to or gr
CDT field in the previous AK TPDU s

subsequence parameter, if used, shall be eq
the previously sent AK TPDU.

If the. sequence number is the same as the

CDT field in the previous AK TPDU se

r in previous

previous AK
ater than the
t then the
pal to that in

previous AK

t then the

TPDU sent and the CDT field is less than th}value of the

suibsequence parameter, if used, shall be on
the value in the previous AK TPDU.

NOTE - If a transport entity never reduces credit, tH
need to use the subsequence number.

12.2.3.8.3
to zero

Due to the possibility of loss of AK TPDU

greater than

en it does not

Retransmission of AK TPDUs dfter CDT set

5, the upper

window edge as perceived by the tran

port entity

transmitting an AK TPDU may differ from that perceived by
the intended recipient. To avoid the possilfility of extra
delay, the retransmission procedure (see 12.2.1.2 and
12.2.1.3) can be followed for an AK TPDU, if|it opens the
transmit window which has previously beeh closed by
sending an AK TPDU with CDT field set to zerq.

reception of any DT| TPDU outside the transmit window.

2 The procedure [a) is required)so that loss of an AK TPDU is
correctly recoverdad, i.e. when'the sender of the DT TPDU
retransmits it following non-receipt of an acknowledgement.

3 The procedure b) is required due to the possibility of loss of the
AK TPDU indicating the upper window edge reduction, which could

otherwise cause incorrect termination of the transport connection.

The retransmission procedure, if used, terminjates and the

procedure in 12.2.3.8.1 is used when

a) an AK TPDU is received containing the flow control
confirmation parameter, whose lower window edge and
your subsequence fields are equal to the sequence
number and subsequence number in the retained AK
TPDU and whose credit field is not zero;

4 Wherever procedures a) and b) are invoked and selective
acknowledgement option is being used, the selective
acknowledgement parameters, if required, of the AK TPDU will be
appropriately set.

A transport entity shall not allow an interval W to pass
without the transmission of an AK TPDU. If the transport
entity is not using the procedure following setting CDT to
zero (see 12.2.3.8.3) or reduction of the upper window edge
(see 12.2.3.8.4), and does not have to acknowledge receipt
of any DT TPDU, then it shall achieve this by retransmission
of the most recent AK TPDU, with up-to-date window
information.

b) an AK TPDU is transmitted with a sequence number
higher than that in the retained AK TPDU, due to
reception of a DT TPDU whose sequence number is
equal to the lower window edge;

¢) N transmissions of the retained AK TPDU have taken
place. In this case the transport entity shall continue to
transmit the AK TPDU at an interval of W.
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An AK TPDU which is subject to the retransmission
procedure shall not contain the flow control confirmation
parameter. If it is required to transmit this parameter
concurrently, an additional AK TPDU shall be transmitted
having the same values in the sequence, subsequence (if
applicable) and credit fields.

12.2.3.84 Retransmission procedures following
reduction of the upper window edge

window edge (see 12.2.3.6). This procedure is used until
the lower window edge exceeds the highest value of the
upper windbw edge ever transmitted (i.e. the value existing
at the timg of credit reduction, unless a higher value is
retained frojn a previous credit reduction).

The retrangmission procedure should be followed for any
AK TPDU which increases the upper window edge, unless it
is known \{hat the remote transport entity has an open
window. This is known if

— a flgw control confirmation (FCC) parameter has
been feceived corresponding to an AK TPDU
transmijted following the most recent credit reduction,
and;

— this FCC parameter conveys an upper window edge
value (ile. the sum of the lower window edge and credit
fields) which is greater than the lower window edge "of
the transmitted AK TPDU.

This retransmission procedure for any particular AK TPDU
shall termirlate when

a) an AK TPDU is received containing the flow control
confirmpation parameter, whose lower’window edge and
your s:Fsequence fields are equal to the lower window
edge gnd subsequence number in the retained AK
TPDU; pr

b) N transmissions of.the retained AK TPDU have taken
place. |n this case‘the transport entity shall continue to
transmif the AK.TPDU at an interval of W.

An AK TRDUY,'which is subject to the retransmission
procedure [shall’ not contain the flow control confirmation

ISO/IEC 8073 : 1992 (E)

The rules for determining whether to apply the retransmission
procedure to an AK TPDU may be expressed alternatively as
follows. Let

LWE = lower window edge
UWE = upper window edge

KUWE = [ower bound on upper window edge held by remote
transport entity.

whenever:
(UWE > LWE) and (KUWE = LWE)

i.e. when the window is opened and. it is not|known definitely that
the remote transport entity is aware-of this.

KUWE is maintained as follows:

When credit is reduced,/KUWE is set to LWH. Subsequently, itis
increased only upon'receipt of a valid flow coptrol confirmation (i.e.
one which matches the retained lower| window edge and
subsequence).In this case KUWE is set o the implied upper
window edge of the flow control confirmatioh, i.e. the sum of its
lower@vindow edge and your credit fields. By using this method, it
can_ be“ensured that KUWE is always less |than or equal to the
dctual upper window edge used by the transmitter of DT TPDUs.

12.2.3.9  Use of flow control confirmation paramster

An AK TPDU containing a flow coptrol confirmation
parameter may be transmitted at anyl time. The lower
window edge, your subsequence and yolur credit fields shall
be set to the same values as the corresgonding fields in the
most recently received in-sequence AK TPDU.

An AK TPDU containing a flow coptrol confirmation
parameter should be transmitted whenever

a) a duplicate AK TPDU is received, with the value of
YR-TU-NR, CDT, and subsequencel|fields equal to the
most recently received in sequence|AK TPDU, but not
itself containing the flow control confilmation parameter,

b) an AK TPDU is received which increases the upper
window edge but not the lower winflow edge, and the
upper window edge was formerly gqual to the lower
window edge; or

parameter._ It It 15 required o transmit this parameter
concurrently, an additional AK TPDU shall be transmitted
having the same values in the sequence, subsequence (if
applicable) and credit fields.

NOTE - Retransmission of AK TPDUs is normally not necessary,
except following explicit closing of the window (i.e. transmission of
an AK TPDU with CDT field set to zero). If data are available for
transmission, the retransmission procedure for DT TPDUs will
ensure that an AK TPDU is received granting further credit where
this is available; following credit reduction, this may no longer be
so, because retransmission may be inhibited by the credit
reduction. The rules described in this clause avoid extra delay.

c) an AK TPDU is received which increases the upper
window edge but not the lower window edge, and the
lower window edge is lower than the highest value of the
upper window edge received and subsequently reduced
(i.e. following credit reduction).

12.2.4 Procedures for release

12.2.4.1 Timers used for release

There are no timers used only for release.
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12.24.2  General procedures for release

The transport entity shall use the explicit variant of normal
release (see 6.7).

© ISO/EC

Although the retransmission procedure also apply to the DR
TPDU in the release phase, the transport entity may
however consider that the transport connection has been
released if it would be necessary to open a new network
connection in order to retransmit the DR TPDU.
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13 Structure and encoding of TPDUs

13.1 Validity

Table 8 specifies those TPDUs which are valid for each class and the code for each TPDU.

Table 8 -~ TPDU codes

Validity within classes See sub-

U 1 2 3 4 clause Code

CR: connettion request X X X X X 13.3 MO xxxx
CC: connegtion confirm X X X X X 13.4 110] X0
DR: disconphect request X X X X X 13.5 1000 0000
DC: disconnect confirm X X X X 13.6 1100 0000
DT: data X X X X X 13.7 111) 000y
ED: expedfed data X NF X X 13.8 000f 0000
AK: data a+knowledgement NRC | NF X X 13.9 011p zzzz
EA: expediled data acknowledgement X NF X X 13.10 001p 0000
RJ: reject X X 13.11 010ff zzzz
ER: TPDU|error X X X X X 13.12 011§ 0000
Not available (see the note) - 0000 0000
-- 001 0000

- 100f1  xxxx

- 1010 xx0xx

Key:

x0cx (bits 4 tp 1): used to signal the-CDT (set to 0000 in classes O to 1).
zzzz (bits 4 tp 1): used to signal’CDT in classes 2,3,4 setto 1111 in class 1.

y (bit 1): usdd to signal\ROA if the request acknowledgement procedure has been agreed at connection establishment (classes 1, 3, 4 only).
This bit shalllbe set-t0.0"if the request acknowledgement procedure has not been agreed.

NF: Not avallable-when the non-explicit flow control option is selected.

NRC: Not available when the receipt confirmation option is selected.

NOTE - These codes are already in use in related protocols defined by standards organizations other than CCITT and ISO/IEC.

13.2 Structure

All the transport protocol data units (TPDUs) shall contain an integral number of octets. The octets in a TPDU are numbered
starting from 1 and increasing in the order they are put into an NDSU. The bits in an octet are numbered from 1 to 8, where bit
1 is the lowest order bit.

When conhsecutive octets are used to represent a binary number, the lower octet number has the most significant value.

NOTES
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1 The numbering of bits within an octet is a convention local to this Interational Standard.
2 The use of the terms "high order” and "low order" is common to this Intemational Standard and to adjacent layer standards.
3 The use of the above conventions does not affect the order of bit transmission on a serial communications link.
4 As described in 6.2.3, both transport entities respect these bit and octet ordering conventions, thus allowing communication to take place.
5 In this clause the encoding of TPDUs is represented in‘ the following form:
a) octets are shown with the lowest numbered octet to the left; higher numbered octets being further to the right;

right

TPDUs shall contain, in the following order:

a) the headef, comprising

The structure is ilustrated below:

Octets
1 2 3 4 .. n n+1 p p+1 end
LI ~ Fixed part Variable part Data Field
e — = |— o~ — - hgader - — — — — O~ — -

13.2.1  Length indicator field

ajned in the first octet of the TPDUs. The length is indicated by a binary number, with a maximur value of 254
b length indicated shall be the header length in octets including parameters, but excluding the length indicator
field and user dafa, if any. The value 255 (1111 1111) is reserved for possible extensions.

If the length indichted exceeds or is equal to the size of the NS-user data which is present, this is a protocol error.
13.22 Fixed part

13.2.2.1 Gengral

The fixed part co talns frequently occurrmg parameters mcludlng the code of the TPDU The length and the stiucture of the
fixed part are deflred-by-th : nd-in-certain-casesby-the-protoco 3 d-theform e-(normallor extended).
If any of the parameters of the flxed part have an mvahd value or |f the flxed part cannot be contamed within the header (as
defined by LI}, this is a protocol error.

NOTE - In general, the TPDU code defines the fixed part unambiguously. However, different variants may exist for the same TPDU eode {see
normal and extended formats).

13.22.2 TPDU code

This field contains the TPDU code and is contained in octet 2 of the header lti is used to defme the structure of the remaining
header. This field is a full octet except in the following cases:

1110 xxxx Connection request

1101 %0 Connection confirm
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1111 000y Data

0101 xxxx Reject

0110 xxxx Data acknowledgement
where

xxxx (bits 4 to 1) is used to signal the CDT.

y (bit 1) is used to signal ROA if the request acknowledgement has been agreed at connection establishment (class 1, 3, 4
only).

Only those|codes defined in 13.1 are valid.

13.2.3  Variable part

The variab!e part is used to define less frequently used parameters. |f the variable part is present, it shall dontain one or more
parametery.

NOTE - Thq number of parameters that may be contained in the variable part is indicated by.the length of the variable part which is LI minus
the length offthe fixed part.

Each parameter contained within the variable part is structured as follows:

Octets Bits 8 7 6 5 4 3 2 1
n+1 Parameter ¢ode
n+2 Parameter length indication (for example m)
n+3
n+2+m Parameter value

The paramgter code field is coded in binary.

NOTE - Without extensions, it provides a maximum number of 255 different parameters. However, as noted below, bits 8 and 7 cannot take
every possible value, so the practical. maximum number of different parameters is less. Parameter code 1111 1111 ig reserved for possible
extensions df the parameter code.

The parameter length indication indicates the length, in octets, of the parameter value field.

NOTE - Thq length is ifidicated by a binary number, m, with a theoretical maximum value of 265. The practical maximum value of m is lower.
For exampl¢, in the.case of a single parameter contained within the variable part, two octets are required for the pafameter code and the
parameter lpngth(indication itself. Thus, the value of m is limited to 248. For larger fixed parts of the header and for each succeeding
parameter, themaximum value of m decreases.

The parameter value field contains the value of the parameter identified in the parameter code field.
No parameter code uses bits 8 and 7 with the value 00.

The parameters defined in the variable part may be in any order. If any parameter is dupliicated then the last value shall be
used. A parameter not defined in this International Standard shall be treated as a protocol error in any received TPDU except a
CR TPDU; in a CR TPDU it shall be ignored. A called TSAP-ID parameter in a CC TPDU with a length indicator set to zero
shall be treated as having the "nil selector value” (see ISO/IEC 7498-3, 9.5.2). If the responding transport entity selects a class
for which a parameter of the CR TPDU is not defined, it may ignore this parameter, except if it is the class and option
parameter, or the alternative protocol class parameter which shall always be interpreted. A parameter defined in this
International Standard but having an invalid value shall be treated as a protocol error in any received TPDU except a CR TPDU.
in a CR TPDU it shall be treated as a protocol error if it is either the class and option parameter or the alternative class
parameter; bits 8 to 7, and bits 6 to 1, if not meaningful for the class proposed, of the additional options parameter shall be
ignored; otherwise it shall be sither ignored or treated as a protocol error.
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13.2.3.1  Checksum parameter (class 4 only)

All TPDU types may contain a 16-bit checksum parameter in their variable part. This parameter shall be present in a CR TPDU
and shall be present in all other TPDUs except when the non-use of checksum option is selected.

Parameter code: 1100 0011
Parameter length: 2

Parameter value: Resuit of checksum algorithm; this algorithm is specified in 6.17.

13.24 Data field

This field contairjs transparent user data. Restrictions on its size are noted for each TPDU.

133 Connect]m request (CR) TPDU

The length of thg CR TPDU shall not exceed 128 octets.

13.3.1 structlure

The structure of the CR TPDU shall be as follows:

1 2 3 4 5 6 7 8 p p+1 end
i
Ll CR CDT DST-REF SRC-IHEF CLASS Variable User
1110 xxxx | 0000 0000 0000 0000 l OPTION pan Data
1 ;
13.32 L
See 13.2.1.

13.3.3 Fixed |part (octets 2 to 7)

The structure of this part shall contain:

a) CR: Connection request code: 1110. Bits 8 to 5 of octet 2; V '
b) CDT: Inifial credit allocation-{set to 0000 in classes 0 and 1 when specified as preferred class). Bits 4 to 1| of octet 2;
¢) DST-REH: Setto zerd,

d) SRC-REF: Reference selected by the transport entity initiating the CR TPDU to identify the requested transport
connection;

e) CLASS and OPTION: Bits 8 to 5 of octet 7 define the preferred transport protocol class to be operated over the
requested transport connection. When operating over CONS,; this field shall take one of the following values:

0000 Class 0
0001 Class 1
0010 Class 2
0011 Class 3
0100 Class 4

When operating over CLNS, this field shall take the value 0100 to indicate class 4.
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The CR TPDU contains the first choice of class in the fixed part. Second and subsequent choices are listed in the variable part

if required.

Bits 4 to 1 of octet 7 define options to be used on the requested transport connection as fogows:

Bits related t

NCTES

BIT OPTION
4 =0 Always
3 =0 Always
2 =0 Use of normal formats in all classes

=1 Use of extended formats in classes 2, 3, and 4
1 =0 Use of explicit flow control in class 2 k

=1 No use of explicit flow control in class 2

b options particular to a class are not meaningful if that class is not proposed-and may therefore take any value.

1 The connegtion establishment procedure (see 6.5) does not permit a given CR TPDU to request use of transport exppdited data transfer
service (additipnal option parameter) and not use of explicit flow control in class 2 (bit 1'=1).

2 Bits4to1

pre always zero in class 0 and have no meaning.

13.3.4 Variable part (octets 8 to p)

The following parameters are permitted in the variable part:

a) Transport Service Access Point Identifier (TSAP<ID)
Parameter code: 1100 0001 for the identifier of the calling TSAP

1100 0010 for the identifier of the called TSAP

Parameter length: not defined in this\International Standard

Parameter vaiue: identifier ofithe-calling or called TSAP respectively.

If a TSAR-ID is given in the-reguest it may be returned in the confirmation.

b) TPDY size

This pard

transport|connéction. The coding of this parameter is

Parametercode: 1100 0000

meter defines the proposed maximum TPDU size (in octets including the header) to be used oyer the requested

Parameter length: 1 octet

Parameter value:

00001101 8 192 octets (not allowed in class 0)
0000 1100 4 096 octets (not allowed in class 0)
0000 1011 2 048 octets
0000 1010 1 024 octets
00001001 512 octets
0000 1000 256 octets
00000111 128 octets

Default value: 0000 0111 (128 octets).
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¢) Preferred maximum TPDU size

© ISO/IEC

This parameter defines the proposed maximum TPDU size (in octets including the header) to be used over the requested

transport connection.

The coding of this parameter is:
Parameter Code: 1111 0000
Parameter length: upto 4

by - ava = &I ) 1) & _8XDre =Ta

Paramete

d) Version number (not used if class 0 is the preferred class)

Parametgr code: 1100 0100

Parameter IengtH: 1 octet

Parameter value field: 0000 0001

Default vialue: 0000 0001 (not used in class 0).
e) Protection parameters (not used is class 0 is the preferred class)
This parameter is user defined.
Parameter code: 1100 0101
Parametpr length: user defined

Parametpr value: user defined.

(used only if class 4 is the preferred class ) (see 13.2.3.1)

cet [se ..4 m n 6.5. )]. s na value shall be greater than or equalto|1.

This paramgter shall always be present in a'CR TPDU re:questing class 4, even if the checksum selection parameter is used

to request npn-use of the checksum facility.

" g) Additional option selection (not used if class 0 is the preferred class)

52

This parameter defines the.selection to be made as to whether or not additional options are to be used.
Parametpr code:. 1100 0110

Parametpr length: 1

Parameter value:
BIT OPTION

6 =1 Use of request acknowledgement in class 1, 3, 4

=0 Non-use of request acknowledgement in classes 1, 3, 4
5 =1 Use of selective acknowledgement in class 4

=0 Non-use of selective acknowledgement in class 4

4 =1 Use of network expedited in class 1

= 0 Non-use of network expedited in class 1
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3 =1 Use of receipt confirmation in class 1

=0 Use of explicit AK variant in class 1

2 =0 16-bit checksum defined in 6.17 shall be used in class 4

=1 16-bit checksum defined in 6.17 shall not be used in class 4

1 =1 Use of transport expedited data transfer service

=0 Non-use of transport expedited data transfer setvice

Defaujtvalua: 0000 0001

Bits 8and 7 shall be set to zero when sending the TPDU and ignored upon receipt.

Bits rglated to options particular to a class are not meaningful if that class is not proposed-and may therefore take any
value. ‘ '

h) Alternative protocol class(es) (not used if class 0 is the preferred class or when operating over CLNS)
Parameter code: 1100 0111
Pararheter length: n

Parameter value: Encoded as a sequence of single octets; each éncoded as for octet 7 but with bits[4 to 1 set to zero
(i.e. np alternative option selections permitted).

i) Acknowledgement time (used only if class 4 is the preferred-class)

This pardmeter conveys the maximum acknowledgement tirie A to the remote transport entity. It is an in dication only, and
is not suljject to negotiation (see 12.2.1.1.3).

Parameter code: 1000 0101
Parameter length: 2
Pararpeter value: n, a binary numberwhere n is the maximum acknowledgement time, expressed in njilliseconds.

k) Throdghput (not used if class Q.is the preferred class)

Pararneter code: 1000(1001
Pararneter length{ 12 or 24

Parameter value:

1st 12 octéts: maximum throughput, as follows:
First 3 octetst target value, calling-called user direction
Second 3 octets: minimum acceptable, calling-called user direction
Third 3 octets: target value, called-calling user direction
Fourth 3 octets: minimum acceptable, called-calling user direction

2nd 12 octets (optional): average throughput, as follows:
Fifth 3 octets: target value, calling-called user direction
Sixth 3 octets: minimum acceptable; calling-called user direction
Seventh 3 octets: target value, called-calling user direction
Eighth 3 octets: minimum acceptable, called-calling user direction

Where average throughput is omitted, it is considered to have the same value as the maximum throughput. Values are
expressed in octets per second.

m) Residual error rate (not used if class 0 is the preferred class)
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Parameter code: 10000110
Parameter length: 3

Parameter value:
1st octet: target value, power of 10

2nd octet: minimum acceptable, power of 10
3rd octet: TSDU size of interest, expressed as a power of 2

n) Priority (not used if class 0 is the preferred class)

Parameter code: 1000 0111

Parameter length: 2

Parameter value: integer (0 is the highest priority)
p) Transit d[

lay (not used if class 0 is the preferred class)

Parametgr code: 1000 1000

Parameter length: 8
Parametgr value:

First 2 octets: target value, calling-called user direction

Secohd 2 octets: maximum acceptable, calling-called user direction
Third|2 octets: target value, called-calling user direction

Fourth 2 octets: maximum acceptable, called-calling user direction

Values are gxpressed in milliseconds, and are based upon a’TSDU size of 128 octets.

q) Reassigfment time (not used if class 0 or 2 is the'preferred class; if class 4 is preferred and class 3 is pn alternate, it
may be used)

This paramgter conveys the Time to Try Reassignment (TTR) which shall be used when following the[procedure for
reassignmerLt after failure (see 6.12).

Parameter code: 1000 1011
Parameter length: 2

Parameter value: n,@’binary number where n is the TTR value expressed in seconds.

r) Inactivity|timer-(Used only if class 4 is the preferred or selected class)

This paramater.conveys the inactivity timer /; to the remote transport entity. It is an indication only, and ig| not subject to
negotiation (see 12.2.1.1.7).

Parameter code: 1111 0010
Parameter length: 4

Parameter value:  abinary value. This binary value indicates the inactivity time expressed in milliseconds.

13.3.5 User data (octets p + 1 to the end)

No user data are permitted in class 0, and are optional in other classes. Where permitted, they shall not exceed 32 octets.
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13.4 Connection Confirm (CC) TPDU

13.4.1 Structure

The structure of the CC TPDU shall be as follows:

ISO/EC 8073 : 1992 (E)

1 2 3 4 5 6 7 8 p p+1 end
CC CDT CLASS Variable User
LI DST-REF SRC-REF
1101 00X | | OPTION part Data
134.2 Ll
See 13.2.1.

13.4.3  Fixed part (octets 2 to 7)

The fixed patt shall contain

a) CC: Connection confirm code: 1101. Bits 8 to 5 of octet 2;

b) CDT:|Initial credit allocation (set to 0000 in classes 0 and 1). Bits 4 toctyof octet 2;

c) DST-REF: Reference identifying the requested transport connection at the remote transport entity;

d) SRC-REF: Reference selected by the transport entity initiating the CC TPDU to identify the co

connectign;

hfirmed transport

e) CLAYS OPTION: Defines the selected transport protocol class and option to be operated over the accepted transport
connection according to the negotiation rules specified'in 6.5.

13.4.4 Variable part (octets 8 to p)

The paramelers are defined in 13.3.4 and are subject to the constraints stated in 6.5 (connection establishment). Parameters
ruled out by Belection of an alternative class and option shall not be present.

13.4.5 Uger data (octets p + 1 to'the end)

No user datg are permitted in class 0, and are optional in the other classes. Where permitted, they shall not

The user data are subject to.the constraints of the negotiation rules (see 6.5).

13.5 Discgnnect Request (DR) TPDU

13.5.1  Structure

exceed 32 octets.

The structure of the DR TPDU shall be as follows:

1 2 3 4 5 6 7 8 p p+1 end
L DR DST-REF SRC-REF | REASON | Variable | User
1000 0000 I I part Data
1352 U
See 13.2.1.
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13.5.3

Fixed part (octets 2 to 7)

The fixed part shall contain

a) DR: Disconnect request code: 1000 0000;

b) DST-REF: Reference identifying the transport connection at the remote transport entity;

© ISO/EC

¢) SRC-REF: Reference identifying the transport connection at the transport entity initiating the TPDU. Value zero when
unassigned; ‘

reference is

The following values may be used for classes 1 to 4:

1) 128 H{0: Normal disconnect initiated by session entity

2) 128 4 1: Remote transport entity congestion at connect request time

3) *128 + 2: Connection negotiation failed [i.e. proposed class(es) not supported]
4) 128 43: Duplicate source reference detected for the same pair of NSAPs.

5) 128 4 4: Mismatched references

6) 128 45: Protocol error

7) 128 4 6: Not used

8) 128 4 7: Reference overflow

9) 128 4 8: Connection request refused on this network connection

10) 128 + 9: Not used

11) 128 + 10: Header or parameter length invalid:

The following values can be used for all classes:

12)
13)
14)
15)

NOTE - Reasons

13.6.4 Varia

The variable m

13.5.5

0: Reason not specified
1: Congestion at TSAP
*2: Session entity not attached to TSAP

*3: Address unknown:

le part (octets'8 to p)

contain

a) a paramgter‘allowing additional information related to the clearing of the connection;

marked with an astarisk-(*) may be reported to the TS-user as persistent, other reasons as transient.

Parameter code: 1110 0000

the following

Parameter length: any value provided that the length of the DR TPDU does not exceed the maximum agreed TPDU size
or 128 when the DR TPDU is used during the connection refusal procedure.

Parameter value: additional information; the content of this field is user defined.

b) checksum (see 13.2.3.1).

User data (octets p + 1 to the end)

This field shall not exceed 64 octets and is used to carry TS-user data. The successful transfer of this data is not guaranteed
by the transport protocol. When a DR TPDU is used in class 0 it shall not contain this field.
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13.6 Disconnect Confirm (DC) TPDU

This TPDU shall not be used in class 0.

13.6.1 &t

ructure

The structure of the DC TPDU shall be as foliows:

ISO/EC 8073 : 1992 (E)

1 2 3 4 5 6 p
U pe DST REF——SRC!RE': Vaﬂal':l&paﬂ
1 100I0000 L l L
13.6.2 LI
See 13.2.1.
13.6.3  Fixed part (octets 2 to 6)
The fixed paft shall contain
a) DC:‘ Disconnect confirm code: 1100 0000;
b) DST-REF: see 13.4.3;
¢) SRC-REF: see 13.4.3.
13.6.4 Variable part
The variable|part shall contain the checksum parametef/if the condition defined in 13.2.3.1 applies.
13.7 Data {DT) TPDU
13.7.1  Stpucture
Depending dn the class and the optioh the DT TPDU shall have one of the following structures:
a) Normgl format for classes)0 and 1
1 2 3 4 5 end
|
U1 <} ooty | anaoT User cata
1
b) Normal format for classes 2, 3 and 4
1 2 3 4 5 6 p p+1 end
LI DT IF?OA DST-IREF TPDU-NR | Variable User data
11 11L000y I and EOT part
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c) Extended format for use in classes 2, 3 and 4 when selected during connection establishment

1 2 3 4 5 6,7,8 9 p p+1i end
| | ]
LI DT ROA DST-REF TPDU-NR Variable User data
1111 000y I and EOT part
1
13.72 U
See 13.2.1.

13.7.3  Fixed part
The fixed part shall contain

a) DT: Data transfer code: bits 8 to 5 shall be setto 1111. Bits 4 to 2 shall be set to zero.

b) ROA: Hequest of acknowledgement mark: If the request acknowledgement procédures has not been|agreed during
connection gstablishment, bit 1 shall be setto 0 in all DT TPDUs.

When the request acknowledgement procedure has been agreed during connection’ establishment, bit 1 (ROA) is used to
request ackhowledgement in classes 1, 3, and 4. When set to one, ROA indicates that the sending transport|entity requests
an acknowlgdgement from the receiving transport entity. Otherwise ROA is setto zero.

¢} DST-REF: See 13.4.3;

d) EOT: When set to ONE, it indicates that the current DT TPDU\is the fast data unit of a complete DT TPDU sequence
(end of TSDU). EOT is bit 8 of octet 3 in class 0 and 1 and bit 8 of-octet 5 for classes 2, 3 and 4;

e) TPDU-NR: TPDU send sequence number (zero in class'0). May take any value in class 2 without expligit flow control.
TPDU-NR ig bits 7 to 1 of octet 3 for classes 0 and 1, bits)7 to 1 of octet 5 for normal formats in classes 2 3, gnd 4 and bits 7
to 1 of octet|5 together with octets 6, 7 and 8 for extended format.

NOTE - Depending on the class, the fixed part of the DT TPDU uses the following octets:

classes 0 and| 1: octets 2 to 3;

classes 2, 3, 4 (normal format): octets 2 to 5;

classes 2, 3, 4 (extended format): oétets'2 to 8.

13.7.4  Variaple part

The variable paft shall contain the checksum parameter if the condition defined in 13.2.3.1 applies.

13.7.5 User(data field

This field contains data of the TSDU being transmitted.

NOTE - The length of this field is limited to the negotiated TPDU size for this transport connection minus 3 octets in classes 0 and 1, and minus
5 octets (normal header format) or 8 octets (extended header format) in the other classes. The variable par, if present, may further reduce the
size of the user data field.

13.8 Expedited data (ED) TPDU

This ED TPDU shall not be used in class 0 or in class 2 when the no explicit flow control option is selected or when the
expedited data transfer service has not been selected for the connection.

13.8.1 Structure

Depending on the format negotiated at connection establishment the ED TPDU shall have one of the following structures:
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a) Normal format (classes 1, 2, 3, 4)

ISONEC 8073 : 1992 (E)

1 2 3 4 5 6 P p+1 end
|
ED EDTPDU-NR | Variable
Ll 0001 0000 DST-REF and EOT part User data
1
b) Extended format {for use in classes 2, 3 and 4 when selected during connection establishment)
1 2 3 4 5,6, 7,8 9 p p+1 end
|
Ll ED DST-REF EDTPDU-NR | Variable User dat
0001 0000 and EOT pant rosa
| 1
1382 U
See 13.2.1.

13.8.3  Fixed part

The fixed pa

a) ED: B

b) DST-

¢) EDT

value in ¢

6, 7 and

d) EOT:

NOTE - Depe

13.8.4

The variable

t shall contain

REF: see 13.4.3;

B,

Vdriable part

13.8.5 U1er data field

This field co

Expedited data code: 0001 0000;

139 Data rcknowledgement (AK) TPDU

tains an expedited TSDU (1 to 16 octets).

End of TSDU always set to 1 (bit 8 of-octet 5).

hding on the format the fixed part shall'be either octets 2to 5 or 2 to 8.

part shall contain thé checksum parameter if the condition defined in 13.2.3.1 applies.

PDU-NR: Expedited TPDU identification number.“ED TPDU-NR is used in classes 1, 3 and 4 and may take any
lass 2. For normal formats bits 7 to 1 of octet 5-and for extended formats bits 7 to 1 of octet 5 together with octets

This TPDU shall not be used in class 0 or in class 2 when the no explicit flow control option is selected, nor for class 1 when the
network receipt confirmation option is selected.

13.9.1 St

Depending on the class and option agreed the AK TPDU shall have one of the following structures:

ructure

a) Normal format (classes 1, 2, 3, 4)

1

2

3

L

|
AK CDT
0110 zzzz
1

DST-REF

YR-TU-NR

Variable part
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b) Extended format (for use in classes 2, 3 and 4 when selected during connection establishment)

! 2 3 4 5678 9 10 1 e p
AK
LI 0110 0000 DST-REF YR-TU-NR CDT Variable part
I |
1392 LU
See 13.2.1.

13.9.3  Fixed part

The fixed part shall contain (in octets 2 to 5 when normal format is used or in octets 2 to 10) the following parameers:

a) AK: Acknowledgement code: 0110;

b) CDT: Credit value (set to 1111 in class 1). CDT is bits 4 to 1 of octet 2 for normal formats and octets 9 and 10 for
extended fofmats;

c) DST-REF: See 13.4.3;
d) YR-TU-NIR: Sequence number indicating the next expected DT TPDW.number. For normal formats, bits 7 to 1 of octet

5; bit 8 of oftet 5 is not significant and shall take the value 0. For extended formats, bits 7 to 1 of octet § together with
octets 6, 7 and 8; bit 8 of octet 5 is not significant and shall take the value 0.

13.94 Vari
The variable paft contains the following parameters:
a) Checksym if the condition in 13.2.3.1 applies;
b) Subsequence number when optionally used under the conditions defined in class 4. This parameter is ysed to ensure

that AK TPQQUs are processed in the correct@equence. Hf it is absent, this is equivalent to transmitting the pgrameter with a
value of zerg.

Parametpr code: 1000 1010

Parameter length: 2
Parametpr value: 16<bit'subsequence number;
c) Flow cortrol confitmation when optionally used under the conditions defined in class 4. This parameter contains a copy

of the information received in an AK TPDU, to allow the transmitter of the AK TPDU to be certain of the state ¢f the receiving
transport entity\(see 12.2.3.9).

Parameter code: 1000 1100
Parameter length: 8
Parameter value: defined as follows:

1) Lower window edge (32 bits). Bit 8 of octet 1 of the parameter value field is set to zero, the remainder contains the
YR-TU-NR value of the received AK TPDU. When normal format has been selected, only the least significant seven bits
(bits 1 10 7 of octet 4 of the parameter value field) of this field are significant.

2) Your subsequence (16 bits). Contains the value of the subsequence parameter of the received AK TPDU, or zero if
this parameter was not present.
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3) Your credit (16 bits). Contains the value of the CDT field of the received AK TPDU. When normal format has been
selected, only the least significant four bits (bits 1 to 4 of octet 2 of the Your Credit field) of this field are significant.

d) Selective acknowledgement parameters when optionally used, under conditions defined in class 4, to acknowledge out
of sequence DT TPDUs received by the entity transmitting the AK TPDU. All consecutive DT TPDUs received shall be
acknowledged by a single block. Different groups of DT TPDUs that are consecutive within group but not across groups
shall be acknowledged using separate blocks (e.g., if DT TPDU numbers 3, 4, 5, 7, 8, 12, 13, 14, 15 and 17 are received
with 3 the first out-of-sequence DT TPDU, then 3, 4, 5 form one group, 7, 8 another and 12, 13, 14, 15 a third, and 17 a
fourth., The corresponding blocks would be (3, 5), (7, 8), (12, 15) and (17, 17)).

Paral

Para

Para

13.10 Ex

The EATP

meter code:

1000 1111

meter length:

meter value:

2n (normal format) or 8n (extended format) octets where n is the number T _digtinct blocks being
selectively acknowledged. This length is constrained by the maximum headersize of 254 octets.

In the normal format, the first octet of a pair of two octets shall represent the Iqwer edge and the
second octet the upper edge of each block. Bit 8 of each octet/is Set to zgro, the remainder
represents the sequence number of the edge.

In the extended format, the first four octets of a set of eight octets represent the lpwer edge and the
subsequent four octets represent the upper edge. For each/edge of four octets, Bit 8 of the first

octet is not significant and is set to 0; bits 7 to 1 of the fifst\octet together with the

fourth octets represent the sequence number.

second, third and

Whether normal or extended formats are used, each set of two or eight octets nmay be repeated as
many times as there are blocks to be acknowlédged.

bedited data acknowledgement (EA) TPDU

expedited dta transfer service has not been selected for the connection.

13.10.1 Sf

Depending

ructure

a) Normal format (classes 1, 2, 3, 4)

1

2

3

bn the option (normal or extended format) the TPDU structure shall be:

DU shall not be used for class 0, or for class 2 when the "no explicit flow control® option is selgcted, or when the

P
1
LI EA DST-REF YR-EDTU-NR|  Variable part
0010 0000 l
1
b) Extephded formaf (for use in classes 2, 3 and 4 if selected during connection establishment)
1 2 3 4 5 6,7, 8 9 P
1
LI EA DST-REF YR-EDTU-NR|  Variable part
0010 0000
1
13.10.2 L
See 13.2.1.

13.10.3 Fixed part

The fixed part shall contain (in octets 2 to 5 when normal format is used or in octets 2 to 8) the following parameters:

a) EA: Expedited acknowledgement code: 0010 0000;
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b) DST-REF: See 13.4.3;

¢) YR-EDTU-NR: Identification of the ED TPDU being acknowledged. May take any value in class 2. For normal formats
bits 7 to 1 of octet 5; bit 8 of octet 5 is not significant and shall take the value 0. For extended formats, bits 7 to 1 of octet 5
together with octets 6, 7 and 8; bit 8 of octet 5 is not significant and shall take the value 0. :

13.10.4 Variable part

The variable part may contain the checksum parameter (see 13.2.3.1).

13.11  Reject (RJ) TPDU

The RJ TPDU shall not be used in classes 0, 2, and 4.

13.11.1 Structure

The RJ TPDU shall have one of the following formats:

a) Normal format (classes 1 and 3)

1 2 3 4 5

LI RJ CDT DST-REF YR-TU-NR
0101 zzzz |

b) Extended format (for use in class 3 if selected during connection establishment)

1 2 3 4 56,7, 8 9 10
Ll RJ DST-REF YR-TU-NR | DT
0101 0000
! ]
13412 L
See 13.2.1.

13.11.3 Fixed|part

The fixed part shall contain (in ‘octets 2 to 5 when normal format is used or in octets 2 to 10) the following parameters:

a) RJ: Rejgct code:;~0101. Bits 8 to 5 of octet 2;

b) CDT: Creditivalue (setto 1111 in class 1). For normal formats bits 4 to 1 of octet 2 and for extended formats octets 9
and 10;

c) DST-REF: See 13.4.3;

d) YR-TU-NR: Sequence number indicating the next expected TPDU from which retransmission should occur. For normal
formats, bits 7 to 1 of octet 5, bit 8 of octet 5 is not S|gn|flcant and shall take the value 0. For extended formats, bits 7101 of
octet 5 together with octets 6, 7 and 8; bit 8 of octet 5 is not significant and shall take the value 0.

13.11.4 Variable part

There is no variable part for this TPDU type.
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1312 TPDU error (ER) TPDU

13.12.1 Structure

ISO/IEC 8073 : 1992 (E)

1 2 3 4 5 6
EIR I REJECT
L DST-REF Variable part
! 0111 0000 | CAUSE rlao’e pa
|

13.12.2 LI
See 13.2.1.
13.12.3 Fixr part
The fixed part shall contain the following parameters:

a) ER: THDU Error code: 0111 0000;
b) DST-REF: See 13.4.3;

¢) REJEQT CAUSE:

0000 0p00 Reason not specified
0000 0po1 Invalid parameter code
0000 0p10 Invalid TPDU type

0000 0p11 Invalid parameter value.

13.12.4 Varjable part

The variable gart may contain the following parameters:
a) Invalid|TPDU

Parar:[ter code: 1100 0001

Parameter length: numberof octets of the value field

Parambter value: contains the bit pattern of the rejected TPDU header up to and including the octet which caused the

rejectign. This pararmeter is mandatory in class 0.

b) Checksum

This paratneter shall be present if the condition in 13.2.3.1 applies.
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Section Three: Conformance

14 Conformance

14.1
specified in this
requirements in

A system claiming to implement the procedures

international Standard shall comply with the
14.2 to 14.5.

NOTES

© ISO/IEC

1 The procedures for classes 0 to 4 are specified in
clauses 8 to 12 respectively. The procedures refer to the
elements of procedures specified in clause €.
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d) which(of'the procedures listed as opt
are implemented;
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Table 9 - Provision of options

ISO/NEC 8073 : 1992 (E)

Procedure class 0 class 1 class 2 class 3 class 4
TPDU with checksum not applicable | not applicable { not applicable | not applicable | mandatory
TPDU without checksum mandatory mandatory mandatory mandatory optional
Expedited data transfer not applicable | mandatory mandatory mandatory mandatory
No expedited data transfer mandatory mandatory mandatory mandatory mandatory
Flow control in class 2 not i ical mandatory | not applicable | not applicable

No flow cpntrol in class 2 not applicable | not applicable optional not applicable | fot applicable
Normal fqrmats mandatory mandatory mandatory mandatory mandatory
Extended formats not applicable | not applicable optional optional optional

class 1

Use of regeipt confirmation in class 1
No use of

receipt confirmation in

not applicable
not applicable

optional
mandatory

not applicable
not applicable

not-applicable
not applicable

mot applicable
ot applicable

1

Use of ngtwork expedited in class 1
No use o

network expedited in class

not applicable
not applicable

optional
mandatory

not applicable
not applicable

not applicable
not applicable

mot applicable
ot applicable

in classes

1,3, 4

Use of sdlective acknowledgement in | not applicable | not applicable | netapplicable | not applicable optional
class 4
Use of repuest of acknowledgement | not applicable optional not applicable optional optional
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Annex A
(normative)

State tables

A1 General

a) one action constituted of a list of any number of
outgoing events (none, one, or more) given by their
abbreviated name defined in table A.3 followed by the

This annex privides a more precise description of the
protocol. In the event of a discrepancy between the
description in thgse tables and that contained in the text, the
text takes precedience.

The state tableq also define the mapping between service
and protocol evgnts that TS-users can expect.

This annex desdribes the transport protocol in terms of state
tables. The stpte tables show the state of a transport
connection, the events that occur in the protocol, the actions
taken and the r

The state tables describe only the operation of a single
transport connegtion. They do not necessarily describe all
possible combinjations of sequences of events at transport
and network sgrvice boundary, nor do they describe the
exact mapping Hetween TPDUs and NSDUs.

A.2 Conventions

A21 Incomipg events are represented in the-state
tables by their abbreviated name, as defined in table A.1.

A2.2 States|are represented in the tables by their
abbreviated nane, as defined in table A:2.

A.2.3 The intersection of eachrstate and event which is
invalid is left blapk. The action to be taken in this case shall
be one of the following:

a) for an eyent related to the transport service (i.e.
coming fromthe TS-user), take no action;

b) for an e

abbreviated hame of the resultant state (s¢e table A.2);

b) conditional actions separated by a gemi-colon (;).
Each conditional action contains a predicgte followed by
a colon (:) and by an action as defined in a). The
predicates are boolean éxpressions diven by their
abbreviated name and defined in the clayses related to
the state tables of (each class. On|y the action
corresponding to thie predicate which is|true shall be
taken.

A.2.5 The statetables also include
a) informal comments giving explanatory materials;

b) ‘references to notes using the following notation:
(note number);

c) references to other actions defined in separate tables
using the following notation: [action numbgt].

A3 Tables

Table A.1 specifies that names and abbreviated names of
the incoming events, classified as TS-usef events, NS-
provider events or TPDU events.

Table A.2 specifies the names and abbrevigted names of
the states.

Table A.3 specifies the names and abbrevidted names of
the outgoing events classified as TS-providér events, NS-
user events or TPDU events.

procedure for treatment of protocol errors (see 6.22) if
the state of the supporting network connection makes it
possible;

c) for an event falling into neither of the above
categories (including those which are impossible by the
definition of the behaviour of the transport entity or NS-
provider), take no action.

A.2.4 At each intersection of state and event which is
valid the state tables specify an action which may include
one of the following:
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Al State tables for classes Uand 2

This clause provides a more precise description of a
transport entity for a transport connection of class 0 or class
2.

The description uses predicates defined in table A.4, and
specific actions defined in table A.5.

The description does not include a complete specification of
the data transfer procedures but makes reference to the
specification of the classes (see clause 8 and 10). Table
A.6 gives the state automata for classes 0 and 2.
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Table A.1 - Incoming events

: 1992 (E)

Abbreviated name
Category Name
TCONreq TS-user T-CONNECT Request primitive
TCONTresp TS-user T-CONNECT Response primitive
TDTreq TS-user T-DATA Request primitive
TEXreq TS-user T-EXPEDITED DATA Request primitive
TDISreq TS-user T-DISCONNECT Request primitive
NDISind NS-provider N-DISCONNECT Indication primitive
NCONconf NS-provider N-CONNECT Confirm primitive
NBSTind NS-provider N-RESET Ingication primitive
CR TPDU Connection Request TPDU
CcC TPDU Connection Confirm TPDU
DR TPDU Disconnect Request TPDU
DC TPDU Disconnect Confirm TPDU
AK TPDU Data Acknowledgement TPDU
EA TPDU Expedited Data Acknowledgement TPDU
DT TPDU Data TPDU
ED TPDU Expedited Data TPDU
ER TPDU TPDU Error TPDU
RJ TPDU Reject TPDU

Table A.2 — States

Abbreviated name Name
WENC Wait for network connection
WFCC Wait for the CC TPDU
WBCL Wait before releasing (wait for CC TPDU before sending the TPDU DR
OPEN Transpornt connection is open
CLOSING Release in progress
WFTRESP Wait for T:=CONNECT response
CLOSED Transportconnection is closed
WENC-R Wait for network connection and reassignment in progress
WECC-R Wait'for CC TPDU and reassignment in progress
WBCL-R Wait before releasing and reassignment in progress
OPEN-R Open and reassignment in progress
OPEN-WR Open and wait for reassignment
CLOSING R Release in progress and reassignment in progress
CLOSING-WR Release in progress and wait for reassignment
WFTRESP-WR Wait for T-CONNECT response and wait for reassignment
WBCL-WR Wait before releasing and wait for reassignment
WBOC Wait before open complete (CC is unacknowledged)
WBOC-WR Wait before open complete and wait for reassignment
—CLOSING BOC— | Whaitbefore opencompteteand reteasein progress
CLOSING BOC-WR ldem and wait for reassignment
AKWAIT Waiting for acknowledgement of CC TPDU
REFWAIT Waiting for frozen reference time
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Table A.3 - Outgoing event

Abbreviated name

Category Name

TCONind TS-provider T-CONNECT Indication primitive
TCONconf TS-provider T-CONNECT Confirm primitive
TDTind TS-provider T-DATA Indication primitive
TEXind TS-provider T-EXPEDITED DATA Indication primitive
TDISind TS-provider T-DISCONNECT Indication primitive
NDISreq NS-user N-DISCONNECT Request primitive
NRSTresp NS-user N-RESET Response primitive
CR TPDU Connection Request TPDU
CC TPDU Connection Confirm TPDU
DR TPDU Disconnect Request TPDU
DC TPDU Disconnect Confirm TPDU
AK - TPDU Data Acknowledgement TPDU
EA TPDU Expedited Data Acknowledgement TPDU
DT TPDU Data TPDU
ED TPDU Expedited Data TPDU
ER TPDU TPDU Error TPDU
RJ TPDU Reject TPDU
Table A.4 ~ Predicates for classes 0 and 2
Name Description
PO T-CONNECT requestinacceptable
P1 Unacceptable CR TPDU
P2 No network connsection available
P3 Network connéction available and open
P4 Network coninection available and open in progress
P5 Class iniclass 0 (class selected in CC)
P6 Unacgeptable CC
P7 Class'is class 2
P8 Acceptable CC
P9 Class 4 CR
P10 Local choice
Table A.5 - Specific actions for classes 0 and 2
Name Description
(11 It the network connection is not used by another transport
connection assigned to it, it may be disconnected. (See
6.1.3 note 3)
[2] See 6.22 (receipt of an ER TPDU)
[3] See data transfer procedures of the class
[4] See expedited data transfer procedure of the class

(51

An N-RESET response has to be issued once for the
network connection if the network connection has not been
released. In class 0, an N-DISCONNECT request has to be
issued.

el

The DC TPDU contains a SRC-REF field set to zero and a
DST-REF field set to the SRC-REF of the DR TPDU
received.

© ISO/IEC
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An ER TPDU should be sent in certain cases (see 6.6)
If received it should be processed as a protocol error (see 6.22),

A CR with class 2 has been sent and a CC class 0 is received.

If DC is not available (i.e. class 0 only implemented) or SRC-REF is zero.
This happens only when the preferred class of the CR TPDU received is class 4.

© 1SO/EC ISO/IEC 8073 : 1992 (E)
Table A.6 — State table for classes 0 and 2
State WBCL CLOSING
WFNC WFCC (Class 2 OPEN (Class 2 WFTRESP CLOSED
Event only) only)
TCONreq PO: TDISind
CLOSED;
P2:
NCONreq
WENC;
P3: CR
WFCC;
P4: WENC
TCONre$p CcC
OPEN
TDTreq [3] OPEN
TEXreq DOES NOT EXIST IN CLASS 0
[4] OPEN
TDISreq [11 not P7: P5: NDISreq DR
CLOSED NDISreq CLOSED; CLOSED
CLOSED; P7:DR
P7: WBCL CLOSING
NCONconf | CR WFCC
NRSTind TDISind [1]15] TDISind [1]115] TDISind
[1][5] CLOSED [11(5] CLOSED [11(5]
CLOSED CLOSED ' CLOSED
NDISind TDISind TDISind CLOSED TDISind CLOSED TDISind
CLOSED CLOSED CLOSED CLOSED
CR P9: OPEN Po: Po: P1: DR(1)
CLOSING | WFTRESP CLOSED;
not P1:
TCONind
NFTRESP
DR TDISind P5: (2); P10: DC | CLOSED (4);
[6](5)
[1] (1] P7:DC [1] TDISind DL CLOSED
CLOSED CLOSED TDISisd CLOSED CLOSED
CLOSED
DC DOES NOT EXIST IN CLASS 0 (2) CLOSED
P7:11]
CLOSED
CcC P8: TCONconf P5:(3) CLOSING DR CLOSED
OPEN; NDISreq
P6 and P5: CLOSED;
TDISind P7: DR
NDISreq CLOSING
CLOSED;
P6 and P7:
TDISind DR
CLOSING
AK DOES NOT EXIST IN CLASS 0 (2) CLOSED
| [ [3]OPEN | CLOSING
EA DOES NOT EXIST IN CLASS 0 (2) CLOSED
[ [4]OPEN | CLOSING
ED DOES NOT EXIST IN CLASS 0 (2) , CLOSED
[4] OPEN CLOSING
DT [3] OPEN CLOSING CLOSED
ER TDISind [1] CLOSED ) (2) CLOSED
[1] CLOSED
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A5  State tables for classes 1 and 3 ' Specific actions are defined in table A.8 and specific
additional notes are given in table A9.

This clause provides a more precise description of a

transport entity for a transport connection of class 1 or 3. The description does not include a complete specification of
the data transfer but makes reference to the specification of
The description uses the predicates defined in table A.7. the classes (see clauses 9 and 11). Table A.10 gives the

state automata for classes 1 and 3.

Table A.7 —- Predicates for classes 1 and 3

Name Description

PO [-CONNECT Request unaccepiable

P1 No available network connection can be used for assignment
or reassignment

P2 A network connection can be used for assignment or
reassignment; the network connection opening is in
progress

P3 A network connection can be used for assignment or
reassignment; the network connection is open

P4 TTR timer has previously run out

P5 Local choice

P6 Initiator of the transport connection

P7 Unacceptable CR TPDU

P8 TWR is running

P9 Class 4 CR

P10 Class selected in CC is class 0 on2

Table A.8 — Specific actions‘forclasses 1 and 3

Name Description
1] The network connection can_be'disconnected if not used by any transport
connection assigned to it
2] Retransmit expedited data which are unacknowledged or which have been

stored when waiting for reassignment (if any). If a RJ TPDU has been
received, enable also data TPDU transmission (if any). If an ED was received,
handle according 1o procedures for class if not a duplicate

[3] Network connection can be disconnected if not used by any transport
connection and was locally opened
[4] Start TWR timer if not already running. Disable sending DT TPDUs until an RJ
TPDUY.is received (see note 3)
[5] Stop-TWR timer
[6] Isste an N-RESET response if not already done
, [71 See data transter procedurs for the class
[8] Start TTR timer if not already running. The sending credit is also set to zero in
order not to send DT TPDUs until a RJ TPDU is received.
9] Stop TTR timer if running or remove information that TTR timer has run out
(see notes 1 and 2)
[1 n} Store-information-that TTR timer-has-run-out (enn note 1)
[11] Store request
[12] See state table appropriate to the class selected in the CC TPDU
[13] close the network connection to which the transport connection is currently

assigned, apply to all transport connections assigned to this network
connection the procedure for processing NDISind and then process the TPDU
reassignment.

[14) The DC TPDU contains a SRC-REF field set to zero and a DST-REF field set
to the SRC-REF of the DR TPDU received.

NOTES

1 This information is used by predicate P4.

2 This action is not performed if the transport entity is the responder or if neither reasstgnment nor
rasynchronization is in progress.

3 The method of disabling transmission of DT TPDUs is a local matter. .In class 3 for example, it may be
effected by setting credit to zero. In class 1, this may be effected by setting of a boolean indicator.
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Table A.9 — Specific notes for classes 1 and 3

name description

(1) Any TPDU except DR and CC having an unknown destination reference

(2) CC TPDU having an unknown destination reference or a mismatched source reference

(3) CR TPDU which is not duplicated but rejected. If the CR TPDU is duplicated, ignore it

(4) Or send any DT or ED TPDU waiting for transmission or use N-DATA ACKNOWLEDGE
request if available and selected (class 1 only)

(5) Same as for (9) and issue a T-DISCONNECT indication

(6) If the resultant state is CLOSED, the reference should be frozen except in the cases
described in 6.18

(€4] AR ER TPDUShould be sentinthe cases defined N 6.6

(8) Recenpt of a DC TPDU is a protocol error since DC cannot be used for reaSSIgnmdnt It
is recommended to stop the TWR timer ([5]) and to consider the transport connection as
released (CLOSED STATE)

(9) Receipt of one of these TPDUs in this state is a protocol error. 1t is recomrmended|to
stop the TWR timer ([5]), and send a DR TPDU and enter the closing-state

(10) Or a DR with mismatched source reference has been received

(11) Receipt of CR in this state is only valid if the TPDU is received(on a network conngction
to which the transport connection is not assigned. It is recommended to apply actipn
[13].

(12) Receipt of this TPDU in this state is possible either onthe-network connection to which

; the transport connection is currently assigned or on another network connection (f¢r the

responder only). In the former case the action is as stated in the state table. In the
latter case it is recommended to apply action [13].

(13) This happens only when the preferred class©fthe CR TPDU received is class 4.

1992 (E)
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Table A.10 — State table for classes 1 and 3
(First part: connection - responder side)

© I1SONEC

State CLOSED | WFTRESP | WFTRESP- WBCL—WR WBOC WBOC- CLOSING | CLOSING
Event 7 WR WR BOC BOC-WR
TDISreq DR WBCL-WR DR CLOSING
CLOSED CLOSING | BOC-WR
(6) BOC
TCONresp P10: (12); | WBOC-WR
not P10;
CC WBOC
NRSTind [4][6] (6] (6] [4] [6] [6] [4] [6] [6]
WFTRESP | WFTRESP | WBCL-WR | - WBOC- WBOC- CLOSING | CLOSING
-WR -WR WR WR BOC-WR BOC-WR
NDISind {4] , [4] [4]
WFTRESP | WFTRESP | WBCL-WR | WBOC- WBQOC- CLOSING CLOSING
-WR -WR WR WR BOC-WR BOC-WR
CR P7: DR Po: [5] [5] DR Po: 15] CC P9: DR [5]
(3and7) | WFTRESP; | WFTRESP | CLOSED WBOC; wWBOC CLOSING CLOSED
CLOSED | not P9: (11) (6) not P9: s BOC; ()
(6); D not P9: (11)
not P7:
TCONind;
INFTRES
p
DR DC P5: DC[14] TDISind DC (5) CLOSED [5] DC
CLOSED (13) DC TDISind (6) (12) CLOSED
TDISind CLOSED | CLOSED (6)
CLOSED (6) (12)
RJor ED CLOSED OPEN[7] [5]12] CLOSING [5]1 DR
(12) RJ OPEN (12) CLOSING
DC CLOSED CLOSED (8)
First TPDU!| [CLOSED " OPEN [71 CLOSING 9)
other than
CR, DR,
DC, ED,
ERorRJ
TWR TDISind CLOSED TDISind CLOSED
time-out CLOSED (6) CLOSED (6)
(6) (6)
TDTreq [7] [11]
WBOC WBOC-
WR
TEXreq 7] [11] .
WBOC WBOC-
WR
ER TDISind CLOSED
DC (6)
CLOSING
BOC
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Table A.10 (continue) — State table for classes 1 and 3
(Second part: connection initiator side)
State CLOSED WFNC WFNC-R - WFCC WFCC-R WBCL WBCL-R
Event
TCONreq PO: TDISind
CLOSED;
not (PO and
P1)
NCONreq
WFNC;
not (PO and
P2): WENG;
not (PO and
P3): CR
WFCC
NCONconf| CRWFCC | CRWFCC CR WFCC CRWBCL
NRSTind P4: TDISind P47 [6] CLOSED
(6] (6) [1] [11;
CLOSED; not P4: CR [6]}
not P4: CR [8] WBCL
[6] [8] WFCC
NDISind P1: P1: P4: TDISind P1: P4 or P5: [t and || P5: CLOSED
NCONreq NCONreq | CLOSED (6);| ‘“NCONreq | 9] (6) CLOSED; (6) [9];
WFNC-R WENC -R; | (not P4) and| WFCC-R; | (not (P4 or P5)) | (not P5) and
{8l P2: WFNC- P1: [8] P2: WFCC- and P1: [8] P1:
P2: [8] R; NCONreq R; NCONreq NCONreq
WFNC-R; P3: CR WEFCC-R; P3:CR WBCL-R; WBCL-R;
P3: CR[8] WFCC {not-P4) and WFCC (not (P4 or P5)) |[ (not P5) and
WFCC P2: [8] and P2: [8] P2: WBCL-R;
WFCC-R; WBCL-R; (not P5) and
(not P4) and (not (P4 or P5)) P3: CR
P3: [8] CR and P3: [8] CR WBCL
WFCC WBCL
TDISreq [1] CLOSED | [1}:€LOSED WBCL P5:
(6) (6) 9] CLOSED (6)
[1 and 9];
not P5:
WBCL-R
DR (10) TDISind [1119]
DC [1119] CLOSED (6)
CLOSED CLOSED (6)
(12)
CC DR P10:[12]; P10:{12];
CLOSED not P10: not P10: DR
TCONconf [9]
AK(4) OPEN CLOSING
[9
(1) CLOSED
(2) DR
CLOSED ‘
TTR TDISind [10] TDISind [10] 1
time-out (1] 1 CLOSED (6)
CLOSED (6) CLOSED (6)
ER TDISind [1][9]
(11191 CLOSED (6)
CLOSED (6)
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Table A.10 (concluded) - State table for classes 1 and 3
(Third part: OPEN and CLOSING states)
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State OPEN OPEN-R OPEN-WR CLOSING CLOSING-R | CLOSING-WR
Event
NCONCconf RJ[2) DR
OPEN CLOSING
TDISreq P8: CLOSING; CLOSING-R | CLOSING-WR
not P8: DR
CLOSING
NRSTind P6 and P4: (6) [6] P6 and P4: (6)
[3] TDISind [6] [8] CLOSED;
CLOSED; P6 and not P4:
(P6 and not P4): [6] {8] DR
[6}[2] [8] RJ CLOSING;
OPEN; not P6: [4, 6]
not P6: [4 and 6] CLOSING
OPEN
NDISind P6 and P4: P1: NCONreq P6 and (P5 or P5: CLOSED
TDISind CLOSED OPEN-R; P4). CLOSED (6);
(6); P2: OPEN-R; (6); (not P5 and
(P6 and not P4) P3: [2] RJ P6 andnot (P4 | P1): NCONreq
and P1:[8] OPEN or 5) and P1: | CLOSING-R;
NCONreq OPEN- [8DNCONreq {not P5) and
R; CLOSING-R; P2;
{P6 and not P4) P6 and not (P4 | CLOSING-R;
and P2: [8] or P5) and P2: (not P5) and
OPEN-R; {8] CLOSING-R; P3: DR
(P6 and not P4) P6 and not (P4 CLOSING
and P3: [8] [2] RJ or P5) and P3:
OPEN; [8] DR
not P6: [4] CLOSING;
OPEN-WR not Pé: [4]
CLOSING-WR
RJ or ED P8: [5] [2] RJ RJ [5 and 2] P8: [5] DR DR [5]
OPEN; OPEN CLOSING; QLOSING
not P8: [7] [9] not P8: [9]
OPEN (12) CLOSING (12)
TWR time-out TDISind (6) TDISind (6) CLOSED (6) CLOSED (6)
CLOSED CLOSED
DR P8: TDISind DC (6) TDISind DC P8: [5] DC (6) [5][CLOSED
[5] CLOSED; [5] CLOSED; (6) DC
not P8:-TDISind CLOSED () not P8: [3]1]9]
DC (8) [9] (6) CLOSED (12)
CLOSED (12)
DC P8(8; (8)
' not P8: [3] [9]
CLOSED (6);
DT, AK, or EA [7] OPEN (5) CLOSING (9)
TPDU
TTR time-out [10] TDISInd [10] CLOSED
CLOSED [1] [1] (6)
(6)
TDTreq P8: [11] OPEN; [11] [11]
not P8: [7] OPEN OPEN-R OPEN-WR
TEXreq P8: [11] OPEN; 11] f11]
not P8: [7] OPEN OPEN-R OPEN-WR
ER TDISind TDISind CLOSED CLOSED
DR CLOSING DR CLOSING (6) (6)

74



https://iecnorm.com/api/?name=4956a263e6d0eec13db512a9a92577e3

© ISOAEC

A.6  State tables for class 4 over CONS

This clause provides a more precise description of a ciass 4
Transport Connection.

Tables A.11, A.12, A.13 give the predicates, actions and
notes for class 4 respectively.

Table A.14 is the state table for a class 4 transport
connection.

ISO/IEC 8073 : 1992 (E)

f) when a TPDU is received the network connection on
which it has been received is assumed to be known;

g) the variable "current-nc” is used to designate either
the network connection on which a TPDU has been
received or the network connection which has been
chosen for a new assignment (either an existing one or a
new one which is created);

h) the following variables are also used:

The following assumptions and notations are used:

a) the sthte of every network connection is known as
being opgn or opening (i.e. a NCONreq has been issued
and the NCONconf is awaited);

b) for edch transport connection the transport entity
maintaing the set of network connections to which the
transport |s assigned. A network connection in this set is
either in dpen or opening state;

¢) when|an N-CONNECT confirmation, N-RESET
indication| or N-DISCONNECT indication is received this
event is associated with the transport connection if the
network connection belongs to the set;

d) when|an N-DISCONNECT is received, the network
connectipn becomes unexisting and is therefore
withdrawn from the set. When a NCONconf is received
the state pf the nc becomes "open";

NOTE - This is not shown by an explicit action in the state
table. Cc}lrversely adding a network connection to_a set and
setting its $tate to “opening” is shown by an explicitaction.

e) when|the state goes back to CLOSED or REFWAIT
state, it |is assumed that all timers jare stopped (if
running),[the count is set to zere and the set becomes
empty;

|ocat=re1'.—me-refe're'n'ce-('ru'r:an-o1-re TC is chosen
when sending the CR or when ac¢cepting a CR;

remote-ref: the reference .of\remotg entity is initially
set to zero and initializedywhen prpcessing the CC
except if the CC is ignored;

SRC-REF: designates the correspgnding field of the
received TPDUY

DST-REE:-designates the correspanding field of the
received TPDU;

src-ref, dst-ref: designates the corrésponding field of
the sent TPDU;

count: designates the number of times a TPDU has
been sent {retransmissions);

j) the data transfer phase is not completely described
in the state table but refers to the main ftext;

k) aspontaneous event called "new ngtwork connection
assignment" has been introduced. It may occur at any
time provided P1 or P2 are true (see table A.11) and the
remote tef is not zero (i.e. a CR FPDU has been
received or a CC TPDU has been received and
processed);

m) when an N-RESET indication ig received, an N-
RESET response is issued.

Table A.11 ~ Predicates for class 4 over CONS

Name Description

PO T-CONNECT Request is acceptable

P1 An assignment can be done to a suitable network connection
(either open or opening)

P2 It is possible to open a new network connection

P3 Local choice

P4 A CR TPDU has never been sent

P5 The transport entity is the initiator and the set of network
connections is now empty (i.e. a new assignment shall be
done) or a new assignment is decided as a local choice

P6 Local choice not to perform a new assignment if the set of
network connections is empty (for Closing state only)

P7 Count = maximum ‘

P8 Acceptable CR TPDU

P9 Acceptable class 4 CC TPDU

P10 Unacceptable class 4 CC TPDU

P11 CC TPDU not specifying class 4
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Table A.12 - Specific actions for class 4 over CONS

© ISO/IEC

Name

Description

[0

Set reference timer

1

Count =count+ 1

2]

Count=0

€l

Set retransmission timer

(4

Stop retransmission timer if running

(6]

Stop window timer if running

Set inactivity timer

Stop inactivity timer

Set initial credit for sending according to the received CR/CC TPDU

Set.initial credit for controlling reception according the the sent CR/ICC TPDU

Send the CR TPDU if there is a network connection in the opentstate in the set

Add the current network connection to the set, if not already included

The current network connection is how in opening state

Send the CC TPDU if a network connection in the open state is in the set

Send the DR TPDU if a network connection in the open state is in the set. This DR Tf
is sent with SRC-REF = local-ref and DST-REFR = remote-ref (may be zero)

PDU

Send the DR TPDU if a network connection)in the open state is in the set. The DR TH
is sent with SRC-REF = 0 and DST-REE = remote-ref

DU

Send a TPDU according to data transfer procedure

See state table of the class specified in the CC TPDU (refer to data transfer)

See state table of the class (refer to release procedure): send a DR TPDU if the clasg
not 0, otherwise issue an N:DISCONNECT request

is

Store request and exsrcise flow control to the user

Send a DR TPDW with SRC-REF field set to zero

Send a DC TPDU except if the SRC-REF field of the received DR TPDU is equal to z¢ro
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Table A.13 - Specific notes for class 4 over CONS

Name Description
1y Not possible as no set of Network Connections is associated with this transport connection
) It is also possible to remain in the same state (T1 is still running) until

— a CC TPDU is received which performs a new assignment;
- a new assignment is tried (spontaneous event);
~ T1 runs out and the count is equal to the maximal value

(3) No new assignment was possible: if the set is empty, the transport entity waits until a new
assignment is received, or can be locally performed (spontaneous event)

(4) it is also possible to petrform a new assignment. (This may be done in triggering the event
‘Mew network conmectom assignment”y

(5) Not a duplicated CR TPDU. If the CR TPDU is duplicated, ignore it

(6) Since a new network connection is now assigned, it is recommended that the\appfoptiate

TPDU be sent on this network connection (if open) in order to make the remote entity
aware of this assignment. [t is also possible to allow the normal retransmission
procedures to cause the TPDU to be sent; however, the first TPDU available for sending
should be sent on the new network connection ]

(7) As a local choice it is also possible to apply the following:
[0], TDISind, REFWAIT

(8) Association to this transport connection is carried out regardless of the SRC-REF field. !f
the SRC-REF is not zero, a DC TPDU is sent back

(9) At least an AK TPDU shall be sent if the transport entity-is in the initiator in order tp ensure
that the responder will complete its three-way handshake

(19) If association has been made, and DST-REF ig'zero, then the DC TPDU contains @ SRC-
REF field set to zero

(11 If the CLOSING state has been entered, coming from WFCC state, the remote-ref|is zero.

The SRC-REF field of the CC TPDU is ignored (i.e. if the DR TPDU is retransmittgd, it will
be with DST-REF field set to zero)

(12) If the CLOSING state has been entered, coming from WFCC state, the remote-ref{(which
is zero) shall be set with SRC-REF in order to comply with the release procedure ¢f the
negotiated class

The DR TPDU may be eithér,repeated immediately or when T1 will run out
If the set is empty, this event may be used as a criteria for triggering the event "new
network connection assignment”

(19) Previously storedT-DATA or T-EXPEDITED DATA requests are ready for processing
according to datatransfer procedures

(16 See data transfer procedures

(17) When an N-RESET INDICATION is received, an N-RESET RESPONSE has to bg issued
once independent of the state automata

L~
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Table A.14 - Class 4 connection/disconnection over CONS
State | REFWAIT | CLOSED WFCC WBCL OPEN WFTRESP | AKWAIT CLOSING
Event
TCONreq not PO:
TDISind
CLOSED;
PO and P1:
[12,1,3,10
and 11]
WFCC;
PO and not
P1 and P2:
[13,12,1,3
and 10]
NCONreq
WFCC;
PO and not
P2;
TDISind
CLOSED
TCONresp 3,2, 1,10
and 14]
AKWAIT
TDISreq P4: (6. 8, 4.8, 2, [16] [4,8,2,1
CLOSED; 1 and(15] CLOSED and 15]
(not P4) and CLOSING CLOSING
P3: WBCL;
(not P4) and
(not P3}) [4, 3,
2,1and 15
CLOSING
NDISind 1) (1) P1:[12] P3: [0] P5 and P1: | WFTRESP | P5 and P1: Pé: [0]
WEFCC; REFWAIT; | [12 and 17] (4) [12 and 14] REFWAIT;
{not P1) and (not P3) (6) OPEN,; (6) (not P6) and P5
P2: [13.and and P1: | P5and (not AKWAIT; apd P1:[12
12] NCONreq | [12 and 11]| P1) and P2: P5 and (not and 15]
WFEC; WBCL; [13 and 12] P1)and P2: | CLOSING (6);
(not P1) and (not P3) NCONreq [13 and 12} | (nol P6) and P5
(not P2): [0] and (not OPEN; NCONreq arjd (not P1)
{2] TDISind P1)and | P5 and(not AKWAIT; and P2: [13
REFWAIT P2:[13 | P1) and (not P5 and (not and 12]
and 12] P2). OPEN P1) and INCONreq
NCONreq (3) (not P2): CGLOSING;
WBCL,; not P5; AKWAIT | (nof P6) and P5
(not P3) OPEN (3); and (not P1)
and (not not P5: and (not P2):
P1) and AKWAIT CLPSING (3);
(not P2y (not P6) and
[0] (not P5):
REFWAIT CLOSING
NRSTind (17) (17) (17) (17) (17) (17)
TDTreq (16) OPEN [20]
TEXreq AKWAIT
NCONconf (1) (1) CR CR [17] WFTRESP cC [15] CLOSING
WFCC (6) | WBCL (6) | OPEN (6) : ADWAIT (6) {6)
New P1:[12 and P1:[12] P1:[12and | P1:[12 and 15]
network 171 OPEN | WFTRESP 14] (6) {6) CLOSING ;
connection (6); (6); AKWAIT; (not P1) and
assignment (not P1)and| (not P1) (not P1) | P2:[13 and 12]
P2:[13 and | and P2: [13 | and P2:[13 NCONreq
12 and 12] and 12] CLOSING
NCONreq NCONreq | NCONreq
OPEN WFTRESP | AKWAIT
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Table A.14 - Class 4 connection/disconnection over CONS (concluded)
State | REFWAIT CLOSED WFCC wWBCL OPEN WFTRESP AKWAIT CLOSING
Event
Retrans- P7and P3[0] | P7and P3: | P7:[6, 8, 3, P7:[3, 2,1 P7: [0}
timer TDISind [0] 2,1 and 15] and 15] | REFWAIT;
REFWAIT; | REFWAIT; TDISind TDISind | not P7: [1,
P7 and (not | P7 and (not ;| CLOSING (14) 3 and 15]
P3):[3,2,1 | P3):[3,21 (14); CLOSING; (14)
{16} actRZ 1| CLOSING
TDISind CLOSING | (14) OPEN 3 and 14]
CLOSING (14); (14)
(14); not P7: [1, AKWAIT
not P7:[1,3 | 3, and 11]
and 11] WBCL
WFCC
Inactivity- {6,4,3,21
timer and 15]
TDISind
CLOSING (7)
Reference || CLOSED
timer
CR not P8: [21] {¥2/8 and 7] [12] [12 and [12]
CLOSED OPEN WFTRESP 14] CLOSING
(5); AKWAIT (13)
P8: [9 and
12]
TCONind
WFTRESP
®)
cc DR DR P9:[12,9;2, | P11:[19}; | [12,17,8 P11:[19]
REFWAIT | CLOSED 4, 5. 7-and not P11: and 7] (9) (12);
17) [12, 2, 4, 3, OPEN not P11:
TCONconf (9) | 1and 15] [12]
OPEN; CLOSING CLOSING
P10:[12, 4, 3, (11)
2, 1 and 15}
TDISind
CLOSING;
P11:[18]
ER REFWAIT| CLOSED {0] TDISind [0} {12, 6, 8, 4, [12, 4, 3, [0}
REFWAIT REFWAIT | 3,2, 1and 2,1and REFWAIT
15] TDISind 15
CLOSING TDISind
CLOSING
DR [22] . [22] (8) TDISind (8) [0] DC (10) [0] DC(10) | DC(10)[0] [0]
REFWAIT | CLOSED | [0] REFWAIT | REFWAIT TDISind TDISind TDISind REFWAIT
REFWAIT | CLOSED | REFWAIT
DC REFWAIT | CLOSED []
REFWAIT
EA REFWAIT | CLOSED [12, 8 and 7] [12]
OPEN (16) CLOSING
(13)
DT/AK/ED | REFWAIT | CLOSED [12,8and 7] [12and 7} [12]
OPEN (16) OPEN (15)| CLOSING
(16) (13)
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A.7  State tables for class 4 over CLNS SRC-REF: designates the corresponding field of the
received TPDU;

This clause provides a more precise description of a class 4 DST-REF: designates the corresponding field of the

transport connection when operating over CLNS. received TPDU:;

Tables A.15, A.16, A.17 give the predicates, actions and src-ref, dst-ref: designates the corresponding fields

of the sent TPDU;

count: designates the number of times a TPDU has
Table A.18 is the state table for a class 4 transport been sent (retransmissions);
connection when operating over CLNS.

notes for class 4 respectively.

b) the data transfer phase is not completely described

The following assumption and notations are used in the state table but refers to the maintext;
a) local-ref] the reference (local) of the TC is chosen ¢) it is assumed that the networksetvice|is continuously
when sepding the CR or when accepting a CR; available;

remote-fef: the reference of the remote entity is Th ti tting { nalled inac ibility of th
initially $et to zero and initialized when processing e operations resulting ircyalgnalled Inacdessipliity of the

the CC éxcept if the CC is ignored; network service are a local-matter.

Table A.15 - Predicates for class 4 over CLNS

Name Description
PO T-CONNECT request is acceptable.
P3 Local choice.
P7 Count = maximum.
P8 Acceptable CR TPDU.
P9 Acceptable class4 CC TPDU

Table A.16 — Specific actions for class 4 over CLNS

Name Description
[0] Set reference timer. ‘
[1] Count = count + A
[2] Count=0
[3] Set retransmission timer
[4] Stop retransmission timer if tunning
[5] Set window timer
[6] Stop:window timer if running
[7] Setiinactivity timer
[8] Stop inactivity timer if running

[91 Set initial credit for sending according to the received CR/CC TPDU

[10] Set initial credit for controlling reception according to the sent CR/CC TPDU

[15] Send the DR TPDU. This DR TPDU is sent with src-ref = local-ref and dst-ref =
emote-ref-{may be—zero)

1 \2J]
[16] Send the DR TPDU. The DR TPDU is sent with src-ref = 0 and dst-ref = remote-ref
[17] Send a TPDU according to data transfer procedure

[20] Store request and exercise flow control to the user

[21] Send a DC TPDU except if the SRC-REF field of the received DR TPDU is equal to
zero

[22] Send a DC TPDU except if the SRC-REF field of the received DR TPDU is equal to
Zero

[23] Send a DR TPDU with src-ref = local-ref and dst-ref = SRC-REF in CC TPDU
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Name

Table A.17 — Specific notes for class 4 over CLNS

Description

(5)

Not a duplicated CR TPDU. |f the CR TPDU is duplicated, ignore it.

(7)

As a local choice it is also possible to apply the following [0], TDISind, REFWAIT.

(8)

Association to this Transport connection is done regardless of the SRC-REF field. If
SRC-REF is not zero, a DC TPDU is set back.

At least an AK TPDU shall be sent if the transport entity is the initiator in order to
ensure that the responder will complete its three-way handshake.

(10)

if association has been made, and DST-REF is zero, then the DC tpDU contains a
sre-ref field set to zero. -

(11)

It the CLOSING state has been entered, coming from WFCC state, the remote-ref is

r4 . L.
retransmitted, it will be with the dst-ref field set to zero).

(13)

The DR TPDU may be either repeated immediately or when T1 will run out.

(15)

Previously stored T-DATA or T-EXPEDITED-DATA requests are ready for'processing
according to data transfer procedures.

(16)

See data transfer procedures.
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Table A.18 — Class 4 connection/disconnection over CLNS (1 of 2)

STATE | REFWAIT CLOSED WFCC wBCL OPEN WFTRESP AKWAIT CLOSING
EVENT
TCONreq not PO:
TDISind
CLOSED;
Po:
[1,3,10] CR
WFCC
TCONresp [3,2,1,10]
cC
AKWAIT
TDISreq P3: [6,8,4,3.2,1, |[16] (4,324,
WBCL; 15] CLOSED | 15]
not P3: CLOSING CLOSING
[4,3,2,1,15]
CLOSING
TDTreq (16) [20]
TEXreq OPEN AKWAIT
Retrans- P7 and P3: | P7 and P3: | P7: P7: P7:
timer [0] [0] [6,8,3,2,1,15] [3.2.1.15] |[0]
TDISind REFWAIT; | TDISind TDISind REFWAIT;
REFWAIT; | p7 and CLOSING; CLOSING; | not P7-
P7 and {(not P3): not\P7: not P7: [1,8,15]
(not P3): [3,2,1,15] | (16) [1,3,cC | CUOSING
[3,2,1,15) CLOSING; {7OPEN; AKWAIT,;

TDISInd | pot P7:

not P7: WBCL;
[1,3),CR
WFCC;
Inactivity- [6,4,3,2,1,15]
Timer TDISind
CLOSING
@)
Reference | CIIOSED
-timer
CR not P8; [8,7] WFTRESP | CC CLOSING
[21} OPEN AKWAIT (13)
CLOSED;
Ps:
[1.9,3]
TCONind
WETRESP
(8);
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Table A.18 — Class 4 connection/disconnection over CLNS (2 of 2)
STATE| REFWAIT | CLOSED WFCC wBCL OPEN WFTRESP AKWAIT CLOSING
EVENT
CcC DR DR P9: P9: {17,8,7] Po:
REFWAIT | CLOSED | [9,2,4,5,7,17] | [2,4,3,1,15] | (9) (11)
TCONconf CLOSING; | OPEN CLOSING
(9)
OPEN;
Rot-RO:
[4,3,2,1,23]
TDISind
CLOSING;
ER REFWAIT | CLOSED | [0] (0] [6,8,4,3,2,1,15] [4,3,2,1,15] | [0]
TDISind REFWAIT | TDISind TDISind REFWAIT
REFWAIT CLOSING CLOSING
DR [22] [22] (8) (8) DC (10) DC(10) DC (10) [0}
REFWAIT | CLOSED | [0] [0] [0] TDISind [0] REFWAIT
TDISind REFWAIT [ TDISind CLOSED | TDISind
REFWAIT REFWAIT REFWAIT]
DC REFWAIT | CLOSED 1[0]
REFWAIT
EA REFWAIT | CLOSED [8,7} CLOSING
QOPREN (16) (13)
DT/AK/ED | REFWAIT | CLOSED [8,7] [7] CLOSING
OPEN (16) OPEN (13)
(15) (16)
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Annex B
(normative)

Network connection management subprotocol

B.1 Introduction

The objectives ¢f this annex are to

a) ‘Provide for more flexibility in the use of the network
connection$ established between two cooperating
transport entities, thus enlarging the field of application
of the transport protocol as presently defined in the main
body of this [nternational Standard. |n particular it allows
for an optim{zation of the use of the network connections
by allowing| both transport entities at each end of a
network connection to assign and reassign transpont
connections|to a network connection;

'b) Allow mére information to be sent explaining why a
network connection is released in order to be able to
optimize recpvery;

The protocol dgscribed in this annex is called the network
connection management subprotocol (NCMS).

The procedurgs defined in this annex are optional
extensions to the main body of this Internationa! Standard

B.2 Scop

The procedureq specified in this annex are‘an extension of
the basic prodedure defined in the tmain body of this
International $tandard and therefore do not prevent
communication petween transport-entities conforming to this
International Standard (ISO/IEC 8073) with this annex and
those conforming to this International Standard without this
annex.

The basic netwdrk connéction management that is specified
in the main bodly of\this International Standard allows for
assignment or rpassignment of transport connections on an

In order to control the number of shared network

simultaneously (one or more), a mechanism
resolve collisions when simultaneous-netw
establishments occur, especially inithe cas
after network failure.

B.3 Definitions

illing to use
is provided to
rk connection
e of recovery

For the purposes of\this annex, the followling definitions

apply.

NOTE ~ The definitions contained in this claus
abbreviations defined in clause B.4.

B.3.1{ owner (of a network connection):
entity that issued the N-CONNECT request
creation of the network connection if the NC
used or the transport entity (possibly b
designated to have the right of performing
accordance with the NC-RIGHT field of th
when the NCM TPDU is used (see B.6.2.2).

NOTE - This definition extends the definition of
network connection given in 3.2.28.

B.3.2 network connection
reference): An identifier which is associated
connection and used to resolve collisions
connections are reopened.

B.4 Symbols and abbreviations

e make use of

The transport
leading to the
M TPDU is not
pth) which is
assignment in

NCM TPDU

he owner of the

reference (or nc-

with a network
when network

B.4.1 Types of transport-protocol-data-unifts
NCM TPDL Naumﬂs.cmmcﬂm.ma&agjemem TPDU

existing network connection by its owner, who is currently
restricted to be the transport entity that initiated this network
connection. This addendum describes the procedures
necessary to extend this basic management to permit the
peer transport entity (i.e. the acceptor of a network
connection) to become also the owner of the network
connection and consequently to be able to assign or
reassign transport connections to it.

When performing multiplexing of transport connection this
feature allows a network connection to be fully shared, thus
increasing the scope of the multiplexing classes of the
transport protocol (i.e. classes 2, 3 and 4).

84

DIAG TPDU Diagnostic TPDU

NCMC TPDUNetwork connection
confirmation TPDU

The following TPDU is used by this annex an

ISO/IEC 11570, Transport protocol
mechanism:
UN TPDU Use of network connection

management

d is defined by
identification

TPDU
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B.4.2 TPDU fields

NC-REF
NC-TYPE
NC-RIGHT

LI

Network connection reference (field)
Network connection type (field)
Network right (field)

Length indicator (field)

ISO/IEC

8073 : 1992 (E)

SA Sender has assignment right

RA Receiver has assignment right

AFI Authority and Format Identifier (of the
NSAP address)

DA initial Domain Identifier (of the NSAP
address)

NC-PREF

NC-COL

NC-REC

Network connection preference (field)
Network connection collision indicator

Network connection recovery indicator

The following fields of the UN TPDU are used by this annex
and are defined by ISO/IEC 11570:

SHARE

PRT-ID

B.4.3 Timerg

TTR-NC

TPD-NC

TFR-NC

Sharing option (field)

Protocol identifier {field)

Time to try to reopen a network
connection using a given NC-REF

Time to consider a given NC-REF as
pending

Time to consider a given NC-REF as
frozen

B.4.4 Misce]laneous

NCMS

NSAP

AA

Network connegtion
subprotocol

management

Network-service-access-point

Assignment right to all

Pp8P—Domain—specitic—party (of the NSAP

address)

B.5 Overview of the protocol
NCMS allows for:

a) identification of-the protocol to be
given networK connection;

used on top of a

NOTE - The'use of NSAP addresses as it i defined is ISO/IEC
7498-3 provides greater flexibility in distinguishing between OSI

and'non-OSi users of the network service.
of\NSAPs incurs unacceptable penalties,

If however the use
for example where

each NSAP is charged for by the networ{ provider, then the

protocol identification mechanism (see
available.

b) Explicit designation of the transport
which has the right to assign transport
specific network connection and is the

SO/IEC 11570) is

entity (or entities)
tonnection(s) to a
efore considered

as the (co-Jowner of the network connegction;

c) Resolution of connection establighment collisions

when a network connection is firs
recovered after failure.

established or

NCMS assumes the use of the network gervice defined in

ISO/IEC 8348.

When operating NCMS the transport ent

ties use only the

network service primitives listed in table B.1 (the other

network service primitives are used as def

ned in 5.2).
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Table B.1 - Network Service Primitives Used for NCMS Operation

Primitives Parameters A/B/C

N-CONNECT request Called address A
indication Calling address A

response NS user-data B

confirm QOS parameter set A

Responding address A

Receipt confirmation selection A

N-DISCONNECT —Tegquest—— 1 NSTuserdatz C
indication Originator C

Reason A

Key

this Intemational Standard.
When operating NCMS this paramete

C: This parameter may be optionally

B.6 Elements of procedure

B.6.1 TPDU trapsfer

The transpont-prptocol-data-units (TPDUs) defined for this
annex are listed |n B.4.1.

The transport enfities shall transmit and receive the UN-(see
ISO/IEC 11570) and NCM TPDU in the NS-user data
parameter of the N-CONNECT request and.indication
primitive only.

A:  This parameter is used in accordance with the procedures specified in the main body of

and confirmation if the NCMC TPDU is used.

ris used in request and indication and in response

used when operating NCMS:

a) /Fhe/sending transpott entityvshall use the procedure
deséribed below together with the procedtire defined in
the main body of this International Standard;

b) The receiving transport entity shall

1) either ignore the NCM TPDU and
procedure described in the main
International Standard;

2) or recognize and process the NC
therefore operate the procedure des
together with those defined is the mai
International Standard.

operate the
body of this

M TPDU and
cribed below
n body of this

The sending transport entity shall:

a) Either no
parameter of

transmit any TPDU in the NS-user data
the N-CONNECT request primitive;

b) Or transmit the UN/TPDU (see ISO/IEC 11570)

followed by
parameter of

the NCM TPDU in the NS-user data
the’N-CONNECT request primitive.

When a transport entity has processed an| NCM TPDU
received from a given NSAP [see B.6.2.1(b)2)] it shall
process further NCM TPDUs received frgm the same
NSAP.

B.6.2.2 Assignment right

When an N-CONNECT request primitive is| issued by a
tr j i

alnew hetwork

When used the DIAG TPDU is transmitted in the NS-user
data parameter of N-DISCONNECT primitive.

When used the NCMC TPDU is transmitted in the NS-user
data parameter of N-CONNECT response and confirmation
primitive.

B.6.2 Network connection management

B.6.2.1 General

When the procedure described in B.6.1 b) is used
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connection, the transport entity may choose whether or not
to include the NCM TPDU in the NS-user data parameter of
the primitive. The recipient may choose not to process the
NCM TPDU and to operate the procedures detined in the
main body of this International Standard instead.

The owner(s) may use the network connection for assigning
or reassigning transport connections with the following
restrictions:

a) a transport entity which is the owner of the network
connection shall not assign a transport connection with a
preferred class 0 or 1 if its peer is also the owner of the
network connection (see note 2);
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b) a transport entity which is the owner of the network
connection can assign a transport connection with an
alternative class 0 or 1, but shall not, when receiving a
CR TPDU proposing 0 or 1 as an alternative class,
select one of these classes (see note 3).

A transport entity shall be designated the "owner" of a
network connection according to the table B.2.

Table B.2 — Determination of assignment rights

ISONIEC 8073 : 1992 (E)

NOTE - The transport protoco! defined in the main body of
this International Standard makes use of the definition of
owner of a network connection for defining the entity which
can perform assignment and reassignment.

B.6.2.3 Network connection reference (nc-reference)
management

When a transport entity elects to use the NCM TPDU it shall
keep track of the nc-references used in the NCM TPDUs
sent or received in the NS-user data parameter of the N-

Enfity | Network Neiwork
connection |connection
Event initiator | responder
No NCM sent Y N
NCM sent byt not processed Y N
Right = SA or AA
NCM sent bt not processed N N
Right = RA {see note | (see note
4) 4)
NCM sent apd processed Y N
Right = SA
NCM sent a&d processed N Y
Right = R
NCM sent ahd processed Y Y
Right = A4
Key Y: gwner
N: not owner
NOTES
1 The use of a network connection by a called\transport entity to

called transport entity is adequately assured of the true identity of
the calling trahsport entity (i.e. there-isitrust in the calling NSAP
identification provided by the Network Layer) or the data to be
transferred is ot sensitive,

initiate new t?i?sport connections should only-be made when the

2 This givesthe guarantee that transpott connections of classes 0
or 1 cannot bg opened simultaneously at both ends of a network
connection.

3 This allows$ a trahsport entity which has sent the NCM TPDU to

CONNECTT
An nc-reference is associated with

a) the pair of NSAPs addresses involjed in the network
connection on which(Cthe NCM T|PDU has been
transferred,;

b) the source ofhe allocation: the hc-reference has
been remotelyor locally allocated.

paraméter of the NCM TPDU. The NG TYPE parameter
of the NCM TPDU indicates the source|of allocation:

1) NC-TYPE set to NEW indicptes a new nc-
reference allocated by the sender of the NCM TPDU,

2) NC-TYPE set to MY indicates |a recovery using
an nc-reference previously allocated by the sender of
the NCM TPDU,

3) NC-TYPE set to YOURS indigates a recovery
using an nc-reference previously [allocated by the
receiver of the NCM TPDU;

The nc:reference is exchanged C%s the NC-REF

NOTE -~ Use of the NC-TYPE MY permits the explicit distinction
between the two cases where the NC initiator either has or has
not received the N-CONNECT confirm.

¢) the state of the nc-reference which pan be

1) OPEN: There is one network connection
associated with the nc-reference arnd for which an N-
CONNECT confirm has been regeived or an N-
CONNECT response sent, and npo subsequent N-
DISCONNECT primitive exchanged,

2) OPENING: There is one netwdrk connection for
which an N-CONNECT confirm is| awaited and the

still propose classesOortasamattermative class—ifthepesr
transport entity has not processed the NCM TPDU it may still select
class O orclass 1.

4 Use of NC-RIGHT with the NCM TPDU allows explicit control of
assignment rights whilst also permitting both entities to be able to
recover a failed network connection. This is not possible when the
NCM is used,

Provided that the restriction stated in B.6.2.2 a) and B.6.2.2
b) are respected, both transport entities at each end of the
network connection shall follow the procedures defined in
the main body of this International Standard, except that the
owner of the network connection is defined as in B.6.2.2.

nc-reference has never been previously in the OPEN
state,

3) RECOVER: There is one network connection
associated with the nc-reference for which an N-
CONNECT confirm is awaited and the nc-reference
has previously been in the OPEN state,

4) PENDING: There is no network connection
associated with the nc-reference;

d) the assignment right allocated for the use of the
network connection associated with the nc-reference. It
canh be

1) my-side: The local transport entity is the only
owner of the network connection,
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2) remote-side: The remote transport entity is the
only owner of the network connection,

3) both-sides: Both the local and the remote
transport entities are the owners of the network

a) either the three following conditions are met:

1) the reference number received in the NC-REF
parameter is the same as the one stored; and

connection; 2) the pair of NSAPs addresses in the N-CONNECT
indication in which the NCM TPDU was received is
NOTE - Due to the collision and recovery mechanisms, it is the same as those stored with the reference; and
possible that different network connections - initiated either by . .
the local or the remote transport entity — be consecutively 3) the parameter received in the NCM TPDU
associated to the same nc-reference. The assignment rights indicates the same source of allocation as that stored
are attached with the nc-reference and remain unchanged with the nc-reference, as indicated in tabie B.3;

independent

d |
network conngction currently used. Table B.3 - Matching source of nc-referenie allocation

@) The preference to be used in the collision resolution Stored Source Remote Local
mechanism [(see. B.6.2.5). This value is equal to the NC-TYPE

value of the field of the last NCM TPDU sent and is only

significant when an N-CONNECT confirm is awaited (i.e. NEW S D

the nc-referpnce is either in the OPENING or in the YOUR D s
RECOVERY)| state).

MY S D
When an ncfreference which has been locally allocated Key S = Same-allocation source
is no longer needed, the nc-reference shall not be D = Different allocation source

reused befofe a TFR-NC period of time. No information
is associatefl with this frozen reference other than the
TRF-NC timer and will be considered unknown if
received in gn NCM TPDU.

b) or.there is no nc-reference known by the transport
entity_corresponding to B.6.2.5 a)1) above and the
following three conditions hold:

NOTE - In ofder to prevent that, in collision cases, two nc- 1) the NC-TYPE parameter has the vglue NEW;
references haye the same value, it is required to allocate values

at random, for| example based on the time of their allocation. 2) there is an nc-reference, locally allpcated, joining

the same pair of NSAPs addresses,|in OPENING

state and having the assignment right defined as
B.6.2.4 Tlmels follows:

— assignment right is "my-side" and the RIGHT
field of the received NCM TPDU holds the value
RA (receiver has assignment right);

The network connection management procedure makes use
ot the following {imers:

a) the TTR{NC timer defines the period of time that — or assignment right is "remote-gides" and the
shall not bp exceeded when reopéning a network RIGHT field of the received NCM TPDU holds the
connection associated with a given\nc-reference after value SA (sender has assignment right);
the receiptl of an N-DISCONNECT indication in . . - "
OPENING of RECOVERY state; TTR NC shall be less - or assignment right is *both-sides” and the

RIGHT field of the received NCM TIPDU holds the

than TPD-NC by at least ‘the sum of the maximum value AA (assignment right to all);

disconnectign and maximum connection propagation
delays of the network service; 3) acceptance of both network connections would

result in the establishment of more connections than

b) the TPD-NC(timer defines the minimum time a the transport entity is prepared to suppprt.
transport e tlty shaII malntam an nc- -reference in the
PENDING state - vhvich i larries a value

dlfferent from NEW in the TYPE parameter has to be
¢) the TFR-NC timer defines the minimum time that considered an error.
shall elapse before an entity may reuse a locally
_T_III:oRc_e’:}gc.i nc-reference. A value of 2 min is used for B.6.2.6 Collision

B.6.2.5 Association of a received NCM TPDU with a B.6.2.6.1  Collision cases

known nc-reference L
A collision is detected when:

When an NCM TPDU is received according to B.6.1 ¢) and

B.6.2 and processed (a transport entity may always elect to a) an NCM TPDU is associated with a known nc-
process or ignore an NCM TPDU), the NCM TPDU is reference (see B.6.2.5) and;

associated with an existing nc-reference if one of the

following holds: b) there is an N-CONNECT confirm pending for the

network connection used for the nc-reference.
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NOTE - In other words a collision is an association with an nc-
reference either in OPENING or RECOVERY state.

B.6.2.6.2 Collision resolution mechanism

B.6.2.6.2.1 Collision winner

When a collision occurs, one of the two network
connections (i.e. the one which is currently used for the nc-
reference and the one carrying the NCM TPDU which is

ISO/IEC 8073 : 1992 (E)

TPDU shall, if accepting the incoming network connection,
transmit an NCMC TPDU in the NS-user data parameter of

the N-CONNECT response.
NOTES

1 The NCMC TPDU is sent only if

a) The incoming network connection is accepted; and

b) The received NCM TPDU has the TYPE field set to NEW,

and

lsconnected.

In general the state of the nc-reference determines which
network conngction shall be disconnected.

However, in the following two cases:

a) the NCM has been associated with an nc-reference
in RECOYVERY state according to B.6.2.5 a) and the
TYPE parpmeter has a value different from NEW,;

NOTE - Intthis case both ends are in RECOVERY state.

b) or thg
B.6.2.5b).

NCM has been associated according to

NOTE ~ Infthis case both ends are in OPENING state.

The following procedure shall be used to determine if the
local transpoft entity is the collision winner or the collision
loser. The loga! entity is the winner if

a) the state of the nc-reference is OPENING.and the
local allopated nc-reference has a lower value (nc-
reference(to be treated as a 16-bit integer).than the nc-
reference|of the received NCM TPDU. _inthe case when
both referpnces are equal, both networkiconnections are
disconnegted, i.e. refused, and both transport entities
choose afother nc-reference and.iry (eventually) again;

b) the state of the nc-reference is RECOVERY and the
preferencp attached tocnc-reference is higher than the
one contained in the NC-PREF field of the received
NCM TPOU;

¢) the state ofithe nc-reference is RECOVERY and the
preferenc ‘attached to nc-reference is equal to the one

¢) The received NCM TPDU has the RIGH

I field set to RA.

2 This mechanism avoids possible useless frgezing of resources
(network connection) when the peet:entity ignofes an NCM TPDU

which gives exclusive assignment,

Iif an N-CONNECT confirmation is receive

d after having an

NCM TPDU with RIGHT 'set to RA, which ¢loes not carry an
NCMC TPDU, the\initiator shall disconrect the network

connection.

NOTE - The absence of NCMC TPDU indicates
did not process the NCM TPDU.

B.7° Protocol operation

that the peer-entity

B.7.1 Receipt of an N-CONNECT indicafion

The recipient of an N-CONNECT indica
does not contain an NCM TPDU or contair
which it chooses to ignore shall follow
described in the main body of this Internati
the NCM TPDU is to be processed then th
shall apply the procedure for association of
known nc-reference (see B.6.2.5). If th
associated then the transport entity shall
procedure describe in B.7.3a) or B.7.3b)
B.7.4.3 ¢) or B.7.4.2 or B.7.5 depending

the nc-reference. Otherwise the procedurd

ion which either
s an NCM TPDU
the procedures
pnal Standard. If
e transport entity
NCM TPDU to a
e NCM TPDU is
apply either the
or B.7.4.2 b) or
ipon the state of
in B.7.2 applies.

B.7.2 Passive network connection establishment with

NCM TPDU

The transport entity may either decid

e to refuse the
issue an N-

incoming network connection (i.e.

containe = ived-NCM
TPDU and either:
1) the source of allocation of the nc-reference is
local and the value of the NC-REC field of the first

sent NCM TPDU (i.e. which had NC-TYPE = NEW)
was "please do not recover", or

2) the source of allocation of the nc-reference is
remote and the value of the NC-REC field of the first
sent NCM TPDU (i.e. which had NC-TYPE = NEW)
is "please recover".

B.6.3 NCM confirmation

When an NCM TPDU has been sent with RIGHT set to RA
the transport entity which receives and processes the NCM

DISCONNECT request) or accept the network connection.

If the transport entity elects to accept the network
connection it shall

a) issue an N-CONNECT response; if the RIGHT field
of the received NCM TPDU contains the value RA the
NCMC TPDU shall be transmitted in the NS-user data
parameter of the N-CONNECT response;

b) note the nc-reference and the pair of NSAPs;

c) note that the nc-reference has been remotely
allocated;
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assignment rights as my-side if RA has

been received in the RIGHT field of the NCM TPDU, as
remote-side if SA has been received or both-sides if AA
has bee received;

e) put the nc-reference into the OPEN state and use it
for assignment or reassignment if it is (one of) the

ownetr(s).

B.7.3 Active network connection establishment with

NCM TPDU

© ISO/IEC

disconnected and the incoming network connection
is accepted (i.e. an N-CONNECT response is
issued). If the received NCM TPDU contains the
value RA in its RIGHT field the NCMC TPDU shall be
transmitted in the NS-user data parameter of the N-
CONNECT response. The nc-reference which has
been locally allocated is frozen for a TFR-NC period
of time (and then released) and the transport entity
keeps track of the nc-reference contained in the NC-
REF parameter of the incoming NCM TPDU as
remotely allocated and in OPEN state. The network
connection is considered as open and ready for use
i } i i§ International

The transport

procedure when
an N-CONNECT|
11570) and NC

parameter. The

— NC-REF ¢

bntity, which elects to use the NCMS
opening a network connection shall send
request with the UN TPDU (see ISO/IEC
M TPDU contained in the NS-user data
NCM TPDU parameters are set as follows:

ontains the selected reference which shall

neither be ysed for any other network connection

between the
- NC-TYPE
— NC-RIGH

~ NC-PRER

tame pair of NSAPs nor frozen;
is set to NEW;
[ is set to SA, RA, or AA;

is set to low, medium or high according to

the preferende of the initiator to keep this connection in

case of collis

on.

NOTE - The Eelection of this value can be based on the

knowledge of
the cost when
considerations

e correspondence between the expected QOS;
revarse charging is used and other optimization

The initiator shajl store the nc-reference together with the

pair of NSAPs to|
established, the

be joined by the network connection being

ownership of th
nc-reference (lo

value of the NC-PREF parameter sent, the
network connection and.the source of the
lly allocated in this case).

The state of the fc-reference shall be set to OPENING.

The initiator shpll wait for,'"an N-CONNECT confirm to
complete the esfablishment. [f the assighment rights are

"remote side"

i.e.cams NCM TPDU with the RIGHT

paramster havinfy the value RA was sent) the received N-
CONNECT confitm'shali contain an NCMC TPDU in its user

Standard, according to the assignment fights.

Any transport connections (assigned to the
disconnected connection shall-be reassigned:

b) if an NCM TPDU is received with a TY
different from NEW and ‘is) associated,
entity shall

1} issue an N-DISCONNECT req
network connection for which the
confirm is @awaited;

2) respond to the incoming N-CONNH

by ab’N-CONNECT response;

3) \place the nc-reference in the OP

PE parameter
the transport

hest for the
N-CONNECT

CT indication

EN state and

consider the network connection as ready for

assignment or reassignment acco
assignment rights;

c) if an N-DISCONNECT indication is

transport entity may decide either to givs

reopen a network connection by iss
CONNECT request containing an NCM
B.6.1.2 and B.6.2) which is a copy of the p
NCM TPDU, except that the NC-PREF p4
be different. The decision whether a
connection has to be opened or not is 3
subject to the following constraints:

ding to the

eceived, the
e up or try to
uing an N-
TPDU (see
reviously sent
irameter may
hew network
local matter

1) when the first N-DISCONNECT [indication is
received, the entity shall start its TTR-NC timer and
stop it when receiving the corresponding N-
CONNECT confirm or N-CONNEQT indication
carrying an NCM TPDU which is aspociated and
processed as described above. When Ihe timer runs
out the transport entity shall not try to open a network
connection again if a new N-DISCONNECT
indication is received;

data parameter otherwise the transport entity shall

disconnect the n

etwork connection. If one of the following

cases occurs, the initiator shall perform the action specified:

a) if an NCM TPDU is received and associated

according to

B.6.2.5b) (TYPE = NEW) the transport

entity shall apply one of the following:

2) if the network connection is intended to be used
for transport connections allowing recovery, the
network connection has to be reopened in
accordance with the agreed upon quality of service
of the supported transport connection(s).

When recovery is not performed or has stopped (i.e.
anew N-DISCONNECT is received and TTR-NC has

1) if the local transport entity is the winner (see
B.6.2.6.2) the incoming network connection is
disconnected (i.e. an N-DISCONNECT request is
sent in response to the incoming N-CONNECT
indication) and the nc-reference remains in the
OPENING state;

2) if the local entity is the loser (see B.6.2.6.2) the
netwotk connection which was local opened is

run out) the nc-reference of the network connection
is placed in a PENDING state for a TPD-NC period
of time. During this period the transport entity may
receive an incoming NCM TPDU having this nc-
reference (see B.7.4.3).
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B.7.4 Network connection recovery

B.7.4.1 Receipt of an N-DISCONNECT indication

When a network connection which was established using
NCMS is disconnected (i.e. an N-DISCONNECT is
received) the transport entity shall either

a) elect not to reopen the network connection, place the
nc-reference in the PENDING state for a TPD NC perlod
of time, aRpé

b) attempt to reopen the network connection by
following the procedure described in B.7.4.2.

Alternative b) is subject to the same constraints as
described in B.7.3¢c).

In all cases the transport entity shall apply the procedure
corresponding to the receipt of an N-DISCONNECT
indication to| all transport connections assigned to the
network connection.

B.7.4.2 Active recovery procedure

The transpoft entity shall open a network connection by
putting the nc-reference into the RECOVERY state and
sending andiCM TPDU in the NS-user data parameter of
the N-CONNECT request according to B.6.1¢) and B.6.2
with the following parameters:

a) NC-REF is set to the value of the nc-referénce
associated with the network connection;

b) NC-TYPE is set to MY if the nc-reference-was locally
allocated| to YOURS if the nc-reference-was remotely
allocated

¢) NC-PREF is set to the desiredvalue (see B.7.3);
d) NC-R|GHT may take any-value;

NOTE — NC-RIGHT-is not significant in an NCM TPDU
performing recovery.

e) NC-REGCs set to the desired value.

ISO/IEC 8073 : 1992 (E)

CONNECT response), the nc-reference is placed in
the OPEN state and is ready for use according to the
assignment rights. The network connection for which
an N-CONNECT confirm was - awaited is
disconnected by issuing an N-DISCONNECT
request.

B.7.4.3 Passive recovery procedure

If an N-CONNECT indication is recsived which carries an
NCM TPDU, which is associated to the nc-reference, the
transport entity shall send an N-CONNECT response (with
parameter if the
recelved NCM TPDU is of type NEW afd has the right field
set to the value RA) and put the nc-referente into the OPEN
state and consider it as ready for’assignment according to
the assignment rights.

If the TPD-NC timer expites and if the 1
remotely allocated, thef the transport ent

allocated, then the“tfransport entity sh

c-reference was
ty does not keep

| not reuse the

track of it any longer;”if the nc-refen{ce was locally
|

reference until a TER-NC period of time ha

elapsed.

B.7.5 Remotely initiated recovery

Whehn,_a transport entity receives an NCM TPDU which is
assoéciated with an nc-reference in OPEN dtate it shall

a) accept the incoming network conrfection and issue
an N-CONNECT response; if the receivied NCM TPDU is
of type NEW and has the RIGHT fiejz set to RA, the
NCMC TPDU shall be transmitted in fhe NS-user data
parameter of the N-CONNECT response;

b) issue an N-DISCONNECT requesi for the network
connection which was associated with the ncreference;

c) apply to all transport connections|assigned to this
network connection the procedure defined in the main
body of this International Standard for processing an N-
DISCONNECT indication.

B.7.6 Optimization principles

B.7.6.1 Use of the NC-REC indicator

Although the recovery protogol is symmetfical, it should be

The transport entity shall then apply one of the following:
a) if an N-DISCONNECT is received apply B.7.4.1;

b) if an NCM TPDU with type NEW is received and
associated the incoming network connection is rejected;

c) if an NCM with type different from NEW is received
the collision winner is determined according to B.6.2.6.2
and:

1) if the transport entity is the winner the incoming
network connection is rejected, or

2) if the transport entity is the loser the incoming
network connection is accepted (i.e. send an N-

rotedHthatartransportentity-isaiways—attowed not to initiate
recovery by putting the nc-reference into the PENDING
state.

NOTE - Not initiating recovery is equivalent to having a value of
zero for the TTR-NC timer.

In order to avoid unnecessary recovery being performed or
recovery being delayed the NC-REC field of the NCM TPDU
should be set as follows:

a) 0 (please do not recover): indicates that the sender
does not rely on recovery being performed by the
receiver, and intends to recover even if not required for
its own need;

o1
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b) 1 (please recover): indicates that the sender expects
a recovery to be done by the receiver, and does not
intend to recover if it does not need it

When the nc-reference is in the OPEN state, the NC-REC
field of the associated NCM TPDU gives both entities a view
of the recovery intention of the partner.

When a transport entity has to initiate recovery, i.e. an N-
DISCONNECT indication has been received in OPENING or
RECOVERY state_and TTR-NC has not run out it is

© ISO/IEC

If the remote transport entity has assignment rights the nc-
reference shall be placed in the PENDING state after the
network connection has been released.

If the remote transport entity does not have assignment
rights the nc-reference may, as a matter of local choice:

a) be put in the PENDING state; or

b) if locally allocated be frozen; or

recommended that

a) if the entjty has received an NCM TPDU with the NC-
REC field s4t to "please recover”, it should try to recover

even when
needs;

b) ifthe en
REC field

initiate rec
assignment

his is not necessary for its own assignment

ty has received an NCM TPDU with the NC-
et to "please don't recovet”, it should not
bvery if this is not required for its own
needs;

c) if the entity has sent an NCM TPDU with the NC-

REC field s

bt to "please don't recover', it should initiate

recovery eyen if not required for its own assignment

needs;

d) if the ertity has sent an NCM TPDU with the NC-

REC field s

Bt to "please recover”, it should not initiate

recovery if not required for its own assignment needs.

NOTE - As

a local choice, it is possible to implement<a

symmetrical fecovery mechanism by setting the NC-REC-field

to the value
though not re

B.7.6.2 Use
DISCONNECT

The reason co

"please recover" and initiating recovery even
huired for the local assignment needs:

of NS-user data parameter in N-
primitive

e in the N-DISCONNECT primitive does not

¢) if remotely allocated be made unknowa.

B.8  Structure and encoding of TPDUs

B.8.1 Validity

Table B.4 specifies the"TPDU valid for this annex.

Table B.4 - TPDU codes

Name Code
NCM, ‘network connection management | 000 0010
DIAG, diagnostic D000 0011
NCMC, network connection management | 000 0100
confirmation

B.8.2 Structure

The structure is defined in 13.2.

B.8.3 Network connection management (NCM) TPDU

adequately specify enough information to completely
optimize the connection recovery mechanisms since the
values defined in the network service (ISO/IEC 8348) do not
distinguish between the cases where recovery is desirable
immediately or hot anddo not provide adequate diagnostic
information. Thus the NS-user data parameter of the N-
DISCONNECT |reguest may be used and may contain a

B.8.3.1 Structure
1 2 3 4 5 6
NCM ] NC-TYPE | NC-COL
LI 0000 0010 NC-REF NC-REC
] NC-PREF | NC-RIGHT

DIAG TPDU.

When a network connection is no longer needed, it is
recommended that only the owner(s) may disconnect it, and
put a DIAG TPDU with code 1 into the NS-user data
parameter of the N-DISCONNECT request primitive.

B.7.7 Releasing a network connection

Either entity may release a network connection at any time
by issuing an N-DISCONNECT request. It is recommended
to use the DIAG TPDU in order to optimize this procedure
as described in B.7.6.2.

92

See 13.2.1.

B.8.3.3 Fixed part

The fixed part shall contain

a) NCM : NCM TPDU code: 000 0010;
b) NC-REF : the nc-reference;
c) NC-TYPE : indicates the type of the nc-

reference which is sent. NC-
TYPE consists of bits 8 and 7 of
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d) NC-PREF

octet 5 and may have the value
00 (NEW), 01 (MY) or 10
(YOURS), Value 11 is reserved;

: indicates the preference the

initiator has to keep the network
connection in case of collision.
NC-REF is bits 6-1 of octet 5:

000000 : highest preference,
000001 : medium,

ISO/IEC 8073 : 1992 (E)

B.8.4.3 Fixed part
The fixed part shall contain
a) DIAG: DIAG TPDU code 0000 0011;

b) CODE: indicates the reason for disconnecting the
network connection. The foliowing values shall be used:

0 -~ Collision detection resolution

e) NcicoL

f)y NC|REC

g) NCIRIGHT

B.8.3.4 Variable part

There is no yariable part.

~000011 : lowest preterence;

. indicates the collision algorithm

to be used. NC-COL is bit 8 of
octet 6. Only one value is
defined (0): resolution of collision
when N-CONNECT indication is
received;

: indicates the recovery

optimization option. NC-REC is
bit 7 of octet 6:

0 : please do not recover,

1 : please recover;

: indicates the kind of right of use

given by the entity to its peer.
NC-RIGHT is bits 6-1 of octet 6:

000001 : SA,
000010 : RA,
000011 : AA.

B.8.4 Diagnostic (DIAG) TPDU

This TPDU is only transferred in the NS-user data
parameter df an N-DISCONNECT. It provides diagnostic

information] Sending and/or processing this TPDU is

optional.

+—=Networkconmectiorne :unycn needed

2 —Unrecognized NC-REF (do Aot try to recover
with this NC-REF)

3 Network connection® canngt be accepted
{temporary congestion)

4 — A new network-connection cahnot be accepted
again (long-term congestion or shutdown in
progress)

B.8.4.4 Variable part

There is, no'variable part.

‘B85 Network connection management confirm

(NCMC) TPDU
B.8.5.1 Structure

1 ; 2

L NCMC
0000 0100
B.8.52 LI
See 13.2.1.

B.8.5.3 Fixed part

The fixed part shall contain the NCMC TPDU code:
0000 0100. : ‘

B.8.4.1 Structure

1 2 3
LI DIAG
0000 0011 CODE
B.8.4.2 LI
See 13.2.1.

B.8.5.4 Variable part

There is no variable part.

B.9 Conformance

‘B.9.1 When initiatihg a network connection a transport

entity shall either

a) not use the NS-user data parameter of N-CONNECT
request primitive and operate using the protocol of the
main body of this International Standard on this network
connection; or
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PRT-ID field set to the value 01 (see ISO/IEC 11570)]

b) include in the NS-user data parameter of the -N- and NCM TPDUs are present; or
CONNECT request a UN TPDU (see ISO/IEC 11570)
with the PRT-ID field set to the value 01 followed by an ¢) operate using the protocol of the main body of this
NCM TPDU and operate the NCMS procedure together International Standard but ignore the NCM TPDU if the
with those specified in . the main body of this UN [with the PRT-ID field set to the value 01 (see
International Standard. ISO/IEC 11570)] and NCM TPDUs are present.

B.9.2 When processing a N-CONNECT indication, a

transport entity shall either B.10 State Table
a) operate using in of this he—felowing-state—tablos—define—the—states-of a network
International tandard i no user data is present orifitis connection reference as maintained by a(sirjgle transport
‘not claimed that the implementation supports the NCMS entity obeying the procedure of this annex.) Due to failures
procedure; or| and recovceries of network connections this réference may

over a period of time be associated. with mjany network

b) operate using the protocol of the main body of this connections, one at a time. ‘When an NCM TPDU is
Internationall Standard together with the network received the association procedure (see B.6.4.5) is applied
connection management procedure if the UN [with the first.

Table B.5 ~ Events

Event Description
NCMNEW'rec An N-CONNECT indication containing an NCM TPDU with NC-TYPE = NEW is received
NCMNOTINEWre | An N-CONNECT indication containing an NCM/TPBU with NC-TYPE not NEW is receiyed
c
NDISind An N-DISCONNECT indication
Collision A collision in the opening state as a result of association as described in 6.3.5b)
TPD-NCexp The timer TPD-NC expires .
TTR-NRekp The timer TTR-NC expires
Local decision The transport entity may choose‘to'initiate this transition
Any TPDU Receipt of any TPDU on the network connection
NCONcotf An C-CONNECT confirmation
Table B.6 — Actions
Action Description
NCONreq Issue an N-CONNECT request to the network service
NCMNEW Send an NCM TPDU with the NCONreq with NC-TYPE = NEW and locally allocated nc-refdrence
NCMNOTNEW | Send &n.NCM TPDU with the NCONreq with NC-TYPE set to show the ongnnal source of aljocation
of the reference
NDISreq Issue an N-DISCONNECT request to the network service
NCONresp Issue an N-DISCONNECT response to the network service
[1] Start TPD-NC tlmer
[2] St = g
[3] Freeze the nc-reference for TEFR-NC if locally allocated
[4] The remotely initiated connection has been the winner. Re-assign any TCs from the loser and
process the incoming NCM TPDU as an NCMNEW in the CLOSED state for the winning reference
[5] Stop TTR-NC if running otherwise remove information that it has expired
[6] Stop TPD-NC
{71 Record with the nc-reference that a TPDU has been received
[8] Store information that TTR-NC has expired
[9] if the received NCM TPDU has the RIGHT field set to the value RA, a NCMC TPDU is transmitted in
the NS-user data parameter of N-CONNECT response
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Table B.7 — Predicates

: 1992 (E)

Predicate Description
P1 Incoming network connection unacceptable or the local entity is the winner of a collision
p2 Remote transport entity is not an owner of the network connection and local choice
P3 Local choice not to recover or TTR-NC has previously expired
P4 Local choice not to recover
P5 The remotely initiated network connection is the winner of collision resolution
P6 A TPDU has been received on a network connection associated with this nc-reference [see (7)]
P7 Assignment rights are "remote side" and N-CONNECT confirmation does not carry an NCMC TPDU
Table B.8 - Notes
Note Description
(1) DIAG TPDU with CODE = 0 may be sent
(2) The new connection is retained and the old connection disconnected
(3) Repeat the previous NCM except that NC-PREF may be different
(4) This is a protocol error
(5) Discard the "loser” after collision resolution
(6) The incoming network connection is disconnected and the old one retained
Table B.9 — States
Note Description
CLOSED Network connection is closed
OPENING Network connection requestedbut not yet confirmed
OPEN Network connection is open
RECOVERY Attempting recovery of.afailed network connection
PENDING A non-owner of the hetwork connection is waiting for recovery by the owner
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Table B.10 — State Table

State| CLOSED OPENING OPEN RECOVERY | PENDING
Event
NCMNEWTrec P1: P6: (4) NDISreq (6) P6: (4)
NDISreq NDISreq RECOVERY | NDiSreq
CLOSED; OPEN; PENDING;
not P1: [9] not P6: [9] not Pé6: [9]
NCONresp NCONresp NCONresp
OPEN; NDISreq (2) [6] OPEN;
OPEN:
NCMNOTNEWTrec | (4) NDISreq | NCONresp (2) | NCONresp (2) | P1: NDISreq NCONrespi
NDISreq OPEN { NDIS req OPEN| (1) [6] OPEN
RECOVERY;
not P1:
NCONresp
NDISreq((2)
(5) OPEN;
Logal decision NCMNEW
OPENING
ND|Sind Not P3: [2] Not P4: Not P3:
NCMNEW (3) | NCMNOTNEW | NCMNOTNEW
OPENING; [2] RECOVERY;
P2 & P3: [3] RECOVERY; P3:{1,5)
CLOSED; P2 &P4: [3] PENDING;
(not P2) & CLOSED;
P3:[1,5] - P4 & not P2:
PENDING; [1] PENDING;
Collision P1: NDISfeq (1)
OPENING;
not.P1:
NDISreq (2)
[4,3]
CLOSED
TPD-NCexp [3] CLOSED
Any TPDU [7] OPEN
TTR-NCexp (8] OPENING [8] RECOVERY
NCONconf P7:[3] [56] OPEN
CLOSED;
not P7: [5]
OPEN;
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B.11 Diagram for NCMS protocol operation

This clause provides some tutortial information by giving
examples of collision cases (see B.11.1) and remotely
initiated recovery (see B.11.2). This clause is informative.

B.11.1 Collision case

with TYPE = NEW

ISO/IEC 8073 : 1992 (E)

B.11.1.3 The initiator detects a collision in OPENING state

with TYPE different from NEW

B.11.1.3.1 The other end is in RECOVERY state

NCONreq | — yu]

(NCM-NEW)

NCONind —lf—]

(NCM-NEW

NCONreq —
B.11.1.1 Both end detect a collision on OPENING state (NCM-NEW) ~
N
T | NCONind
(NCM-NEW)
NCONreq ;(\\
N (NCM-NEW) < T<—— NCONresp
< I 2L |NDiSind
NCONind O™ | a— | NCONreq
) (NCM-NEW) l/ -~ (NCM-YOURS)
NCONind EENN g
(NCM-YOURS) /
/
The referendes are different but both ends have decided to

associate thg received NCM TPDU according to B.6.2.5b).

B.11.1.2 Bolh ends detect a collision in RECOVERY state

NCONreq | ——ppuu!

(NCM-NEW

NCONconf | g

NDISind | ~-t—

NCONreq | — !

(NCM-MY)

NCONind | «Sgz

NCONind
(NCM-NEW)

NCONfresp

NDISind

NCONreq
(NCM-YOURS)

NCONind

A_RANZY

Thé.entitiy in OPENING state (left side) ac

incoming network connection and disconn
PENDING one.

B.11.1.3.2 The other end detects
RECOVERY state

NCONreq g

-_—
(NCM-NEW) - _
~.._>
i o [
X’
NDISind —~a— =~ S

NCONreq — 44___

(NCM-NEW)

(NCM-YOURS)

LALO AV
AN IVIFIVE l}

Both entities will use the collision resolution algorithm and
one of the two network connections will be disconnected.

NCONind

cepts the
bets the

a collision in

NCONind
(NCM-NEW)

NCONresp
NDISind

NCONreq
(NCM-YOURS)

NCONind
(NCM-NEW)

Both entities disconnect the network connection initiated by

the entity on the left.
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B.11.2 Remotely initiated recovery
- NN%OI\;\J NEW)
NCONreq NCONind g—t ~ (
——»h —_ ; (NCM-NEW)
N - NCONind
(NCM-NEW) — (NCM-NEW) NCONresp —Bt -
X
_ T=%— NCONresp P ~N—p NDISind
NCONconf g —t- ~ /
X / Jet— NCONreq
= NCM-YOURS
N NCONind  _g—1- / - )
| - NDISind (NCM-YOURS)
[
g NCONre
I~ (NCM-YSURS) The entity on the left deteCts'an incoming network
NCONind | - connection in OPEN statetand disconngects the old
(NCM-YOURS) connection.

The entity on |the left detects an incoming network
connection in PPEN state and disconnects the old
connection.
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Annex C"
(normative)

PICS Proforma

C1 General

C.1.1 Symbgls used

Status symbadls:

M

0]

O.<n>

<index>:

<index>::

Mandatory.

Optional to implement. [If implemented the feature may or may not be used.

Optional but suppott of at least one of the group of options labelled by the-same numeral <n> in th
is required.

This predicate symbol means that the status following it appliesionly when the PICS states that the

s PICS proforma

feature identified

byl the index is supported. In the simplest case, <index> is.the identifying tag of a single PICS itein. <index> may

alto be a Boolean expression composed of several indices!

en this group predicate is true the associated clause should be completed.

Support symbols:

Yes

No

N/A

Siipported.
N¢t supported.

Not applicable.

C.1.2 Instrugtions for completing.the PICS proforma

questionnair

are to be provided in the rightmost column either by simply marking an answer to indicate a

The main p}ﬂ of the PICS proforma is a fixed-format questionaire divided into a number of clauses.

(such as Yes

or No) or by_éntering a value of a range of values or entering what action is taken.

Answers to the
restricted choice

1) Copyright release for PICS proforma

Users of this International Standard may freely reproduce the PICS proforma in this annex so that it can be used for its intended purpose and
may further publish the completed PICS.
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C.2 Identification

C.2.1 Implementation identification

Supplier

Contact point for queries about the PICS

implementation Names(s) and Version(s)

Other information necessary for full identification —
e.9. name(s) angl version(s) of machines and/or
operating systerns; System Name(s)

NOTES

1 Only the first three items are required for all implementations; other information may be completed as appropriate in meeting the
requirement for full identification. '

2 The terms Name and Version should be interpreted appropiiately to correspond with a supplier's terminology (e.g. Type, Sefies, Model)

C.2.2 Protocol[Summary

Identification of protocol specification ISO/IEC 8073:1992(E)
T CCITT X.224 Reference Number: X.224 (1988)
Identification of {\mendments and ISO/IEC 8073:1992
Corrigenda to thjs PICS proforma which
have been comyleted as part of this PICS
Protocol Versior|(s) supported Version 1
Have any Exception items been required? No[ ] Yes[ ]

{The answer Ye$ means that the implementation does not conform to ISO/IEC 8073:1992/CCITT X.224)

Date of:statement
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Indices used in this annex

ISO/IEC 8073 : 1992 (E)
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C.4 Based standard/recommendation conformance

Does the implementation claim conformance to ISO/IEC 80737 Yes No

Does the implementation claim conformance to CCITT X.2247 Yes No

C.5 General statement of conformance

ISO Are alllmandatory features of ISO/IEC 8073 implemented? Yes No

CCT | Are allmandatory features of X.224 implemented? Yes No

Note — Answering 'No’ to this question indicates non-conformance to the International Standard/Recommendation.

C.6  Protogol implementation

C.6.1 Annex B + NCMS

Index References Status Support

A1 Netwofk connection management procedures Annex B 0] Yes No

C.6.2 Classes inplemented

Index Class References Status Support
Cco Class D 14 1SO:0.1 Yes No
CCT:M
C1 Class 1 14 C0:0 Yes No
C2 Class 2 14 1SO:0.1 Yes No
CCT.O
C3 Class 3 14 C2:.0 Yes No
C4 Class 4 operation over CONS 14 C2.0 Yes No
C4L Class 4 operation over CLNS 14 180:C2:0 Yes No
CCT:N/A
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C.7  NCMS functions
Index ftem References Status Support
N2 | Network connection management B.6.2.1 O Yes No
N3 Diagnostic B.7.6.2, (0] Yes No
B.7.7
N4 Active network connection recovery B.7.4.2 O Yes No
The foIIowing]is mandatory if the predicate is true
Index Item References Status Support
N5 Pdssive network connection recovery B.7.4.3 N2 OMR N4:[} Yes No
’ N6 Is an NCM TPDU with assignment right set to RA always rejected with B.6.3 0] Yes No
N-DISCONNECT request?
C.8 Initiator/responder capability for protocol classes 0 - 4
Index References Status Support
IR1 Intiating CR TPDU 14.5 a) 0.2 Yes No
IR2 Regsponding to CR TPDU 14.5 a) 0.2 Yes No
C.9 Supported functions
C.9.1 Supported functions for class 0.(C0::)
’ . The following functions are mandatory if class 0 is supported
Index Function References Status Support
TOF1 Aefsignment tonetwork connection when operating over CONS 6.1.1 M Yes
TOF2 TFI’DU transfer 6.2 Yes
TOF3 | Segmenting 6.3 M Yes
TOF4 | Reassembling 6.3 M Yes
TOF5 | Connection establishment 6.5 M Yes
TOF6 | Connection refusal 6.6 M Yes
TOF7 | Normal release when operating over CONS (implicit) 6.7.1 M Yes
TOF8 | Error release when operating over CONS 6.8 M Yes
TOF9 | Association of TPDUs with Transport connection when operating over 6.9.1 M Yes
CONS
TOF10 | Treatment of protocol etrors when operating over CONS 6.22.1 M Yes
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C.9.2 Supported functions for class 1 (C1::)

The following functions are mandatory if class 1 is supported

Index Function References Status Suppoﬁ
T1F1 | Assignment to network connection when operating over CONS 6.1.1 M Yes
T1F2 | TPDU transfer 6.2 M Yes
T1F3 Segni:enﬁng 6.3 M Yes
T1F4 ReasLembling 6.3 M Yes
T1F5 | Sepgration 6.4 M Yes
T1F6 Conr]ection establishment 6.5 M Yes
T1F7 Conrlection refusal 6.6 M Yes
T1F8 Nornlal release when operating over CONS (explicit) 6.7:1 M Yes
Ti1F9 | Assogiation of TPDUs with Transport connections when operating 6.9.1 M Yes
over CONS
T1F10 | Data[TPDU numbering (normal) 6.10 M Yes
T1F11 | Expefited data transfer when operating over CONS (Network hormal) 6.11.1 M Yes
T1F12 . ReasFignment after failure when operating over CONS 6.12 M Yes
T1F13 ,Rete:ttion and acknowledgement of TPDUs 6.13.4.1 M Yes
Retention until acknowledgement of TPDUs (AK)
T1F14 | Resyhchronization 6.14 M Yes
T1F15 | Frozgn references 6.18 M Yes
T1F16 | Treatment of protocol errors when operating over CONS 6.22.1 M Yes
The following fupctions are optional if class 1 is supported
Index Function References Status Support
T1F17 | Concptenation 6.4 o Yes No
T1F18 | Expeglited datatransfer when operating over CONS (Network 6.11.1 o Yes  No
expedited)
T1F19 | Retentioh-and acknowledgement of TPDUs 6.13.4.2 not T1F20: | Yes No
Confifmation of Receipt (0] :
T1F20 | Retention and acknowledgement of TPDUs 6.13.4.3 not T1IF19: | Yes No
Use of request acknowledgement o)
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C.9.3 Supported functions for class 2 (C2::)

The following functions are mandatory if class 2 is supported

index Function References Status Support
T2F1 | Assignment to network connection when operating over CONS 6.1.1 M Yes
T2F2 | TPDU transfer 6.2 M Yes
T2F3 | Segmenting 6.3 M Yes
T2F4 | Reassembling 6.3 M Yes
T2F5 SLparation 6.4 M Yes
T2F6 | Cpnnection establishment 6.5 M Yes
T2F7 | Cpnnection refusal 6.6 M Yes
T2F8 |} Nprmal release when operating over CONS (explicit) 6.7,4 M " Yes
T1F9 | Epror release when operating over CONS 6.8 M Yes
T2F10 | Apsociation of TPDUs with Transport connections when operating 6.9.1 M Yes
oyer CONS
T2F11 | Djata TPDU numbering (normal) 6.10 M - Yes
T2F12 | Ekpedited data transfer when operating over CONS (Netwgrk wormal) 6.11.1 M Yes
T2F13 | Dmultiplexing when opetating over CONS 6.15 M Yes
T2F14 | Ekplicit flow control (with) 6.16 M Yes
T2F15 | Tteatment of protocol errors when operating over CONS 6.22.1 M Yes
T2F16 | Multiplexing when operating over CONS 6.15 M Yes
The following functions or elements of procedure are optional if class 2 is supported
Index Function References Status Support
T2F17 | Concatenation 6.4 . 0] Yes No
T2F18 | Data TPDU numbering-(extended) 6.10 o) Yes No
T2F19 | Ekplicit flow control (without) 6.16 | o] Yes No
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y

C.9.4 Supported functions for class 3 (C3::)

The following functions are mandatory if class 3 is supported

Index Function References Status Support
T3F1 | Assignment to network connection when operating over CONS 6.1.1 M Yes
T3F2 | TPDU transfer 6.2 Yes
T3F3 | Segmenting 6.3 M Yes
T3F4 | Reassembling 6.3 M Yes
T3F5 SeparJtion 6.4 M Yes
T3F6 | Conneftion establishment 6.5 M Yes
T3F7 | Connegtion refusal 6.6 M Yes
T3F8 Norma' release when operating over CONS (explicit) 6.7.1 M Yes
T3F9 | Association of TPDUs with Transport connections when operating' 6.9.1 M Yes
over CONS
T3F10 | Data TPDU numbering (normal) €10 M | Yes
T3F11 | Expedited data transfer when operating over CONS (Network normal) 6.11.1 M Yes
T3F12 | Reassignment after failure when operating over CONS 6.12 M Yes
T3F13 | Retent|on and acknowledgement of TPDUs 6.13.4.1 M Yes
Retentfon until acknowledgement of TPDUs (AK)
T3F14 | Resynghronization 6.14 M Yes
T3F15 | Demulliplexing when operating over CONS 6.15 M Yes
T3F16 | Explicif flow control 6.16 M Yes
T3F17 | Frozen references 6.18 M Yes
T3F18 | Treatnjent of protocol errors when ‘operating over CONS 6.22.1 M Yes
T3F19 | Multiplexing when operating over CONS 6.15 M Yes
The following fungtions are optional if'class 3 is supported
Index Function References Status Support
T3F20 | Concajenation 6.4 o Yes No
T3F21 | Data TPRUY numbering (extended) 6.10 O Yes No
T3F22 | Retention and acknowledgement of TPDUs 6.13.4.3 6] Yes No

Use of request acknowledgement
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